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INTRODUCTION 

In this annual report, the terms "CyberArk," "we," "us," "our" and "the company" refer to CyberArk Software Ltd. and
its subsidiaries. 

This annual report includes statistical, market and industry data and forecasts, which we obtained from publicly
available information and independent industry publications and reports that we believe to be reliable sources. These
publicly available industry publications and reports generally state that they obtain their information from sources that
they believe to be reliable, but they do not guarantee the accuracy or completeness of the information. Although we
believe that these sources are reliable, we have not independently verified the information contained in such
publications. Certain estimates and forecasts involve uncertainties and risks and are subject to change based on
various factors, including those discussed under the headings "Special Note Regarding Forward-Looking Statements"
and "Item 3.D Risk Factors" in this annual report. 

Throughout this annual report, we refer to various trademarks, service marks and trade names that we use in our
business. The "CyberArk" design logo is the property of CyberArk Software Ltd. CyberArk® is our registered
trademark in the United States. We have several other trademarks, service marks and pending applications relating to
our products. In particular, although we have omitted the "®" and "™" trademark designations in this annual report from
each reference to our Privileged Account Security Solution, Enterprise Password Vault, SSH Key Manager, Privileged
Session Manager, Privileged Threat Analytics, Application Identity Manager, Endpoint Privilege Manager,
On-Demand Privileges Manager, secure Digital Vault, Web Management Interface, Master Policy Engine and
Discovery Engine and DNA, all rights to such names and trademarks are nevertheless reserved. Other trademarks and
service marks appearing in this annual report are the property of their respective holders. 

SPECIAL NOTE REGARDING FORWARD-LOOKING STATEMENTS

In addition to historical facts, this annual report contains forward-looking statements within the meaning of
Section 27A of the U.S. Securities Act of 1933, as amended, or the Securities Act, Section 21E of the U.S. Securities
Exchange Act of 1934, as amended, or the Exchange Act, and the safe harbor provisions of the U.S. Private Securities
Litigation Reform Act of 1995. These forward-looking statements are subject to risks and uncertainties, and include
information about possible or assumed future results of our business, financial condition, results of operations,
liquidity, plans and objectives. In some cases, you can identify forward-looking statements by terminology such as
"believe," "may," "estimate," "continue," "anticipate," "intend," "should," "plan," "expect," "predict," "potential," or
the negative of these terms or other similar expressions. The statements we make regarding the following matters are
forward-looking by their nature:

·our expectations regarding revenues generated by our hybrid sales model;

·our expectations regarding our operating and net profit margins;

·our expectations regarding significant drivers of our future growth;

·our plans to continue to invest in research and development to develop on-premise and cloud-based products and
services for both existing and new products;

·our plans to invest in sales and marketing efforts and expand our channel partnerships across existing and new
geographies;

·our plans to hire additional new employees;
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·our plans to leverage our global footprint in existing and new industry verticals to further expand our market share;

·our plans to pursue additional strategic acquisitions;

·our plans to pursue incremental sales by further expanding our customer success team; and

·our expectations regarding our tax classifications.

The preceding list is not intended to be an exhaustive list of all of our forward-looking statements. The
forward-looking statements are based on our beliefs, assumptions and expectations of future performance, taking into
account the information currently available to us. These statements are only predictions based upon our current
expectations and projections about future events. There are important factors that could cause our actual results, levels
of activity, performance or achievements to differ materially from the results, levels of activity, performance or
achievements expressed or implied by the forward-looking statements. In particular, you should consider the risks
provided under "Item 3.D Risk Factors" in this annual report. 

You should not rely upon forward-looking statements as predictions of future events. Although we believe that the
expectations reflected in the forward-looking statements are reasonable, we cannot guarantee that future results, levels
of activity, performance and events and circumstances reflected in the forward-looking statements will be achieved or
will occur. Except as required by law, we undertake no obligation to update publicly any forward-looking statements
for any reason after the date of this annual report, to conform these statements to actual results or to changes in our
expectations.

1
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PART I

ITEM 1.                  IDENTITY OF DIRECTORS, SENIOR MANAGEMENT AND ADVISERS

Not applicable.

ITEM 2.                  OFFER STATISTICS AND EXPECTED TIMETABLE 

Not applicable. 

ITEM 3.                  KEY INFORMATION 

A.            Selected Financial Data 

The following tables set forth our selected consolidated financial data. You should read the following selected
consolidated financial data in conjunction with "Item 5. Operating and Financial Review and Prospects" and our
consolidated financial statements and related notes included elsewhere in this annual report. Historical results are not
necessarily indicative of the results that may be expected in the future. Our financial statements have been prepared in
accordance with U.S. Generally Accepted Accounting Principles, or U.S. GAAP. 

The selected consolidated statements of operations data for each of the years in the three-year period ended
December 31, 2016 and the consolidated balance sheet data as of December 31, 2015 and 2016 are derived from our
audited consolidated financial statements appearing elsewhere in this annual report. The consolidated statements of
operations data for the years ended December 31, 2012 and 2013 and the consolidated balance sheet data as of
December 31, 2012, 2013 and 2014 are derived from our audited consolidated financial statements that are not
included in this annual report.

Year ended December 31,
2012 2013 2014 2015 2016
(in thousands except share and per share data)

Consolidated Statements of Operations:
Revenues:
License $27,029 $38,907 $61,320 $100,113 $131,530
Maintenance and professional services 20,179 27,250 41,679 60,699 85,083
Total revenues 47,208 66,157 102,999 160,812 216,613
Cost of revenues:
License 1,002 1,216 2,654 5,088 4,726
Maintenance and professional services 5,922 7,860 12,053 17,572 25,425
Total cost of revenues(1) 6,924 9,076 14,707 22,660 30,151
Gross profit 40,284 57,081 88,292 138,152 186,462
Operating expenses:
Research and development(1) 7,273 10,404 14,400 21,734 34,614
Sales and marketing(1) 22,081 32,840 44,943 66,206 93,775
General and administrative(1) 3,297 4,758 8,495 16,990 22,117
Total operating expenses 32,651 48,002 67,838 104,930 150,506
Operating income 7,633 9,079 20,454 33,222 35,956
Financial income (expenses), net 4 (1,124 ) (5,988 ) (1,479 ) 245
Income before taxes on income 7,637 7,955 14,466 31,743 36,201
Tax benefit (taxes on income) 225 (1,320 ) (4,512 ) (5,949 ) (8,077 )
Net income $7,862 $6,635 $9,954 $25,794 $28,124
Basic net income per ordinary share(2) $0.51 $0.25 $0.46 $0.80 $0.83
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Diluted net income per ordinary share(2) $0.31 $0.14 $0.34 $0.73 $0.78
Weighted average number of ordinary
shares used in computing basic net income
per ordinary share(2) 6,592,997 6,900,433 13,335,059 32,124,772 33,741,359
Weighted average number of ordinary
shares used in computing diluted net income
per ordinary share(2) 25,245,790 10,765,914 29,704,730 35,322,716 35,838,863

2
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As of December 31,
2012 2013 2014 2015 2016
(in thousands)

Consolidated Balance Sheet Data:
Cash, cash equivalents, marketable securities and short-term
bank deposits $45,995 $65,368 $177,181 $238,252 $295,475
Deferred revenue, current and long term 15,068 24,478 32,160 54,389 73,506
Working capital(3) 38,908 48,900 156,829 197,095 235,010
Total assets 64,379 89,632 210,552 334,424 403,031
Preferred share warrant liability 688 2,134 — — —
Total shareholders' equity 38,494 45,846 155,008 246,670 296,216

(1)Includes share-based compensation expense as follows:

Year ended December 31,
2012 2013 2014 2015 2016
(in thousands)

Cost of revenues $32 $39 $137 $499 $1,386
Research and development 58 73 172 1,507 4,660
Sales and marketing 81 126 347 2,214 5,765
General and administrative 113 165 917 2,829 5,724

Total share-based compensation expenses $284 $403 $1,573 $7,049 $17,535

(2)
Basic and diluted net income per ordinary share is computed based on the weighted average number of ordinary
shares outstanding during each period. For additional information, see note 13 to our consolidated financial
statements included elsewhere in this annual report.

(3)

We define working capital as total current assets minus total current liabilities. In 2015, we adopted Accounting
Standard Update No. 2015-17, Income Taxes (Topic 740): Balance Sheet Classification of Deferred Taxes (ASU
2015-17) retrospectively and reclassified all of our current deferred tax assets to noncurrent deferred tax assets on
our consolidated balance sheets data for all periods presented. As a result of such reclassifications, certain
noncurrent deferred tax liabilities as of December 31, 2012, 2013 and 2014 were netted with noncurrent deferred
tax assets.

3

Edgar Filing: CyberArk Software Ltd. - Form 20-F

10



Non-GAAP operating income and non-GAAP net income are non-GAAP financial measures. We define non-GAAP
operating income and non-GAAP net income as operating income and net income, respectively, which each exclude
(i) share-based compensation expense, (ii) expenses related to the March 2015 public offering of ordinary shares by
certain of our shareholders and to the June 2015 public offering of ordinary shares by us and certain of our
shareholders, (iii) expenses related to acquisitions and (iv) amortization of intangible assets related to acquisitions.
Non-GAAP net income also excludes (i) financial expenses resulting from the revaluation of warrants to purchase
preferred shares and (ii) tax effects related to the non-GAAP adjustments set forth above. The following tables
reconcile operating income and net income, the most directly comparable U.S. GAAP measures, to non-GAAP
operating income and non-GAAP net income for the periods presented:

2012 2013 2014 2015 2016
Reconciliation of Operating Income to Non-GAAP Operating
Income:
Operating income $7,633 $9,079 $20,454 $33,222 $35,956
Share-based compensation 284 403 1,573 7,049 17,535
Public offering related expenses — — — 1,568 —
Acquisition related expenses — — — 677 —
Amortization of intangible assets – Cost of revenues — — — 359 1,420
Amortization of intangible assets – Research and development — — — 749 1,913
Amortization of intangible assets – Sales and marketing — — — 17 1,190

Non-GAAP operating income $7,917 $9,482 $22,027 $43,641 $58,014

4
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Year ended December 31,
2012 2013 2014 2015 2016
(in thousands)

Reconciliation of Net Income to Non-GAAP Net Income:
Net income $7,862 $6,635 $9,954 $25,794 $28,124
Share-based compensation 284 403 1,573 7,049 17,535
Warrant adjustment 176 1,446 4,309 — —
Public offering related expenses — — — 1,568 —
Acquisition related expenses — — — 677 —
Amortization of intangible assets – Cost of revenues — — — 359 1,420
Amortization of intangible assets – Research and development — — — 749 1,913
Amortization of intangible assets – Sales and marketing — — — 17 1,190
Taxes on income related to non-GAAP adjustments — — — (951 ) (4,937 )

Non-GAAP net income $8,322 $8,484 $15,836 $35,262 $45,245

For a description of how we use non-GAAP operating income and non-GAAP net income to evaluate our business,
see "Item 5. Operating and Financial Review and Prospects—Key Financial Metrics." We believe that these non-GAAP
financial measures are useful in evaluating our business because of varying available valuation methodologies,
subjective assumptions and the variety of equity instruments that can impact a company's non-cash expenses and
because they exclude one-time cash expenditures that do not reflect the performance of our core business. We believe
that providing non-GAAP operating income and non-GAAP net income that exclude, as appropriate, share-based
compensation expenses, expenses relating to public offerings of our ordinary shares, financial expenses resulting from
the valuation of warrants to purchase preferred shares, expenses related to acquisitions, amortization of intangible
assets related to acquisitions and the tax effects related to these non-GAAP adjustments allows for more meaningful
comparisons between our operating results from period to period. Share-based compensation expense has been, and
will continue to be for the foreseeable future, a significant recurring expense in our business and an important part of
the compensation we provide to employees. Additionally, excluding financial expenses with respect to revaluation of
warrants to purchase preferred shares allows for more meaningful comparison between our net income from period to
period. As these warrants were exercised in connection with our initial public offering, they are no longer revalued at
each balance sheet date. We also believe that expenses related to the public offerings of our ordinary shares in March
2015 and June 2015, expenses related to our acquisitions and amortization of intangible assets related to acquisitions
do not reflect the performance of our core business and would impact period-to-period comparability.

5
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Other companies, including companies in our industry, may calculate non-GAAP operating income and non-GAAP
net income differently or not at all, which reduces their usefulness as a comparative measure. You should consider
non-GAAP operating income and non-GAAP net income along with other financial performance measures, including
operating income and net income, and our financial results presented in accordance with U.S. GAAP.

B.Capitalization and Indebtedness

Not applicable.

C.Reasons for the Offer and Use of Proceeds

Not applicable.

D.Risk Factors

Our business faces significant risks. You should carefully consider all of the information set forth in this annual report
and in our other filings with the United States Securities and Exchange Commission, or the SEC, including the
following risk factors which we face and which are faced by our industry. Our business, financial condition and
results of operations could be materially and adversely affected by any of these risks. In that event, the trading price of
our ordinary shares would likely decline and you might lose all or part of your investment. This report also contains
forward-looking statements that involve risks and uncertainties. Our results could materially differ from those
anticipated in these forward-looking statements, as a result of certain factors including the risks described below and
elsewhere in this report and our other SEC filings. See "Special Note Regarding Forward-Looking Statements" on
page 1.

Risks Related to Our Business and Our Industry

The IT security market is rapidly evolving within the increasingly challenging cyber threat landscape and the use of
hybrid on-premise and cloud-based infrastructure. If the industry does not continue to develop as we anticipate, our
sales may not continue to grow at current rates or may decline, and our share price could decline.

We operate in a rapidly evolving industry focused on securing organizations' IT systems and sensitive data. Our
solutions focus on safeguarding privileged accounts, which are those accounts within an organization that give the
user high levels of access, or "privileged" access, to IT systems, on-premise and cloud-based infrastructure, industrial
control systems, applications and data. While breaches of such privileged accounts have gained media attention in
recent years, IT security spending within enterprises is often concentrated on endpoint and web security products
designed to stop threats from penetrating corporate networks. Organizations that use these security products may
allocate all or most of their IT security budgets to these products and may not adopt our solutions in addition to such
products. Organizations are moving portions of their data to be managed by third parties, primarily infrastructure,
platform and application service providers, and may rely on such providers' internal security measures.
Further, security solutions such as ours, which are focused on disrupting cyber attacks by insiders and external
perpetrators that have penetrated the organization's perimeter, is a relatively new technology that has been developed
to respond to advanced threats and more rigorous compliance standards and audit requirements. However, advanced
cyber attackers are skilled at adapting to new technologies and developing new methods of gaining access to
organizations' sensitive data. Changes in the nature of advanced cyber threats could result in a shift in IT budgets
away from solutions such as ours and require us to invest in new technologies in order to address such advanced
threats. In addition, any changes in compliance standards or audit requirements that deemphasize the types of controls,
security, monitoring and analysis that our solutions provide would adversely impact demand for our offerings. It is
therefore difficult to predict how large the market will be for our solutions. If solutions such as ours are not viewed by
organizations as necessary, or if customers do not recognize the benefit of our solutions as a critical layer of an
effective security strategy, then our revenues may not continue to grow at their current rate or may decline, and our
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share price could suffer.
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As we invest in the growth of our business, we expect our operating and net profit margins and our revenue growth
rate to decline in the near-term.

As we invest in the growth of our business, we expect our operating and net profit margins and our operating and net
income to decline compared to prior periods. During the year ended December 31, 2016, we did not experience such
declines due to an increase in revenue at a rate that exceeded the increase in expenses; however, in future periods, we
expect our operating and net profit margins to decline, primarily as a result of the costs associated with expanding our
direct and indirect sales forces and marketing activities, our increased rate of investment in research and development
and our increased administrative costs associated with scaling our business. We expect that these invested costs will
adversely impact our operating and net profit margins as we may not be able to increase our revenue at a rate
sufficient to offset the expected increase in our costs. It takes time and resources to train and integrate new sales force
members and to implement such infrastructure improvements across our global operations. In addition, costs
associated with adding new personnel to our sales force are expensed before their positive impact on our sales is
recognized, and even then a significant portion of any revenues that they generate from maintenance and professional
services are deferred over the delivery period of those services. Further, from the year ended December 31, 2012 to
the year ended December 31, 2016 our revenue grew from $47.2 million to $216.6 million, which represents a
compounded annual growth rate of approximately 46%. We expect that our revenue growth rate will decline as we
continue to grow. A failure to meet market expectations regarding our revenue growth rate or profitability could have
an adverse effect on our share price.

Our reputation and business could be harmed based on real or perceived shortcomings, defects or vulnerabilities in our
solutions or the provision of our services, or due to the failure of our customers, channel partners, managed service
providers, or subcontractors to correctly implement, manage and maintain our solutions, which may subject us to
lawsuits and financial losses.

Security products and solutions are complex in design and deployment, and may contain errors that are not capable of
being remediated or detected until after their deployment. Any errors, defects, or misconfigurations could cause our
products or services to be vulnerable to security attacks, cause them to fail to secure networks, and negatively impact
customer operations. Organizations are facing increasingly sophisticated, continuously changing, and targeted cyber
threats, including the growing threat of cyber terrorism throughout the world. Many attack methods cannot be detected
the first time they are deployed or exploited. Further, as our market position continues to grow specifically in the
security industry, an increasing number of hackers may begin to focus on finding ways to defeat our products and
services. If we fail to identify and respond to new and increasingly complex methods of attack on privileged accounts
and update our products to detect or prevent such threats, which will require significant resources, our business and
reputation will suffer. In particular, we may suffer significant adverse publicity and reputational harm if our solutions
(or the services we provide in relation to our solutions) are associated, or are believed to be associated, with a
significant breach or a breach at a high profile customer or managed service provider network, or in the event of a
breach in third party systems utilized by us as part of our cloud-based security solution.

In addition, our Endpoint Privilege Manager product is made available to our customers both as on-premise software
and as software-as-a service (SaaS). Providing the software as a service involves the storage and transmission of
customers’ policies for management of their network and operational proprietary information related to their assets and
users, security breaches or product defects in our SaaS solutions could result in loss or alteration of this data,
unauthorized access to multiple customers’ data and ultimately lead to downtime or compromise of the customers’
systems on which our SaaS solution is installed. Further, the third party data hosting facilities used for the provision of
our SaaS solutions are vulnerable to damages, interruptions or other unanticipated problems that could result in
disruption in the provision of these solutions. Any disruptions or other performance problems with our SaaS solutions
could harm our reputation and business, damage our customers’ businesses, subject us to potential liability and cause
customers to terminate or not renew their subscriptions to our SaaS solutions.
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False detection of threats (so-called "false positives"), while typical in our industry, may reduce perception of the
reliability of our products and may therefore adversely impact market acceptance of our products. If our solutions
restrict legitimate privileged access by authorized personnel to IT systems and applications by falsely identifying
those users as an attack or otherwise unauthorized, our customers' businesses could be harmed. There can be no
assurance that, despite testing by us, errors will not be found in existing and new versions of our products, resulting in
loss of or delay in market acceptance. In such an event, we may be required, or may choose, for customer relations or
other reasons, to expend additional resources in order to help correct the problem.

7
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As our solutions not only reinforce but also rely on the common security concept of placing multiple layers of security
controls throughout an IT system, the failure of our customers, channel partners, managed service providers or
subcontractors to correctly implement and effectively manage and maintain our solutions, or to consistently
implement and utilize generally accepted and comprehensive, multi-layered security measures and processes in the
customer networks, may lessen the efficacy of our solutions. Additionally, our customers or our channel partners may
independently develop plug-ins or change existing plug-ins or APIs that we provided to them for interfacing purposes
in an incorrect or insecure manner. Such failure or these other customer and partner actions may lead to breaches of
our customers' IT systems and loss or alteration of sensitive data or systems, and potentially to a perception that our
solutions failed. Further, our failure to provide our customers and channel partners with adequate services related to
the use, implementation and maintenance of our solutions, could lead to claims against us.

An actual or perceived security breach or theft of our customers' data, regardless of whether the breach or theft is
attributable to the failure of our products (or the services we provided in relation to our products), could adversely
affect the market's perception of the efficacy of our solutions and current or potential customers may look to our
competitors for alternatives to our solutions. An actual or perceived failure of our products, or our failure to provide
adequate services to our customers and channel partners, may also subject us to lawsuits, indemnity claims and
financial losses, as well as the expenditure of significant financial resources to analyze, correct or eliminate any
vulnerabilities. It could also cause us to suffer reputational harm, lose existing customers, or deter new and existing
customers from purchasing our solutions, additional products or our services.

Our quarterly results of operations may fluctuate for a variety of reasons, including our failure to close significant
sales before the end of a particular quarter.

A meaningful portion of our revenues is generated by significant sales, whether initial sales to new customers or
additional sales to existing customers. Purchases of our products and services often occur at the end of each quarter,
particularly in the last quarter of the year. In addition, our sales cycle can last several months from proof of concept to
delivery of our solutions to our customers, and this sales cycle can be even longer, less predictable and more
resource-intensive for larger sales. Customers may also require additional internal approvals or seek to test our
products for a longer trial period before deciding to purchase our solutions. As a result, the timing of individual sales
can be difficult to predict. In some cases, sales have occurred in a quarter subsequent to those we anticipated, or have
not occurred at all, which can significantly impact our quarterly results and make it more difficult to meet market
expectations. Furthermore, even if we close a sale during a given quarter we may be unable to recognize the revenues
derived from such sale during the same period due to our revenue recognition policy. See "Item 5.A. Operating and
Financial Review and Prospects—Operating Results—Application of Critical Accounting Policies and Estimates—Revenue
Recognition."

In addition to the sales cycle-related fluctuations noted above, our results of operations will continue to vary as a
result of a number of factors, many of which are outside of our control and may be difficult to predict, including:

☐our ability to attract and retain new customers;

☐our ability to sell additional products to current customers;

☐the ability of our service operation to keep pace with license sales to new and existing customers;

☐changes in customer or channel partner requirements or market needs;

☐changes in the growth rate of the information security market;

☐the timing and success of new product and service introductions by us or our competitors or any other change in the
competitive landscape of the information security market, including consolidation among our customers or
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competitors;

☐  a disruption in, or termination of, our relationship with channel
partners;

☐our ability to successfully expand our business globally;

☐reductions in maintenance renewal rates;

☐changes in our pricing policies or those of our competitors;

☐general economic conditions in our markets;
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☐future accounting pronouncements or changes in our accounting policies or practices;

☐the amount and timing of our operating costs;

☐a change in our mix of products and services;

☐increases or decreases in our expenses caused by fluctuations in foreign currency exchange rates; and

☐introduction of new accounting pronouncements or changes in our accounting policies.

Any of the above factors, individually or in the aggregate, may result in significant fluctuations in our financial and
other operating results from period to period. These fluctuations could result in our failure to meet our operating plan
or the expectations of investors or analysts for any period. If we fail to meet such expectations for these or other
reasons, the market price of our ordinary shares could fall substantially, and we could face costly lawsuits, including
securities class action suits.

If we are unable to acquire new customers, our future revenues and operating results will be harmed.

Our success depends, in part, on our ability to acquire new customers. The number of customers that we add in a
given period impacts both our short-term and long-term revenues. If we are unable to attract a sufficient number of
new customers, we may be unable to generate revenue growth at desired rates. The IT security market is competitive
and many of our competitors have substantial financial, personnel, and other resources that they utilize to develop
products and attract customers. As a result, it may be difficult for us to add new customers to our customer base.
Competition in the marketplace may also lead us to win fewer new customers or result in us providing discounts and
other commercial incentives. Additional factors that impact our ability to acquire new customers include the perceived
need for IT security, the size of our prospective customers' IT budgets, the utility and efficacy of our existing and new
offerings, whether proven or perceived, and general economic conditions. These factors may have a meaningful
negative impact on future revenues and operating results.

If we are unable to sell additional products and services to our existing customers, our future revenues and operating
results will be harmed.

A significant portion of our revenues are generated from sales to existing customers. Our future success depends, in
part, on our ability to continue to sell new licenses and incremental licenses to our existing customers. We devote
significant efforts to developing, marketing and selling additional licenses and associated maintenance and support to
existing customers and rely on these efforts for a portion of our revenues. These efforts require a significant
investment in building and maintaining customer relationships, as well as significant research and development efforts
in order to provide product upgrades and launch new products. The rate at which our existing customers purchase
additional products and services depends on a number of factors, including the perceived need for additional IT
security, the efficacy of our solutions and the utility of our new offerings, whether proven or perceived, our customers'
IT budgets, general economic conditions, our customers' overall satisfaction with the maintenance and professional
services we provide and the continued growth and economic health of our customer base. If our efforts to sell
additional products and services to our customers are not successful, our future revenues and operating results will be
harmed.

We face intense competition from IT security vendors, some of which are larger and better known than we are, and we
may lack sufficient financial or other resources to maintain or improve our competitive position.

The IT security market in which we operate is characterized by intense competition, constant innovation and evolving
security threats. We compete with companies that offer a broad array of IT security products. Our current and
potential future competitors include CA, Inc., Quest Software Inc., International Business Machines Corporation,
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Microsoft Corporation and Oracle Corporation in the access and identity management market. We also compete with
smaller companies that offer solutions at lower price points often with a more limited range of functionality than our
own offerings. Further, we may face competition in the future due to changes in the manner that organizations utilize
IT assets and the security solutions applied to them, such as the provision of privileged account security functionalities
as part of public cloud providers' infrastructure offerings, or cloud-based identity management solutions. Limited IT
budgets may also result in competition with providers of other advanced threat protection solutions such as
Hewlett-Packard Enterprise Company, EMC Corporation (which was acquired by Dell Inc.), International Business
Machines Corporation, FireEye, Inc., Splunk Inc., Check Point Software Technologies Ltd. and Palo Alto Networks,
Inc. Some of our competitors are large companies that have the technical and financial resources and broad customer
bases needed to bring competitive solutions to the market and already have existing relationships as a trusted vendor
for other products. Such companies may use these advantages to offer products and services that are perceived to be as
effective as ours at a lower price or for free as part of a larger product package or solely in consideration for
maintenance and services fees. They may also develop different products to compete with our current solutions and
respond more quickly and effectively than we do to new or changing opportunities, technologies, standards or client
requirements. Additionally, from time to time we may compete with smaller regional vendors that offer products with
a more limited range of capabilities that purport to perform functions similar to our solutions. Such companies may
enjoy stronger sales and service capabilities in their particular regions.

9
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Our competitors may enjoy potential competitive advantages over us, such as:

☐greater name recognition, a longer operating history and a larger customer base, notwithstanding the increased
visibility of our brand following our initial public offering;

☐  larger sales and marketing budgets and
resources;

☐broader distribution and established relationships with channel and distribution partners and customers;

☐increased effectiveness in protecting, detecting and responding to cyber attacks.

☐greater customer support resources;

☐greater speed at which a solution can be deployed;

☐greater resources to make acquisitions;

☐larger intellectual property portfolios; and

☐greater financial, technical and other resources

Our current and potential competitors may also establish cooperative relationships among themselves or with third
parties that may further enhance their resources. Current or potential competitors may be acquired by third parties
with greater available resources. As a result of such acquisitions, our current or potential competitors might be able to
adapt more quickly to new technologies and customer needs, devote greater resources to the promotion or sale of their
products and services, initiate or withstand substantial price competition, take advantage of other opportunities more
readily or develop and expand their product and service offerings more quickly than we do. Larger competitors with
more diverse product offerings may reduce the price of products that compete with ours in order to promote the sale of
other products or may bundle them with other products, which would lead to increased pricing pressure on our
products and could cause the average sales prices for our products to decline.

In addition, other IT security technologies exist or could be developed in the future by current or future competitors,
and our business could be materially and adversely affected if such technologies are widely adopted.

We may not be able to successfully anticipate or adapt to changing technology or customer requirements on a timely
basis, or at all. If we fail to keep up with technological changes or to convince our customers and potential customers
of the value of our solutions even in light of new technologies, our business, results of operations and financial
condition could be materially and adversely affected.

If our internal IT network system is compromised by cyber attackers or other data thieves, public perception of our
products and services will be harmed.

We will not succeed unless the marketplace is confident that we provide effective IT security protection. We provide
privileged account security products, and as such we may be an attractive target for attacks by cyber attackers or other
data thieves since a breach of our system could provide data information regarding not only us, but potentially
regarding the customers that our solutions protect. Further, we may be targeted by cyber terrorists because we are an
Israeli company. From time to time, we encounter intrusion incidents and attempts, none of which to date has resulted
in any material adverse impact to our business or operations. In addition, as our market position continues to grow
specifically in the security industry, an increasing number of cyber attackers may begin to focus on finding ways to
penetrate our network systems, which might eventually affect our products and services. If we experience a significant
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security breach, it could impair our ability to operate our business, including our ability to provide maintenance and
support services to our customers. If this happens, our revenues could decline and our business could suffer. Because
we are in the computer security industry, an actual or perceived breach of our network or privileged account security
in our systems also could adversely affect the market perception of our products and services.
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Our business and operations will be negatively affected if we fail to effectively manage our growth.

We have experienced significant growth in a relatively short period of time and intend to continue to grow our
business. Our revenues grew from $103.0 million in 2014 to $216.6 million in 2016. Our headcount has increased
from 430 as of December 31, 2014 to 823 as of December 31, 2016. We plan to hire additional employees in 2017
across all areas of the organization. In addition, the number of customers that we serve has grown significantly over
the same period. Our rapid growth has placed significant demands on our management, sales and operational and
financial infrastructure, and our growth will continue to place significant demands on these resources. Further, in
order to manage our current and future growth effectively, we must continue to improve and expand our IT and
financial infrastructure, operating and administrative systems and controls and efficiently manage headcount, capital
and processes. We may not be able to successfully scale or implement these improvements in a manner that keeps
pace with our growth, is timely or efficient, and our failure to do so may materially impact our projected growth rate.

If we do not effectively expand, train and retain our sales and marketing personnel, we may be unable to acquire new
customers or sell additional products and services to existing customers, and our business will suffer.

We depend significantly on our sales force to attract new customers and expand sales to existing customers. We
generate approximately 35% of our revenues from direct sales. As a result, our ability to grow our revenues depends
in part on our success in recruiting, training and retaining sufficient numbers of sales personnel to support our growth,
particularly in the United States. The number of our sales and marketing personnel increased from 294 as of
December 31, 2015 to 377 as of December 31, 2016. We expect to continue to expand our sales and marketing
personnel significantly and face a number of challenges in achieving our hiring and integration goals. There is intense
competition for individuals with sales training and experience. In addition, the training and integration of a large
number of sales and marketing personnel in a short time requires the allocation of significant internal resources. We
invest significant time and resources in training new sales force personnel to understand our solutions and growth
strategy. Based on our past experience, it takes an average of approximately six to nine months before a new sales
force member operates at target performance levels. However, we may be unable to achieve or maintain our target
performance levels with large numbers of new sales personnel as quickly as we have done in the past. Our failure to
hire a sufficient number of qualified sales force members and train them to operate at target performance levels may
materially and adversely impact our projected growth rate.

We rely on channel partners, including systems integrators, distributors and value-added resellers, to generate a
significant portion of our revenue. If we fail to maintain successful relationships with our channel partners, or if our
channel partners fail to perform, our ability to market, sell and distribute our solutions will be limited, and our
business, financial position and results of operations will be harmed.

In addition to our direct sales force, we rely on our channel partners to sell and support our solutions, particularly in
Europe and the Asia Pacific and Japan regions. We expect that sales through our channel partners will continue to
account for a significant percentage of our revenue. In the year ended December 31, 2016, we generated
approximately 65% of our revenues from sales to channel partners and we expect that channel partners will represent a
substantial portion of our revenues for the foreseeable future. Our agreements with channel partners are non-exclusive,
meaning our partners may offer customers IT security products from other companies, including products that
compete with our solutions. If our channel partners do not effectively market and sell our solutions, or choose to use
greater efforts to market and sell their own products and services or the products and services of our competitors, our
ability to grow our business will be adversely affected. Our channel partners may cease or deemphasize the marketing
of our solutions with limited or no notice and with little or no penalty. Further, new channel partners require training
and may take several months or more to achieve productivity. The loss of a substantial number of our channel
partners, the inability to replace them or the failure to recruit additional channel partners could materially and
adversely affect our results of operations. Our reliance on channel partners could also subject us to lawsuits or
reputational harm if, for example, a channel partner misrepresents the functionality of our solutions to customers or
violates laws or our corporate policies. Our ability to grow revenues in the future will depend in part on our success in
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maintaining successful relationships with our channel partners and training our channel partners to independently sell
and install our solutions. If we are unable to maintain our relationship with channel partners or otherwise develop and
expand our indirect sales channel, or if our channel partners fail to perform, our business, financial position and results
of operations could be adversely affected.
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If we do not successfully anticipate market needs and enhance our existing products or develop or acquire new
products that meet those needs on a timely basis, we may not be able to compete effectively and our ability to generate
revenues will suffer.

Our customers operate in markets characterized by rapidly changing technologies and business plans, which require
them to adapt to increasingly complex IT infrastructures and usage models that incorporate a variety of software
applications, software as a service, public and private cloud environments, hybrid on-premise and cloud environments,
operating systems and networking protocols and mobile devices. As our customers' technologies and business plans
grow more complex, we expect them to face new and increasingly sophisticated methods of attack. We face
significant challenges in ensuring that our solutions effectively identify and respond to these advanced and evolving
attacks without disrupting the performance of our customers' IT systems. As a result, we must continually modify and
improve our products in response to changes in our customers' IT and industrial control infrastructures.

We cannot guarantee that we will be able to anticipate future market needs and opportunities or be able to develop or
acquire product enhancements or new products to meet such needs or opportunities in a timely manner, if at all. Even
if we are able to anticipate, develop and commercially introduce enhancements and new products, there can be no
assurance that enhancements or new products will achieve widespread market acceptance.

Our product enhancements or new products could fail to attain sufficient market acceptance for many reasons,
including:

☐delays in releasing product enhancements or new products;

☐failure to accurately predict market demand and to supply products that meet this demand in a timely fashion;

☐inability to interoperate effectively with the existing or newly introduced technologies, systems or applications of our
existing and prospective customers;

☐inability to protect against new types of attacks or techniques used by cyber attackers or other data thieves;

☐defects in our products, errors or failures of our solutions to secure privileged accounts;

☐negative publicity about the performance or effectiveness of our products;

☐introduction or anticipated introduction of competing products by our competitors;

☐installation, configuration or usage errors by our customers;

☐easing or changing of regulatory requirements related to security; and

☐reluctance of customers to purchase products incorporating open source software.

If we fail to anticipate market requirements or fail to develop and introduce product enhancements or new products to
meet those needs in a timely manner, it could cause us to lose existing customers and prevent us from gaining new
customers, which would significantly harm our business, financial condition and results of operations.
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If our products fail to help our customers achieve and maintain compliance with certain government regulations and
industry standards, our business and results of operations could be materially and adversely affected.

We generate a substantial portion of our revenues from our products and services because they enable our customers
to achieve and maintain compliance with certain government regulations and industry standards, and we expect that
will continue for the foreseeable future. Examples of industry standards and government regulations include the
Payment Card Industry Data Security Standard (PCI-DSS); the Federal Information Security Management Act
(FISMA); the Sarbanes-Oxley Act; the North American Electric Reliability Corporation Critical Infrastructure
Protection Plan (NERC-CIP); and the Monetary Authority of Singapore's Technology Risk Management Notices
(MAS TRM). These industry standards may change with little or no notice, including changes that could make them
more or less onerous for businesses. In addition, governments may also adopt new laws or regulations, or make
changes to existing laws or regulations, some of which may conflict with each other, that could impact whether our
solutions enable our customers to maintain compliance with such laws or regulations. If we are unable to adapt our
solutions to changing government regulations and industry standards in a timely manner, or if our solutions fail to
expedite our customers' compliance initiatives, our customers may lose confidence in our products and could switch to
products offered by our competitors. In addition, if government regulations and industry standards related to IT
security are changed in a manner that makes them less onerous, our customers may view compliance as less critical to
their businesses, and our customers may be less willing to purchase our products and services. In either case, our sales
and financial results would suffer.

If we are unable to hire, retain and motivate qualified personnel, our business will suffer.

Our future success depends, in part, on our ability to continue to attract and retain highly skilled personnel. Our
inability to attract or retain qualified personnel or delays in hiring required personnel may seriously harm our
business, financial condition and results of operations. Any of our employees may terminate their employment at any
time. Competition for highly skilled personnel, specifically engineers for Research & Development positions, is
frequently intense, especially in Israel, where we are headquartered. Further, certain of our employees are
substantially vested in significant equity incentive plans, and their ability to exercise those options and sell their shares
in the public market may result in a larger than normal turn-over rate. We may struggle to retain employees and due to
our profile and market position competitors may actively seek to hire skilled personnel away from us. Furthermore,
from time to time we have been subject to allegations that employees that have been hired from competitors may have
been improperly solicited or divulged proprietary or other confidential information.

Failure by us or our channel partners to maintain sufficient levels of customer support could have a material adverse
effect on our business, financial condition and results of operations.

Our customers depend in large part on customer support and professional services delivered through our channel
partners or by us to resolve issues relating to the use of our solutions. However, even with our support and that of our
channel partners, our customers are ultimately responsible for effectively using our solutions and ensuring that their IT
staff is properly trained in the use of our products and complementary security products and processes. The failure of
our channel partners to support and train our customers in the correct use of our solutions, or their failure to
effectively assist customers in installing our solutions and providing effective ongoing support, may result in an
increase in the vulnerability of our customers' IT systems and sensitive data. Additionally, if our channel partners do
not effectively provide support and professional services to the satisfaction of our customers, we may be required to
provide support to such customers, which would require us to invest in additional personnel, which requires
significant time and resources. We may not be able to keep up with demand, particularly if the sales of our solutions
exceed our internal forecasts. To the extent that we or our channel partners are unsuccessful in hiring, training and
retaining adequate support resources, our ability and the ability of our channel partners to provide adequate and timely
support to our customers will be negatively impacted, and our customers' satisfaction with our products will be
adversely affected. Accordingly, our failure to provide satisfactory maintenance and technical support services could
have a material and adverse effect on our business and results of operations.
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We may fail to fully integrate, or realize the benefits expected from acquisitions, which may require significant
management attention, disrupt our business, dilute shareholder value and adversely affect our results of operations.

As part of our business strategy and in order to remain competitive, we continue to evaluate acquiring or making
investments in complementary companies, products or technologies. We may not be able to find suitable acquisition
candidates or be able to complete such acquisitions on favorable terms. If we complete acquisitions, we may not
ultimately strengthen our competitive position or achieve our goals, and any acquisitions we complete could be
viewed negatively by our customers, analysts and investors. In addition, if we are unsuccessful at integrating our
acquisitions or the technologies associated with such acquisitions or to fully attain the expected benefits of these
acquisitions, our revenues and results of operations could be adversely affected. Any integration process may require
significant time and resources, and we may not be able to manage the process successfully. We may not successfully
evaluate or utilize the acquired technology or personnel, or accurately forecast the financial impact of an acquisition
transaction, including accounting charges. In addition, despite our review of acquired technology, we could become
subject to infringement claims from third parties as a result of our use of such acquired technology. The sale of equity
or issuance of debt to finance any such acquisitions could result in dilution to our shareholders. The incurrence of
indebtedness would result in increased fixed obligations and could also include covenants or other restrictions that
would impede our ability to manage our operations.
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If our products do not effectively interoperate with our customers' existing or future IT infrastructures, installations
could be delayed or cancelled, which could harm our business.

Our products must effectively interoperate with our customers' existing or future IT infrastructures, which often have
different specifications, utilize multiple protocol standards, deploy products from multiple vendors and contain
multiple generations of products that have been added over time. If we find errors in the existing software or defects in
the hardware used in our customers' infrastructure or problematic network configurations or settings, we may have to
modify our software so that our products will interoperate with our customers' infrastructure and business processes.
In addition, to stay competitive within certain markets, we may be required to make software modifications in future
releases to comply with new statutory or regulatory requirements. These issues could result in longer sales cycles for
our products and order cancellations, either of which could adversely affect our business, results of operations and
financial condition.

Our research and development efforts may not produce successful products or enhancements to our solutions that
result in significant revenue or other benefits in the near future, if at all.

We expect to continue to dedicate significant financial and other resources to our research and development efforts in
order to maintain our competitive position. For example, in 2016, we increased our dedicated research and
development personnel by 16% compared to 2015. However, investing in research and development personnel,
developing new products and enhancing existing products is expensive and time consuming, and there is no assurance
that such activities will result in significant new marketable products or enhancements to our products, design
improvements, cost savings, revenues or other expected benefits. If we spend significant time and effort on research
and development and are unable to generate an adequate return on our investment, our business and results of
operations may be materially and adversely affected.

Intellectual property claims may increase our costs or require us to cease selling certain products, which could
adversely affect our financial condition and results of operations.

The IT security industry is characterized by the existence of a large number of relevant patents and frequent claims
and related litigation regarding patent and other intellectual property rights. In particular, leading companies in the IT
security industry have extensive patent portfolios. From time to time, third-parties have asserted and may assert their
patent, copyright, trademark and other intellectual property rights against us, our channel partners or our customers.
Furthermore, we may be subject to indemnification obligations with respect to third-party intellectual property rights
pursuant to our agreements with our customers and channel partners. Such indemnification provisions are customary
for our industry. Successful claims of infringement or misappropriation by a third-party against us or a third-party that
we indemnify could prevent us from distributing certain products or performing certain services or could require us to
pay substantial damages (including, for example, treble damages if we are found to have willfully infringed patents
and increased statutory damages if we are found to have willfully infringed copyrights), royalties or other fees. Such
claims also could require us to cease making, licensing or using solutions that are alleged to infringe or misappropriate
the intellectual property of others, to expend additional development resources to attempt to redesign our products or
services or otherwise to develop non-infringing technology, to enter into potentially unfavorable royalty or license
agreements in order to obtain the right to use necessary technologies or intellectual property rights, and to indemnify
our customers and partners (and parties associated with them). Even if third parties may offer a license to their
technology, the terms of any offered license may not be acceptable, and the failure to obtain a license or the costs
associated with any license could cause our business, results of operations or financial condition to be materially and
adversely affected. Defending against claims of infringement or being deemed to be infringing the intellectual
property rights of others could impair our ability to innovate, develop, distribute and sell our current and planned
products and services. If we are unable to ensure that we are not violating the intellectual property rights of others, our
financial position may be adversely affected.
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Regulatory data privacy concerns, evolving regulations of cloud computing, cross-border data transfer restrictions and
other domestic or foreign regulations may limit the use and adoption of, or require modification of, our products and
services, which could limit our ability to attract new customers or support our current customers thus reducing our
revenues, harming our operating results and adversely affecting our business.

Regulation related to the provision of services on the Internet is increasing, as federal, state and foreign governments
continue to adopt new laws and regulations addressing data privacy and the collection, processing, storage and use of
personal information. Such laws and regulations are subject to new and differing interpretations and may be
inconsistent among jurisdictions. These and other regulatory requirements could restrict our ability to store and
process data as part of our SaaS solutions, or, in some cases, impact our ability to offer our SaaS products in certain
jurisdictions. Such laws may also impact our customers' ability to deploy certain of our solutions globally, to the
extent they utilize our products for storing personal information that they store and process. In addition, in many cases
these privacy laws apply not only to transfers of information to third parties, but also within an enterprise, including
our company or our customers. The costs of compliance with, and other burdens imposed by, such laws, regulations
and standards may require resources to create new products or modify existing products, lead to us being subject to
significant fines, penalties or liabilities for noncompliance, and may slow the pace at which we close sales
transactions, any of which could harm our business.

We are subject to a number of risks associated with global sales and operations.

Business practices in the global markets that we serve may differ from those in the United States and may require us
to include non-standard terms in customer contracts, such as extended payment or warranty terms. To the extent that
we enter into customer contracts that include non-standard terms related to payment, warranties, or performance
obligations, our results of operations may be adversely impacted.

Additionally, our global sales and operations are subject to a number of risks, including the following:

☐higher costs of doing business globally, including costs incurred in maintaining office space, securing adequate
staffing and localizing our contracts;

☐
fluctuations in exchange rates between the U.S. dollar and foreign currencies in markets where we do business (See
"—We are exposed to fluctuations in currency exchange rates, which could negatively affect our financial condition
and results of operations");

☐greater difficulty in enforcing contracts and managing collections, as well as longer collection periods;

☐  management communication and integration problems resulting from cultural and geographic
dispersion;

☐risks associated with trade restrictions and foreign legal requirements, including any importation, certification, and
localization of our platform that may be required in foreign countries;

☐greater risk of unexpected changes in regulatory practices, tariffs, and tax laws and treaties;

☐compliance with anti-bribery laws, including, without limitation, compliance with the U.S. Foreign Corrupt Practices
Act and the UK Anti-Bribery Act;

☐heightened risk of unfair or corrupt business practices in certain geographies and of improper or fraudulent sales
arrangements that may impact financial results and result in restatements of, or irregularities in, financial statements;

☐reduced or uncertain protection of intellectual property rights in some countries;
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☐social, economic and political instability, terrorist attacks and security concerns in general; and

☐potentially adverse tax consequences.

These and other factors could harm our ability to generate future global revenues and, consequently, materially impact
our business, results of operations and financial condition.
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If we are unable to adequately protect our proprietary technology and intellectual property rights, our business could
suffer substantial harm.

The success of our business depends on our ability to protect our proprietary technology, brands and other intellectual
property and to enforce our rights in that intellectual property. We attempt to protect our intellectual property under
patent, copyright, trademark and trade secret laws, and through a combination of confidentiality procedures,
contractual provisions and other methods, all of which offer only limited protection.

As of December 31, 2016, we had 5 issued patents in the United States, 2 provisional U.S. patent applications and 15
pending U.S. patent applications. We also had 3 International PCT applications as well as 3 issued patents and 14
applications pending for examination in non-U.S. jurisdictions, all of which are counterparts of our U.S. patent
applications. We expect to file additional patent applications in the future.

The process of obtaining patent protection is expensive and time-consuming, and we may not be able to prosecute all
necessary or desirable patent applications at a reasonable cost or in a timely manner all the way through to the
successful issuance of a patent. We may choose not to seek patent protection for certain innovations and may choose
not to pursue patent protection in certain jurisdictions. Furthermore, it is possible that our patent applications may not
issue as granted patents, that the scope of our issued patents will be insufficient or not have the coverage originally
sought, that our issued patents will not provide us with any competitive advantages, and that our patents and other
intellectual property rights may be challenged by others or invalidated through administrative processes or litigation.
In addition, issuance of a patent does not guarantee that we have an absolute right to practice the patented invention.
Our policy is to require our employees (and our consultants and service providers that develop intellectual property
included in our products) to execute written agreements in which they assign to us their rights in potential inventions
and other intellectual property created within the scope of their employment (or, with respect to consultants and
service providers, their engagement to develop such intellectual property), but we cannot be certain that we have
adequately protected our rights in every such agreement or that we have executed an agreement with every such party.
Finally, in order to benefit from the protection of patents and other intellectual property rights, we must monitor and
detect infringement and pursue infringement claims in certain circumstances in relevant jurisdictions, all of which are
costly and time-consuming. As a result, we may not be able to obtain adequate protection or to effectively enforce our
issued patents or other intellectual property rights.

In addition to patents, we rely on trade secret rights, copyrights and other rights to protect our unpatented proprietary
intellectual property and technology. Despite our efforts to protect our proprietary technologies and our intellectual
property rights, unauthorized parties, including our employees, consultants, service providers or customers, may
attempt to copy aspects of our products or obtain and use our trade secrets or other confidential information. We
generally enter into confidentiality agreements with our employees, consultants, service providers, vendors, channel
partners, subcontractors and customers, and generally limit access to and distribution of our proprietary information
and proprietary technology through certain procedural safeguards. These agreements may not effectively prevent
unauthorized use or disclosure of our intellectual property or technology and may not provide an adequate remedy in
the event of unauthorized use or disclosure of our intellectual property or technology. We cannot be certain that the
steps taken by us will prevent misappropriation of our intellectual property or technology or infringement of our
intellectual property rights. In addition, the laws of some foreign countries where we sell our products do not protect
intellectual property rights and technology to the same extent as the laws of the United States, and these countries may
not enforce these laws as diligently as government agencies and private parties in the United States. Based on the
2016 report on intellectual property rights protection and enforcement published by the Office of the United States
Trade Representative, such countries included Algeria, Argentina, Chile, China, India, Indonesia, Kuwait, Russia,
Thailand, Ukraine and Venezuela (designated as priority watch list countries). If we are unable to protect our
intellectual property, we may find ourselves at a competitive disadvantage to others who need not incur the additional
expense, time and effort required to create the innovative products that have enabled us to be successful to date.
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We are exposed to fluctuations in currency exchange rates, which could negatively affect our financial condition and
results of operations.

Our functional and reporting currency is the U.S. dollar and we generate a majority of our revenues in U.S. dollars. In
2016, the majority of our revenues were denominated in U.S. dollars and the remainder primarily in euros and British
pounds sterling. In 2016, the substantial majority of our cost of revenues and operating expenses were denominated in
U.S. dollars and New Israeli Shekels (NIS), and the remainder primarily in euros and British pounds sterling. Our
foreign currency-denominated expenses consist primarily of personnel, rent and other overhead costs. Since a
significant portion of our expenses is incurred in NIS and is substantially greater than our revenues in NIS, any
appreciation of the NIS relative to the U.S. dollar would adversely impact our net income. In addition, since the
portion of our revenues generated in euros and British pounds sterling is greater than our expenses incurred in euros
and British pounds sterling, respectively, any depreciation of the euro or the British pounds sterling relative to the
U.S. dollar would adversely impact our net income. We estimate that a 10% strengthening or weakening in the value
of the NIS against the U.S. dollar would have decreased or increased, respectively, our net income by approximately
$4.0 million in 2016. We estimate that a 10% strengthening or weakening in the value of the euro against the U.S.
dollar would have increased or decreased, respectively, our net income by approximately $1.1 million in 2016. We
estimate that a 10% strengthening or weakening in the value of the British pounds sterling against the U.S. dollar
would have increased or decreased, respectively, our net income by approximately $0.3 million in 2016. These
estimates of the impact of fluctuations in currency exchange rates on our historic results of operations may be
different from the impact of fluctuations in exchange rates on our future results of operations since the mix of
currencies comprising our revenues and expenses may change. We evaluate periodically the various currencies to
which we are exposed and take hedging measures to reduce the potential adverse impact from the appreciation or the
depreciation of our non U.S. dollar-denominated operations, as appropriate. We expect that the majority of our
revenues will continue to be generated in U.S. dollars with the balance in euros and British pounds sterling for the
foreseeable future and that a significant portion of our expenses will continue to be denominated in NIS, U.S. dollars,
British pounds sterling and in euros. We cannot provide any assurances that our hedging activities will be successful
in protecting us from adverse impacts from currency exchange rate fluctuations. See "Item 11—Quantitative and
Qualitative Disclosures About Market Risk—Foreign Currency Risk."

The economic effects of "Brexit" may affect relationships with existing and future customers and could have an
adverse impact on our business and operating results.

On June 23, 2016, the United Kingdom (the "U.K.") held a referendum in which voters approved an exit from the
European Union ("E.U."), commonly referred to as "Brexit." On February 8, 2017, the U.K.'s House of Commons
approved a bill authorizing the government to start exit talks with the European Union. The impact on us from Brexit
will depend, in part, on the outcome of tariff, trade, regulatory and other negotiations.

As a result of the referendum, the global markets and certain currencies were adversely impacted, including a sharp
decline in the value of the British pound as compared to the U.S. dollar, which led to decrease in our revenues
generated from sales in the U.K. A potential further devaluation of the British pound, as well as the euro, relative to
the U.S. dollar may impair the purchasing power of buyers in the U.K. and E.U. and could cause those buyers to
decrease their purchase of our products and services.

Volatility in the foregoing exchange rates resulting from Brexit may continue as the U.K. negotiates its exit from the
E.U. We translate sales and other results denominated in foreign currency into U.S. dollars for our financial
statements. During periods of a strengthening U.S. dollar, our reported international sales and earnings would be
reduced because these currencies would translate into fewer U.S. dollars.

Brexit could lead to legal uncertainty and potentially divergent national laws and regulations as the U.K. determines
which E.U. laws to replace or replicate, and those laws and regulations may be cumbersome, difficult or costly in
terms of compliance. Any of these effects of Brexit, among other factors, could adversely affect our business,
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financial condition, operating results and cash flows.

Prolonged economic uncertainties or downturns in certain regions or industries could materially adversely affect our
business.

Our business depends on our current and prospective customers' ability and willingness to invest money in IT security,
which in turn is dependent upon their overall economic health. Negative economic conditions in the global economy
or certain regions such as U.S. or Europe, including conditions resulting from financial and credit market fluctuations,
could cause a decrease in corporate spending on information security software. In 2016, we generated 58.1% of our
revenues from the United States, 31.4% of our revenues from Europe, the Middle East and Africa and 10.5% from the
rest of the world, which includes countries from Asia Pacific and Japan region, Latin America region and Canada.
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In addition, a significant portion of our revenues is generated from customers in the financial services industry,
including banking and insurance. Negative economic conditions may cause customers generally and in that industry in
particular to reduce their IT spending. Customers may delay or cancel IT projects, choose to focus on in-house
development efforts or seek to lower their costs by renegotiating maintenance and support agreements. To the extent
purchases of licenses for our software are perceived by customers and potential customers to be discretionary, our
revenues may be disproportionately affected by delays or reductions in general IT spending. If the economic
conditions of the general economy or industries in which we operate worsen from present levels, our results of
operation could be adversely affected.

We rely significantly on revenues from maintenance and support contracts, which we recognize ratably over the term
of the associated contract and, to a lesser extent, from professional services contracts, which we recognize as services
are performed, and downturns in sales of these contracts are not immediately reflected in full in our quarterly
operating results.

Maintenance and support and professional services revenues accounted for 39% of our total revenues in 2016. Sales of
maintenance and support and professional services may decline or fluctuate as a result of a number of factors,
including the number of product licenses we sell, our customers' level of satisfaction with our products and services,
the prices of our products and services, the prices of products and services offered by our competitors or reductions in
our customers' spending levels. If our sales of maintenance and support and professional services contracts decline,
our revenues or revenue growth may decline and our business will suffer. We recognize revenues from maintenance
and support contracts ratably on a straight-line basis over the term of the related contract which is typically one year
and, to a lesser extent, three years, and from professional services as services are performed. As a result, a meaningful
portion of the revenues we report each quarter results from the recognition of deferred revenues from maintenance and
support and professional services contracts entered into during previous quarters. Consequently, a decline in the
number or size of such contracts in any one quarter will not be fully reflected in revenues in that quarter, but will
negatively affect our revenues in future quarters. Accordingly, the effect of significant downturns in maintenance and
support and professional services contracts would not be reflected in full in our results of operations until future
periods.

A portion of our revenues is generated by sales to government entities, which are subject to a number of challenges
and risks, such as increased competitive pressures, administrative delays and additional approval requirements.

A portion of our revenues is generated by sales to U.S. and foreign federal, state and local governmental agency
customers, and we may in the future increase sales to government entities. Sales to government entities are subject to a
number of risks. Selling to government entities can be highly competitive, expensive and time consuming, often
requiring significant upfront time and expense without any assurance that we will complete a sale. Government
demand and payment for our products and services may be impacted by public sector budgetary cycles and funding
authorizations, with funding reductions or delays adversely affecting public sector demand for our products.
Additionally, for purchases by the U.S. government, the government may require certain products to be manufactured
in the United States and other high cost manufacturing locations, and we may not manufacture all products in
locations that meet the requirements of the U.S. government. Finally, some government entities require our products
to be certified by industry-approved security agencies as a pre-condition of purchasing our products. The grant of such
certifications depends on the then-current requirements of the certifying agency. We cannot be certain that any
certificate will be granted or renewed or that we will be able to satisfying the technological and other requirements to
maintain certifications. The loss of any of our product certificates, or the failure to obtain new ones, could cause us to
suffer reputational harm, lose existing customers, or deter new and existing customers from purchasing our solutions,
additional products or our services.

We are subject to governmental export and import controls that could subject us to liability in the event of
non-compliance or impair our ability to compete in international markets.
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We incorporate encryption capabilities into certain products and these products are subject to U.S. export control
requirements. We are also subject to Israeli export controls on encryption technology since our product development
initiatives are primarily conducted in Israel. If the applicable U.S. or Israeli requirements regarding the export of
encryption technology were to change or if we change the encryption functionality in our products, we may need to
satisfy additional requirements or obtain specific permissions (licenses) in the United States or Israel in order to
continue to export our products to the same range of customers and countries as we presently do. There can be no
assurance that we will be able to satisfy such additional requirements or obtain specific licenses under these
circumstances in either the United States or Israel. Furthermore, various other countries regulate the import of certain
encryption products and technology, including import permitting and licensing requirements, and have enacted laws
that could limit our ability to distribute our products or could limit our customers' ability to implement our products in
those countries.
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We are also subject to U.S., Israeli and other applicable export control and economic sanctions laws, which prohibit
the export or sale of certain products or services to embargoed or sanctioned countries, governments and persons. Our
products could be exported to these sanctioned targets by our channel partners despite our due diligence and the
contractual undertakings they have given us and any such export could have negative consequences, including
government investigations, penalties and reputational harm. Any change in export or import regulations, economic
sanctions or related legislation, shift in the enforcement or scope of existing regulations, or change in the countries,
governments, persons or technologies targeted by such regulations, could result in decreased use of our products by,
or in our decreased ability to export or sell our products to, existing or potential customers with international
operations. Any decreased use of our products or limitation on our ability to export or sell our products and services
would likely adversely affect our business, financial condition and results of operations.

In addition, in the future we may be subject to defense-related export controls. For example, currently our solutions
are not subject to supervision under the Israeli Defense Export Control Law, 5767-2007, but if they were used for
purposes that are classified as defense-related or if they fall under "dual-use goods and technology" as referred to
below, we could become subject to such regulation. In particular, under the Israeli Defense Export Control Law,
5767-2007, an Israeli company may not conduct "defense marketing activity" without a defense marketing license
from the Israeli Ministry of Defense (MOD) and may be subject to a requirement to obtain a specific license from the
MOD for any export of defense related products and/or knowhow. The definition of defense marketing activity is
broad and includes any marketing of "defense equipment," "defense knowhow" or "defense services" outside of Israel,
which includes "dual-use goods and technology," (material and equipment intended in principle for civilian use and
that can also be used for defensive purposes, such as our cybersecurity solutions) that is specified in the list of Goods
and Dual-Use Technology annexed to the Wassenaar Arrangement on Export Controls for Conventional Arms and
Dual-Use Goods and Technologies, if intended for defense use only, or is specified under Israeli legislation. "Dual-use
goods and technology" will be subject to control by the Ministry of Economy if intended for civilian use only. In
December 2013, regulations under the Wassenaar Arrangement included for the first time a chapter on cyber-related
matters, which chapter was last amended in December 2016. We believe that our products do not fall under this
chapter; however, in the future we may become subject to this regulation or similar regulations, which would limit our
sales and marketing activities and could therefore have an adverse effect on our results of operations. Similar issues
could arise under the U.S. defense/military export controls under the Arms Export Control Act and the International
Traffic in Arms Regulations. Accordingly, there can be no assurance whether our solutions would be impacted by any
potential new regulations pertaining to cybersecurity products and services similar to those provided by us, and what
impact potential new regulations would have on our sales or our costs relating to compliance.

Our use of open source software, third-party software and other intellectual property may expose us to risks.

We use open source software and expect to continue to use open source software in the future. Some open source
software licenses require users who distribute or make available as a service open source software as part of their own
software product to publicly disclose all or part of the source code of the users' developed software or to make
available any derivative works of the open source code on unfavorable terms or at no cost. We may face ownership
claims of third parties over, or seeking to enforce the license terms applicable to, such open source software, including
by demanding the release of the open source software, derivative works or our proprietary source code that was
developed using such software. In addition, if the license terms for the open source code change, we may be forced to
re-engineer our software or incur additional costs.
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Further, some of our products and services include software or other intellectual property licensed from third parties,
and we otherwise use software and other intellectual property licensed from third parties in our business. This exposes
us to risks over which we may have little or no control. For example, a licensor may have difficulties keeping up with
technological changes or may stop supporting the software or other intellectual property that it licenses to us. There
can be no assurance that the licenses we use will be available on acceptable terms, if at all. In addition, a third party
may assert that we or our customers are in breach of the terms of a license, which could, among other things, give
such third party the right to terminate a license or seek damages from us, or both. Our inability to obtain or maintain
certain licenses or other rights or to obtain or maintain such licenses or rights on favorable terms, or the need to
engage in litigation regarding these matters, could result in delays in releases of new products, and could otherwise
disrupt our business, until equivalent technology can be identified, licensed or developed.

Risks Related to Our Ordinary Shares

Our share price may be volatile, and you may lose all or part of your investment.

Our ordinary shares were first offered publicly in our initial public offering in September 2014, at a price of $16.00
per share. Certain of our shareholders sold our ordinary shares in a public offering in March 2015. Subsequently, we
issued and sold our ordinary shares and certain of our shareholders sold additional ordinary shares in a public offering
in June 2015. Since our initial public offering in September 2014, our ordinary shares have traded as high as $76.35
per share and as low as $22.12 per share through February 28, 2017. In addition, the market price of our ordinary
shares could be highly volatile and may fluctuate substantially as a result of many factors, some of which are beyond
our control, including, but not limited to:

·actual or anticipated fluctuations in our results of operations and the results of other similar companies;

·variance in our financial performance from the expectations of market analysts;

·announcements by us or our competitors of significant business developments, changes in service provider
relationships, acquisitions or expansion plans;

·changes in the prices of our products and services;

·our involvement in litigation;

·our sale of ordinary shares or other securities in the future;

·market conditions in our industry;

·changes in key personnel;

·speculation in the press or the investment community;

· the trading volume of our ordinary shares;

·changes in the estimation of the future size and growth rate of our markets;

·any merger and acquisition activities; and

·general economic and market conditions.
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In addition, the stock markets have experienced extreme price and volume fluctuations. Broad market and industry
factors may materially harm the market price of our ordinary shares, regardless of our operating performance. In the
past, following periods of volatility in the market price of a company's securities, securities class action litigation has
often been instituted against that company. If we were involved in any similar litigation we could incur substantial
costs and our management's attention and resources could be diverted.

If securities or industry analysts cease to publish research or publish inaccurate or unfavorable research reports about
our business, our share price and trading volume could decline.

The trading price for our ordinary shares is affected by any research or reports that securities or industry analysts
publish about us or our business. If one or more of the analysts who cover us or our business publish inaccurate or
unfavorable research about us or our business, and in particular, if they downgrade their evaluations of our ordinary
shares, the price of our ordinary shares would likely decline. If one or more of these analysts cease coverage of our
company, we could lose visibility in the market for our ordinary shares, which in turn could cause our share price to
decline.
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As a foreign private issuer whose shares are listed on the NASDAQ Stock Market, or NASDAQ, we may follow
certain home country corporate governance practices instead of otherwise applicable SEC and NASDAQ
requirements, which may result in less protection than is accorded to investors under rules applicable to domestic U.S.
issuers.

As a foreign private issuer whose shares are listed on the NASDAQ Global Select Market, we are permitted to follow
certain home country corporate governance practices instead of certain rules of NASDAQ. We currently follow Israeli
home country practices with regard to the quorum requirement for shareholder meetings and NASDAQ requirements
relating to distribution of our annual report to shareholders. As permitted under the Israeli Companies Law,
5759-1999, or the Companies Law, our articles of association provide that the quorum for any meeting of shareholders
shall be the presence of at least two shareholders present in person or by proxy who hold at least 25% of the voting
power of our shares instead of 33 1/3% of our issued share capital (as prescribed by NASDAQ's rules). Further, as
permitted by the Companies Law and in accordance with the generally accepted business practice in Israel, we do not
distribute our annual report to shareholders but make it available through a public website. We may in the future elect
to follow Israeli home country practices with regard to other matters such as the formation and composition of the
nominating and corporate governance committee, separate executive sessions of independent directors and the
requirement to obtain shareholder approval for certain dilutive events (such as for the establishment or amendment of
certain equity-based compensation plans, issuances that will result in a change of control of the company, certain
transactions other than a public offering involving issuances of a 20% or more interest in the company and certain
acquisitions of the stock or assets of another company). Accordingly, our shareholders may not be afforded the same
protection as provided under NASDAQ corporate governance rules. Following our home country governance
practices as opposed to the requirements that would otherwise apply to a United States company listed on NASDAQ
may provide less protection than is accorded to investors of domestic issuers. See "Item16.G. Corporate Governance."

As a foreign private issuer we are not subject to the provisions of Regulation FD or U.S. proxy rules and are exempt
from filing certain Exchange Act reports.

As a foreign private issuer, we are exempt from a number of requirements under U.S. securities laws that apply to
public companies that are not foreign private issuers. In particular, we are exempt from the rules and regulations under
the Exchange Act related to the furnishing and content of proxy statements, and our officers, directors and principal
shareholders are exempt from the reporting and short-swing profit recovery provisions contained in Section 16 of the
Exchange Act. In addition, we are not required under the Exchange Act to file annual and current reports and financial
statements with the SEC as frequently or as promptly as U.S. domestic companies whose securities are registered
under the Exchange Act and we are generally exempt from filing quarterly reports with the SEC under the Exchange
Act. We are also exempt from the provisions of Regulation FD, which prohibits issuers from making selective
disclosure of material nonpublic information to, among others, broker-dealers and holders of a company's securities
under circumstances in which it is reasonably foreseeable that the holder will trade in the company's securities on the
basis of the information. Even though we intend to comply voluntarily with Regulation FD, these exemptions and
leniencies will reduce the frequency and scope of information and protections to which you are entitled as an investor.
For so long as we qualify as a foreign private issuer, we are not required to comply with the proxy rules applicable to
U.S. domestic companies, although pursuant to the Companies Law, we disclose the annual compensation of our five
most highly compensated office holders (as defined under the Companies Law) on an individual basis, including in
this annual report.

Since a majority of our voting securities are either directly or indirectly owned of record by residents of the United
States, we would lose our foreign private issuer status if any of the following were to occur: (i) the majority of our
executive officers or directors were United States citizens or residents, (ii) more than 50 percent of our assets were
located in the United States, or (iii) our business was administered principally in the United States. Although we have
elected to comply with certain U.S. regulatory provisions, our loss of foreign private issuer status would make such
provisions mandatory. The regulatory and compliance costs to us under U.S. securities laws as a U.S. domestic issuer
may be significantly higher. If we are not a foreign private issuer, we will be required to file periodic reports and
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registration statements on U.S. domestic issuer forms with the SEC, which are more detailed and extensive than the
forms available to a foreign private issuer. We would also be required to follow U.S. proxy disclosure requirements,
including the requirement to disclose more detailed information about the compensation of our senior executive
officers on an individual basis. We may also be required to modify certain of our policies to comply with good
governance practices associated with U.S. domestic issuers. Such conversion and modifications will involve
additional costs. In addition, we would lose our ability to rely upon exemptions from certain corporate governance
requirements on U.S. stock exchanges that are available to foreign private issuers.
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If we sell our ordinary shares in future financings, ordinary shareholders could experience immediate dilution and, as
a result, the market price of our ordinary shares may decline.

We may from time to time issue additional ordinary shares at a discount from the current trading price of our ordinary
shares. As a result, our ordinary shareholders would experience immediate dilution upon the purchase of any ordinary
shares sold at such discount. In addition, as opportunities present themselves, we may enter into equity or debt
financings or similar arrangements in the future, including the issuance of convertible debt securities, preferred shares
or ordinary shares. If we issue ordinary shares or securities convertible into ordinary shares, holders of our ordinary
shares could experience dilution.

Our U.S. shareholders may suffer adverse tax consequences if we are classified as a passive foreign investment
company.

Generally, if for any taxable year 75% or more of our gross income is passive income, or at least 50% of the average
quarterly value of our assets (which may be measured in part by the market value of our ordinary shares, which is
subject to change) are held for the production of, or produce, passive income, we would be characterized as a passive
foreign investment company, or PFIC, for U.S. federal income tax purposes. Based on our gross income and gross
assets, and the nature of our business, we believe that we were not classified as a PFIC for the taxable year ended
December 31, 2016. Because PFIC status is based on our income, assets and activities for the entire taxable year, it is
not possible to determine whether we will be characterized as a PFIC for our 2017 taxable year until after the close of
the year. There can be no assurance that we will not be considered a PFIC for any taxable year. Our characterization
as a PFIC could result in material adverse tax consequences for you if you are a U.S. investor, including having gains
realized on the sale of our ordinary shares treated as ordinary income, rather than a capital gain, the loss of the
preferential rate applicable to dividends received on our ordinary shares by individuals who are U.S. holders, and
having interest charges apply to distributions by us and the proceeds of share sales. Certain elections exist that may
alleviate some of the adverse consequences of PFIC status and would result in an alternative treatment (such as
mark-to-market treatment) of our ordinary shares. Prospective U.S. investors should consult their own tax advisers
regarding the potential application of the PFIC rules to them. Prospective U.S. investors should refer to "Item 10.E.
Taxation—Certain United States Federal Income Tax Consequences" for discussion of additional U.S. income tax
considerations applicable to them based on our treatment as a PFIC.

If we are unable to satisfy the requirements of Sections 404(a) and 404(b) of the Sarbanes-Oxley Act of 2002, or the
Sarbanes-Oxley Act, or if our internal control over financial reporting is not effective, investors may lose confidence
in the accuracy and the completeness of our financial reports and the trading price of our ordinary shares may be
negatively affected.

Pursuant to Section 404(a) of the Sarbanes-Oxley Act, we are required to furnish a report by management on the
effectiveness of our internal control over financial reporting. Additionally, pursuant to Section 404(b) of the
Sarbanes-Oxley Act, we must include an auditor attestation on our internal control over financial reporting.

To maintain the effectiveness of our disclosure controls and procedures and our internal control over financial
reporting, we expect that we will need to continue enhancing existing, and implement new, financial reporting and
management systems, procedures and controls to manage our business effectively and support our growth in the
future. The process of evaluating our internal control over financial reporting requires an investment of substantial
time and resources, including by our Chief Financial Officer and other members of our senior management. As a
result, this process may divert internal resources and take a significant amount of time and effort to complete.
Additionally, as part of management assessments of the effectiveness of our internal control over financial reporting
required by Section 404(a), our management may conclude that our internal control over financial reporting is not
effective due to our failure to cure any identified material weakness or otherwise, which would require us to employ
remedial actions to implement effective controls. If we identify material weaknesses in our internal control over
financial reporting, if we are unable to comply with the requirements of Section 404(a) or 404(b) in a timely manner
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or to assert that our internal control over financial reporting is effective, or if our independent registered public
accounting firm is unable to express an opinion or issues an adverse opinion in its attestation as to the effectiveness of
our internal control over financial reporting required by Section 404(b), investors may lose confidence in the accuracy
and completeness of our financial reports and the trading price of our ordinary shares could be negatively affected. We
could also become subject to investigations by the stock exchange on which our securities are listed, the SEC or other
regulatory authorities, which could require additional financial and management resources.
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Irrespective of compliance with Sections 404(a) and 404(b), any failure of our internal control could have a material
adverse effect on our stated results of operations and harm our reputation. In order to implement changes to our
internal control over financial reporting triggered by a failure of those controls, we could experience higher than
anticipated operating expenses, as well as higher independent auditor fees during and after the implementation of
these changes.

As a public company we may become subject to further compliance obligations, which may strain our resources and
divert management's attention.

Changing laws, regulations and standards in the United States relating to corporate governance and public disclosure
and other matters may be implemented in the future, which may increase our legal and financial compliance costs,
make some activities more time consuming and divert management's time and attention from revenue-generating
activities to compliance activities. If our efforts to comply with new laws, regulations and standards differ from the
activities intended by regulatory or governing bodies due to ambiguities related to practice, regulatory authorities may
initiate legal proceedings against us and our business may be harmed. Being a publicly traded company in the United
States and being subject to U.S. rules and regulations may make it more expensive for us to obtain director and officer
liability insurance, and we may be required to accept reduced coverage or incur substantially higher costs to obtain
coverage. These factors could also make it more difficult for us to attract and retain qualified members of our board of
directors, particularly to serve on our audit committee, and qualified executive officers.

Risks Relating to Our Incorporation and Location in Israel

Our headquarters, research and development activities and other significant operations are located in Israel and,
therefore, our results may be adversely affected by political, economic and military instability in Israel.

Our headquarters and principal research and development facilities are located in Israel. In addition, the majority of
our key employees, officers and directors are residents of Israel. Accordingly, political, economic and military
conditions in Israel may directly affect our business. Since the establishment of the State of Israel in 1948, a number
of armed conflicts have taken place between Israel and its neighboring countries. In recent years, these have included
hostilities between Israel and Hezbollah in Lebanon and Hamas in the Gaza strip, both of which resulted in rockets
being fired into Israel causing casualties and disruption of economic activities. In addition, Israel faces threats from
more distant neighbors, including, in particular, Iran. Our commercial insurance does not cover losses that may occur
as a result of an event associated with the security situation in the Middle East. Although the Israeli government is
currently committed to covering the reinstatement value of direct damages that are caused by terrorist attacks or acts
of war, we cannot assure you that this government coverage will be maintained, or if maintained, will be sufficient to
compensate us fully for damages incurred. Any losses or damages incurred by us could have a material adverse effect
on our business. Any armed conflict involving Israel could adversely affect our operations and results of operations.

Further, our operations could be disrupted by the obligations of personnel to perform military service. As of
December 31, 2016, we had 324 employees based in Israel, certain of which may be called upon to perform up to 54
days in each three year period (and in the case of non-officer commanders or officers, up to 70 or 84 days,
respectively, in each three year period) of military reserve duty until they reach the age of 40 (and in some cases,
depending on their specific military profession up to 45 or even 49 years of age) and, in certain emergency
circumstances, may be called to immediate and unlimited active duty. Our operations could be disrupted by the
absence of a significant number of employees related to military service, which could materially adversely affect our
business and results of operations.
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Several countries, principally in the Middle East, restrict doing business with Israel and Israeli companies, and
additional countries may impose restrictions on doing business with Israel and Israeli companies whether as a result of
hostilities in the region or otherwise. In addition, there have been increased efforts by activists to cause companies and
consumers to boycott Israeli goods based on Israeli government policies. Such actions, particularly if they become
more widespread, may adversely impact our ability to sell our products.

The tax benefits that are available to us require us to continue to meet various conditions and may be terminated or
reduced in the future, which could increase our costs and taxes.

We were granted Approved Enterprise status under the Israeli Law for the Encouragement of Capital Investments,
1959, referred to as the Investment Law. We had elected the alternative benefits program, pursuant to which income
derived from the Approved Enterprise program is tax-exempt for two years and enjoys a reduced tax rate of 10.0% to
25.0% for up to a total of eight years, subject to an adjustment based upon the foreign investors' ownership. We were
also eligible for certain tax benefits provided to Benefited Enterprises under the Investment Law. In March 2013, we
notified the Israel Tax Authority that we apply the new tax regime under the Investment Law instead of our Approved
Enterprise and Benefited Enterprise. We are eligible for certain tax benefits provided to Preferred Enterprises under
the Investment Law. If we do not meet the conditions stipulated in the Investment Law, any tax benefits will be
canceled and we would be required to refund the amount of the benefits, in whole or in part, including interest and
CPI linkage (or other monetary penalties). Further, in the future these tax benefits may be reduced or discontinued. If
these tax benefits are reduced, cancelled or discontinued, our Israeli taxable income would be subject to regular Israeli
corporate tax rates. The standard corporate tax rate for Israeli companies in 2014 and 2015 was 26.5%, was reduced to
25% for 2016, and then reduced to 24.0% for 2017 and as of 2018 the corporate tax rate will be 23%. Additionally, if
we increase our activities outside of Israel through acquisitions, for example, our expanded activities might not be
eligible for inclusion in future Israeli tax benefit programs. See "Item 5. Operating and Financial Review and
Prospects—Operating Results—Israeli Tax Considerations and Government Programs—Law for the Encouragement of
Capital Investments, 5719-1959." 

We may become subject to claims for remuneration or royalties for assigned service invention rights by our
employees.

We enter into assignment-of-invention agreements with our employees pursuant to which such individuals agree to
assign to us all rights to any inventions created in the scope of their employment or engagement with us. A significant
portion of our intellectual property has been developed by our employees during the course of their employment by
us. Under the Israeli Patent Law, 5727-1967, inventions conceived by an employee during the scope of his or her
employment with a company are regarded as "service inventions" which belong to the employer, absent a specific
agreement between the employee and employer giving the employee service invention rights. Although our employees
have agreed to assign to us service invention rights, as a result of uncertainty under Israeli law with respect to service
invention rights and the efficacy of related waivers, including with respect to remuneration and its extent, we may face
claims demanding remuneration in consideration for assigned inventions. As a consequence of such claims, we could
be required to pay additional remuneration or royalties to our current and/or former employees, or be forced to litigate
such claims, which could negatively affect our business.

Provisions of Israeli law and our articles of association may delay, prevent or otherwise impede a merger with or an
acquisition of us, even when the terms of such a transaction are favorable to us and our shareholders.

Israeli corporate law regulates mergers, requires tender offers for acquisitions of shares above specified thresholds,
requires special approvals for transactions involving directors, officers or significant shareholders and regulates other
matters that may be relevant to such types of transactions. For example, a tender offer for all of a company's issued
and outstanding shares can only be completed if the acquirer receives positive responses from the holders of at least
95% of the issued share capital. Completion of the tender offer also requires approval of a majority of the offerees that
do not have a personal interest in the tender offer, unless at least 98% of the company's outstanding shares are
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tendered. Furthermore, the shareholders, including those who indicated their acceptance of the tender offer (unless the
acquirer stipulated in its tender offer that a shareholder that accepts the offer may not seek appraisal rights), may, at
any time within six months following the completion of the tender offer, petition an Israeli court to alter the
consideration for the acquisition. See "Item 10.B. Articles of Association—Acquisitions under Israeli Law" for
additional information.
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Our articles of association provide that our directors are elected on a staggered basis, such that a potential acquirer
cannot readily replace our entire board of directors at a single annual general shareholder meeting.

Furthermore, Israeli tax considerations may make potential transactions unappealing to us or to our shareholders
whose country of residence does not have a tax treaty with Israel exempting such shareholders from Israeli tax. For
example, Israeli tax law does not recognize tax-free share exchanges to the same extent as U.S. tax law. With respect
to mergers involving an exchange of shares, Israeli tax law allows for tax deferral in certain circumstances but makes
the deferral contingent on the fulfillment of a number of conditions, including, in some cases, a holding period of two
years from the date of the transaction during which sales and dispositions of shares of the participating companies are
subject to certain restrictions. Moreover, with respect to certain share swap transactions, the tax deferral is limited in
time, and when such time expires, the tax becomes payable even if no disposition of the shares has occurred. In order
to benefit from the tax deferral, a pre-ruling from the Israel Tax Authority might be required.

It may be difficult to enforce a judgment of a U.S. court against us, our officers and directors or the Israeli auditors
named in this annual report in Israel or the United States, to assert U.S. securities laws claims in Israel or to serve
process on our officers and directors and these auditors.

We are incorporated in Israel. The majority of our directors and executive officers, and the Israeli auditors listed in
this annual report reside outside of the United States, and most of our assets and most of the assets of these persons are
located outside of the United States. Therefore, a judgment obtained against us, or any of these persons, including a
judgment based on the civil liability provisions of the U.S. federal securities laws, may not be collectible in the United
States and may not be enforced by an Israeli court. It also may be difficult for you to effect service of process on these
persons in the United States or to assert U.S. securities law claims in original actions instituted in Israel. Israeli courts
may refuse to hear a claim based on an alleged violation of U.S. securities laws reasoning that Israel is not the most
appropriate forum in which to bring such a claim. In addition, even if an Israeli court agrees to hear a claim, it may
determine that Israeli law and not U.S. law is applicable to the claim. If U.S. law is found to be applicable, the content
of applicable U.S. law must be proven as a fact by expert witnesses, which can be a time consuming and costly
process. Certain matters of procedure will also be governed by Israeli law. There is little binding case law in Israel
that addresses the matters described above. As a result of the difficulty associated with enforcing a judgment against
us in Israel, you may not be able to collect any damages awarded by either a U.S. or foreign court.

Your rights and responsibilities as a shareholder are, and will continue to be, governed by Israeli law which differs in
some material respects from the rights and responsibilities of shareholders of U.S. companies.

The rights and responsibilities of the holders of our ordinary shares are governed by our articles of association and by
Israeli law. These rights and responsibilities differ in some material respects from the rights and responsibilities of
shareholders in U.S.-based corporations. In particular, a shareholder of an Israeli company has a duty to act in good
faith and in a customary manner in exercising its rights and performing its obligations towards the company and other
shareholders, and to refrain from abusing its power in the company, including, among other things, in voting at a
general meeting of shareholders on matters such as amendments to a company's articles of association, increases in a
company's authorized share capital, mergers and acquisitions and related party transactions requiring shareholder
approval. In addition, a shareholder who is aware that it possesses the power to determine the outcome of a
shareholder vote or to appoint or prevent the appointment of a director or executive officer in the company has a duty
of fairness toward the company. There is limited case law available to assist us in understanding the nature of this duty
or the implications of these provisions. These provisions may be interpreted to impose additional obligations and
liabilities on holders of our ordinary shares that are not typically imposed on shareholders of U.S. corporations.

25

Edgar Filing: CyberArk Software Ltd. - Form 20-F

48



ITEM 4.                  INFORMATION ON THE COMPANY

A.History and Development of the Company

Our History

We were founded in 1999 with the vision of protecting high-value business data and pioneered our Digital Vault
technology, which is the foundation of our platform. That same year, we began offering our first product, the Sensitive
Information Management Solution (previously called the Sensitive Document Vault), which provides a secure
platform through which our customers' employees can share sensitive files. We believe our early innovation in
vaulting technology enabled us to evolve into a company that provides a comprehensive security solutions built for
privileged accounts. In 2005, we introduced our Privileged Account Security Solution, which has become our leading
offering and reflects our emphasis on protecting privileged accounts across an organization. In September 2014, we
listed our ordinary shares on the NASDAQ Global Select Market. In 2015, we acquired Viewfinity, a provider of
Windows least privilege management and application control software, as well as Cybertinel, a cyber security
company specializing in cyber threat detection technology.

Our Privileged Account Security Solution consists of several products: Enterprise Password Vault, SSH Key
Manager, Privileged Session Manager, Privileged Threat Analytics, Application Identity Manager, Endpoint Privilege
Manager and On-Demand Privileges Manager.

We are a company limited by shares organized under the laws of the State of Israel. We are registered with the Israeli
Registrar of Companies. Our registration number is 51-229164-2. Our principal executive offices are located at 94
Em-Ha'moshavot Road, Park Ofer, P.O. Box 3143, Petach Tikva 4970602, Israel, and our telephone number is +972
(3) 918-0000. Our website address is www.cyberark.com. Information contained on, or that can be accessed through,
our website is not part of this annual report and is not incorporated by reference herein. We have included our website
address in this annual report solely for informational purposes. Our agent for service of process in the United States is
Cyber-Ark Software, Inc., located at 60 Wells Avenue, Suite 103, Newton, MA 02459, and our telephone number is
(617) 965-1544.

Principal Capital Expenditures

Our capital expenditures for fiscal years 2014, 2015 and 2016 amounted to $1.4 million, $2.1 million and $2.8
million, respectively. Capital expenditures consist primarily of investments in leasehold improvements for our office
space and the purchase of computers and related equipment. We anticipate our capital expenditures in fiscal year 2017
to be in a range of $7 million and $9 million, of which approximately $4 million related to the new office space in
Israel that we leased, which we expect to move to during the second half of 2017. We anticipate our capital
expenditures in 2017 will be financed with cash on hand and cash flow generated from operating activities.

B.Business Overview

We are a global leader and pioneer of a critical layer of IT security solutions that protects organizations from cyber
attacks that have made their way inside the network perimeter to strike at the heart of the enterprise. Our software
solutions are focused on protecting privileged accounts, which have become a critical target in the lifecycle of today's
cyber attacks. Privileged accounts are pervasive and act as the "keys to the IT kingdom," providing complete access
to, and control of, all parts of IT infrastructure (whether located on premise or in the cloud), industrial control systems
and critical business data. In the hands of an external attacker or malicious insider, privileged accounts allow attackers
to take control of and disrupt an organization's IT and industrial control infrastructures, steal confidential information
and commit financial fraud. Our comprehensive solutions proactively protect privileged accounts, monitor privileged
activity, detect malicious privileged behavior and enforce privilege security on the endpoint. Our customers use our
innovative solutions to introduce this critical security layer to protect against, detect and respond to cyber attacks
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before they strike vital systems and compromise sensitive data.
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Organizations worldwide are experiencing an unprecedented increase in the sophistication, scale and frequency of
cyber attacks. The challenge this presents is intensified by the growing adoption of new technologies, such as cloud
computing, virtualization, software-defined networking, enterprise mobility and social networking, which has resulted
in increasingly complex and distributed IT environments with significantly larger attack surfaces. Organizations have
historically relied upon perimeter-based threat protection solutions such as network and web security tools as the
predominant defense against cyber attacks, yet these traditional solutions have a limited ability to stop today's
advanced threats. According to a 2015 special report issued by FireEye, Inc., 96% of the systems of more than 1,600
FireEye network and email sensors deployed in real-world networks had suffered a network security breach. Many
organizations are still in the early stages of adapting their security strategies to address this new threat environment
and are evolving their approaches based on the assumption that their network perimeter has been or will be breached.
They are therefore increasingly implementing new layers of security inside the network to disrupt attacks before they
result in the theft of confidential information or other serious damage. Regulators are also continuing to mandate
rigorous compliance standards and audit requirements in response to this evolving threat landscape.

We believe that the implementation of a privileged account security solution is one of the most critical layers of an
effective security strategy. Privileged accounts represent one of the most vulnerable aspects of an organization's IT
infrastructure. Privileged accounts are used by system administrators, third-party and cloud service providers,
applications and business users, and they exist in nearly every connected device, server, hypervisor, operating system,
database, application and industrial control system. Due to the broad access and control they provide, exploiting
privileged accounts has become a critical stage of the cyber attack lifecycle. The typical cyber attack involves an
attacker effecting an initial breach, escalating privileges to access target systems, moving laterally through the IT
infrastructure to identify valuable targets, and exfiltrating, or stealing, the desired information. According to
Mandiant, a FireEye company, credentials of authorized users were hijacked in 100% of the breaches that Mandiant
investigated, and privileged accounts were targeted whenever possible.

We have architected our solutions to address the challenges of protecting privileged accounts and an organization's
sensitive information. Our solutions provide proactive protection against cyber attacks from both external and internal
sources and allow for real-time detection and neutralization of such threats. They can be deployed in traditional
on-premise data centers, public, private or hybrid cloud environments, endpoints, and industrial control systems. Our
innovative software solutions are the result of over 17 years of research and expertise, combined with valuable
knowledge we have gained from working with our diverse population of customers and from our acquisitions of
Viewfinity and Cybertinel.

Our comprehensive, purpose-built Privileged Account Security Solution enables our customers to secure, manage and
monitor privileged account access and activities and enforce privilege security on the endpoint. Our Privileged
Account Security Solution consists of our Enterprise Password Vault, SSH Key Manager, Privileged Session
Manager, Privileged Threat Analytics, Application Identity Manager, Endpoint Privilege Manager and On-Demand
Privileges Manager. These products leverage a common technology platform that includes our secure Digital Vault,
Web Management Interface, Master Policy Engine and Discovery Engine, and integrates out of the box with over 100
types of IT assets in the datacenter or the cloud. Our solutions complement other vendors' IT, security and cloud
solutions in 2 significant ways. First, by enhancing  the security of these solutions by reducing the misuse potential of
privileged accounts used by or incorporated within these solutions and second, through the sharing of valuable
information between the solutions, for improved detection, protection and response in the event of a cyber attack. In
April 2016, we announced the launch of the C3 Alliance, which promotes members' cooperation in addressing
customers' cybersecurity challenges as they evolve by extending and leveraging the benefit of privileged account
security across the customers'  organizations and setting a product integration foundation with our C3 Alliance
technology partners for the benefit of our mutual customers.

As of December 31, 2016, we had approximately 3,100 customers, including approximately 50% of the Fortune 100
companies and more than 25% of the Global 2000 companies. We define a customer to include a distinct entity,
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division or business unit of a company. Our customers include leading organizations in a diverse set of industries,
including energy and utilities, financial services, healthcare, manufacturing, retail, technology and
telecommunications, as well as government agencies. We sell our solutions through a high touch, channel fulfilled
hybrid sales model that combines the leverage of channel sales with the account control of direct sales, and therefore
provides us with significant opportunities to grow our current customer base. This approach allows us to maintain
close relationships with our customers and benefit from the global reach of our channel partners. Additionally, we
continue to enhance our product offerings and go-to-market strategy by establishing technology alliances within the IT
infrastructure and security vendor ecosystem.

Our business has rapidly grown in recent years. During 2014, 2015 and 2016, our revenues were $103.0 million,
$160.8 million and $216.6 million, respectively, representing year-over-year growth of 56.1% and 34.7% in 2015 and
2016, respectively. Our net income for 2014, 2015 and 2016 was $10.0 million, $25.8 million and $28.1 million,
respectively.
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Industry Background

The recent increase in sophisticated, targeted security threats by both external attackers and malicious insiders, along
with an increase in the attack surface due to the growing complexity and distributed nature of IT environments, have
made it extremely challenging for enterprises and governments around the world to protect their sensitive information.
These challenges are driving the need for a new layer of security that complements traditional threat protection
technologies by securing access to privileged accounts and preventing the exploitation of organizations' critical
systems and data.

Our Products

Our products secure organizations' high-value data and critical IT assets by providing proactive protection against
external and internal cyber threats and enabling real-time detection and neutralization of attacks.

Privileged Account Security Solution

Our comprehensive, purpose-built Privileged Account Security Solution provides our customers a set of products that
enable them to secure, manage and monitor privileged account access and activities. Our Privileged Account Security
Solution consists of our Enterprise Password Vault, SSH Key Manager, Privileged Session Manager, Privileged
Threat Analytics, Application Identity Manager, Endpoint Privilege Manager and On-Demand Privileges Manager.
These products share a common technology platform that includes our secure Digital Vault, Web Management
Interface, Master Policy Engine and Discovery Engine, and integrates out of the box with over 100 types of IT assets
in the datacenter or the cloud.

Enterprise Password Vault. Our Enterprise Password Vault provides customers with a powerful tool to manage and
protect all privileged accounts across an entire organization, including physical, virtual or cloud-based assets.
Customers can control how often to require scheduled password changes for different privileged accounts or grant
passwords solely for one-time use based on operational needs and regulatory requirements. This automated process
reduces the time-consuming and error-prone task of manually tracking and updating privileged credentials thereby
enhancing system security and facilitating observance of audit and compliance standards.
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SSH Key Manager. Our SSH Key Manager product securely stores, rotates and controls access to SSH keys to prevent
unauthorized access to privileged accounts. This includes the protection of keys at rest and in transit, granular access
controls and integration with strong authentication solutions. Detailed audit logs and reporting capabilities provide
visibility into key usage to meet audit and compliance requirements. SSH keys are used as an alternative to password
credentials, commonly used for administrative access for users, devices and applications to UNIX and Linux systems.
SSH Key Manager is a logical extension to our Privileged Account Security Solution, leveraging our shared
technology platform infrastructure, enabling organizations to protect all privileged credentials with a single integrated
platform that can be built out over time in accordance with business needs.

Privileged Session Manager. Our Privileged Session Manager protects IT assets including servers, applications,
databases and hypervisors from malware and provides command-level monitoring and recording of all privileged
activity. Privileged Session Manager prevents malware on an infected workstation from capturing a privileged
credential and spreading to additional assets. It also provides a single point of control, forcing all privileged access to
pass through our server, ensuring that all privileged activity is monitored and recorded. The single point of control
also allows for real-time viewing of privileged activities, enabling customers to terminate privileged sessions in
real-time as a threat is detected. In addition, Privileged Session Manager records complete privileged sessions and
stores the recordings in the Digital Vault to prevent tampering. Auditors, forensics team and others are able to view
and quickly search through an entire session recording for specific activities. Privileged Session Manager can operate
entirely in the background, although customers can opt to deter privileged account users from prohibited conduct by
alerting users that their sessions are being recorded. We offer customers the choice of licensing Privileged Session
Manager based on the number of devices secured or the number of concurrent sessions it monitors. Our Privileged
Session Manager and Enterprise Password Vault serve complementary functions and are part of a shared platform. As
such, we frequently sell them together.

Privileged Threat Analytics. Our Privileged Threat Analytics product allows organizations to detect, alert, and respond
to anomalous privileged activity while attacks are in progress. Privileged Threat Analytics uses proprietary algorithms
to profile and analyze individual privileged user behavior and creates prioritized alerts when abnormal activity is
detected. For example, our product can be used to detect privileged account access at unusual times or access to an
abnormal quantity of privileged assets. Privileged Threat Analytics can automatically contain an attack by invalidating
a stolen credential to block an attacker from further penetrating the network perimeter. Privileged Threat Analytics
uses historical data collected by our Privileged Account Security Solution, Digital Vault and other network data
sources to create and maintain a current profile of each privileged user's behavior. It allows incident response teams to
investigate the details that triggered the alert in order to prioritize and respond to the threat. We specialize in analyzing
behavior related to privileged user behavior, thus providing vital intelligence on the most critical attack vector. This
intelligence can be integrated into an organization's existing systems and incident response processes enabling a faster
response time.

Application Identity Manager. Our Application Identity Manager addresses the challenges of hard-coded, embedded
credentials and cryptographic keys being hijacked and exploited by malicious insiders or external cyber attackers.
This is enabled by our proprietary Digital Vault application provider technology, which eliminates the need to store
such credentials in applications, scripts or configuration files. Instead, Application Identity Manager allows for secure,
programmatic retrieval of needed credentials only at run-time and based on master policy control and monitoring.

Endpoint Privilege Manager. Formerly known as CyberArk Viewfinity, which we added to our product offerings
following our acquisition of Viewfinity, Inc. in 2015, Endpoint Privilege Manager is intended to secure and manage
the use of privileged accounts and credentials on the endpoint, and can be deployed on-premise or as a cloud-based
solution. Removing local administrator rights for business users on endpoints can significantly reduce the attack
surface, but it can also result in unintended productivity tradeoffs and high help desk costs, as users attempt to regain
privileges necessary for day-to-day tasks. Endpoint Privilege Manager is designed to help organizations reduce the
attack surface by removing local administrative privileges for business users, granularly controlling IT administrator
privileges on Windows Servers based on role and elevating privileges when necessary and authorized. Endpoint

Edgar Filing: CyberArk Software Ltd. - Form 20-F

54



Privilege Manager's application control features also enable organizations to closely control and monitor all
applications within the environment, identify the original source and instances of malicious applications in the
environment for incident response, or supporting forensic investigations. Malicious applications may be immediately
blocked, unknown applications may be "grey" listed and restricted pending further analysis and trusted applications
may seamlessly run without frustrating business or IT users. Endpoint Privilege Manager also provides a layer of
credential protection and can detect and block attempts of malicious applications to hijack credentials and to alert the
organization of such in-progress attack.
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On-Demand Privileges Manager. Our On-Demand Privileges Manager allows customers to limit the breadth of access
of Unix/Linux administrative accounts and granularly restrict them from performing certain commands and functions.

Shared Technology Platform. Our shared technology platform is the foundation of our Privileged Account Security
Solution and includes our secure Digital Vault, Web Management Interface, Master Policy Engine and Discovery
Engine. Our Digital Vault is an encrypted server that only responds to preset vault protocols to ensure security
throughout an organization's network. Our Privileged Account Security Solution's products use our Digital Vault to
safely store, audit and manage passwords, privileged credentials, policy information and privileged account session
data. Our Web Management Interface provides a single, user-friendly interface for customers to set, manage and
monitor privileged account security policies across an entire organization in a matter of minutes while allowing for
granular level exceptions to meet the organization's unique operational needs. Our Master Policy Engine and
Discovery Engine enable organizations to understand the scope of privileged account risk and helps to ensure that all
privileged account activity is accounted for by automatically discovering new privileged accounts or changes to
existing accounts. Our platform integrates out of the box with over 100 types of IT assets in the datacenter or the
cloud, including leading operating systems, databases, network devices, security appliances, hypervisors, applications,
industrial control systems and application servers. Our platform further leverages our proprietary vault protocol
technology to enable distributed deployments across global networks for central management and auditing while
providing enterprise-wide global coverage.

Sensitive Information Management Solution

Our Sensitive Information Management Solution provides a secure platform through which our customers' employees
can share sensitive files while enabling the customer to monitor who is sharing these files. This allows organizations
to isolate, store, share and track sensitive files and documents, such as customer credit card information, human
resource records, intellectual property documents and legal information in a secure, internal environment. It also
allows organizations to exchange sensitive information securely and efficiently with their business partners,
customers, suppliers and subcontractors. Our Sensitive Information Management Solution integrates with an
organization's existing applications and can be deployed on-premise or as a cloud-based solution for faster audit
readiness without the need for significant upfront cost.

Our Services

Maintenance and Support

Our customers typically purchase one year or, to a lesser extent, three years, of software maintenance and support in
conjunction with their initial purchase of perpetual licenses for our products. Thereafter, they can renew such
maintenance and support for additional one or three-year periods. These two alternative maintenance and support
periods are common in the software industry. Customers pay for each alternative in full at the beginning of their
terms. The substantial majority of our contracts sold are for a one-year term. For example, for the years 2014 through
2016 more than 85% of the renewal contracts were for a one year term.

Our global customer support organization has expertise in our software and how it interacts with complex IT
environments. When sales are made to customers directly, we typically also provide any necessary maintenance and
support pursuant to a maintenance and support contract directly with the customer. When sales are made through
channels, the channel partner (primarily in the EMEA and Asia Pacific and Japan regions) typically provides the first
and second level support and we typically provide third level support if the issue cannot be resolved by the channel
partner.

Our maintenance and support program provides customers the right to software bug repairs, the latest system
enhancements and updates on an if-and-when available basis during the maintenance period, and access to our
technical support services. Our technical support services are provided via our online support center, which enables
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customers to submit new support queries and monitor the status of open and past queries. Our online support system
also provides customers with access to our CyberArk Knowledge Base, an online user-driven information repository
that provides customers the ability to address their own queries. Additionally, we offer email and telephone support
during business hours to customers that purchase a standard support package and 24/7 availability to customers that
purchase our 24/7 support package.
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Professional Services

Our products are designed for customers to be able to download, install and deploy our software on their own. They
are highly configurable and many customers will select either one of our many trained channel partners or our
professional services team to provide services. Our professional services team can be contracted to assist customers in
planning, installing and configuring our solution to meet the needs of their security and IT environment. Our
professional services team provides ongoing consulting services regarding best practices in privileged account
security, and recommended ways to implement our solutions to meet specific customer requirements. Additionally,
they share best practices associated with use of our software and educate customers and partners on alternative ways
to deploy and use our product through CyberArk University, which offers in-person and WebEx courses globally.

Our Technology

Our comprehensive Privileged Account Security Solution relies on a set of proprietary technologies that provide a
high level of security, scalability and reliability. The core technologies included in our solution are as follows:

Secure Digital Vault Technology. Our proprietary Digital Vault technology provides a highly secure, isolated
environment, independent of other software, and is engineered with multiple layers of security. Our Digital Vault
provides a data encryption mechanism that eliminates the need for encryption key management by the end user, while
each object in our Digital Vault is encrypted with its own unique encryption key. To ensure security throughout the
network, our Digital Vault communicates within an organization's network and over the internet through a proprietary
and highly protected Vault Protocol, enabling an organization to implement the centrally managed Privileged Account
Security Solution with products located in multiple datacenters and geographic locations. Our Digital Vault provides
an additional level of protection by preventing the vault administrator from accessing or discovering protected data
stored within it. In addition, our Digital Vault database is embedded, isolated and self-managed as part of our Digital
Vault software, thereby blocking database administrator access to our Digital Vault database to further eliminate
threats. Our Privileged Account Security Solution's additional products use the highly secured Digital Vault to safely
store, audit and manage passwords, privileged credentials, policy information and privileged account session data.

Sophisticated Threat Analytics Algorithms. Our team of cyber experts and development engineers has developed
proprietary algorithms that are at the core of our Privileged Threat Analytics product. These algorithms were
developed using our deep understanding of cybersecurity and cyber attack techniques, together with over a decade of
rich experience in analyzing privileged account activities. Our Privileged Threat Analytics product uses these
proprietary algorithms to construct a behavioral profile for privileged users within an organization and continuously
updates the profile based on normal changes in behavior. Once a behavioral profile is established, the threat analytics
algorithms provide the ability to look for deviations from that profile in order to identify anomalies in user behavior. It
then scores each individual anomaly and determines the level of threat based on the correlation of such anomalous
events. Alerts with full details of the incident, including the probability of malicious intent, can be raised immediately,
allowing an organization's incident response team to review the potential threat and take action when necessary.

Strong Application Authentication and Credential Management. Our Application Identity Manager product's
architecture allows an organization to eliminate hard-coded application credentials, such as passwords and encryption
keys, from applications and scripts. Our secure, proprietary product permits authentication of an application during
run-time, based on any combination of the application's signature, executable path, or IP address, and operating
system user. Following application authentication, the authenticated application uses a secure application
programming interface, or API, to request privileged account credentials during run-time and, based on the application
permissions in our Privileged Account Security Solution, up-to-date credentials are provided to the application. To
ensure business continuity, and high availability and performance even within complex and distributed network
environments, our advanced product architecture provides a secure local credentials cache on the application server,
eliminating the dependency on network availability and traffic during a run-time application credential request. Our
proprietary architecture provides even higher value in application server environments, allowing an organization to
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eliminate application credentials without the need to perform any code changes and without impacting application
availability.
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Privileged Session Recording and Controls. Our innovative privileged session recording and control mechanisms
provide the ability to isolate an organization's IT systems from end-user desktops, while monitoring and recording the
privileged session activities. Our proprietary architecture provides a highly secure, proxy-based solution that does not
require agent installation on the target systems and provides a single-access control point to the target systems. The
architecture blocks direct communication between an end-user's desktop and a target system, thus preventing potential
malware on the desktop from infiltrating the target system. This architecture further ensures that privileged credentials
will remain protected and will not be exposed to the end-user or reach the desktop. Comprehensive recording
capabilities provide the ability to record every keystroke and mouse click on the privileged session, and also provide
DVR-like recordings with search, locate and alert capabilities.

Endpoint Privilege Manager Server and Endpoint Agents. Following the acquisition of Viewfinity, Inc. in 2015, we
began offering endpoint agent technology, which provides policy-based privilege management, application control
and credential theft protection capabilities. The agent is able to detect the privileged commands, and application
installation or invocation on the endpoint and validate whether permissible by the organization's security policy,
otherwise blocking the operation. Having users operate in a least privilege mode together with the Endpoint Privilege
Manager agent technology effectively reduces the surface that attackers or malware can exploit. The Endpoint
Privilege Manager server provides policy-based agent management and consolidated reporting, which allows
organizations to manage privileges and handle application control. The Endpoint Privilege Manager server can also
leverage third party threat and reputation information to enrich the policy and black-list definitions to further
strengthen controls and block bad or malicious applications based on such security intelligence.

Our Customers

As of December 31, 2016, we had approximately 3,100 customers, including approximately 50% of the Fortune 100
companies and more than 25% of the Global 2000 companies. Our customers include leading organizations in a
diverse set of industries, including energy and utilities, banking and financial services, healthcare, insurance,
manufacturing, retail, technology and telecommunications and hosting providers, as well as government agencies.

Our business is not dependent on any particular customer. No customer in 2014, 2015 and 2016 and no channel
partner in 2014 and 2015 accounted for more than 10% of our revenues. In 2016, our largest channel partner
accounted for approximately 12.1% of our revenues. Our diverse global footprint is evidenced by the fact that in 2016,
we generated 58.1% of our revenues from customers in the United States, 31.4% from the EMEA region and 10.5%
from the rest of the world, including countries in North and South America other than the United States and countries
in the Asia Pacific region.

Sales and Marketing

Sales

We believe that our hybrid sales model, which combines the leverage of high touch, channel sales with the account
control of direct sales, has played an important role in the growth of our customer base to date. We maintain a highly
trained sales force that is responsible for developing and closing new business, the management of relationships with
our channel partners and the support and expansion of relationships with existing customers. Our sales organization is
organized by geographic regions, consisting of the Americas, EMEA and Asia Pacific and Japan regions. As of
December 31, 2016, our global network of channel partners consisted of approximately 300 resellers, distributors and
managed service providers. Our channel partners generally complement our sales efforts by helping to identify
potential sales targets, maintaining relationships with certain customers and introducing new products to existing
customers and offering post-sale professional services and technical support. In 2016, we generated approximately
35% of our revenues from direct sales from our field offices located throughout the world. Approximately 50% of our
sales in the United States are direct while the substantial majority of our sales in the EMEA region and the rest of the
world are through channel partners. We work with many global systems integration partners and several leading
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regional security value added resellers, such as , Optiv Security Inc., Computacenter PLC, Orange S.A. Business
Services (Orange Cyberdefense), Hewlett-Packard Enterprise Company, Carahsoft Technology Corp, Sayers
Technology, LLC, Wipro Limited, and Conexsys Communications Ltd. These companies were each among our top 15
channel partners in 2015 and 2016 by revenues and we have derived a meaningful amount from sales to each of them
during the last two years.
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Our sales cycle varies by size of the customer, the number of products purchased and the complexity of the customer's
IT infrastructure, ranging from several weeks for incremental sales to existing customers to many months for sales to
new customers or large deployments. To support our broadly dispersed global channel and customer base, as of
December 31, 2016, we had sales personnel in 32 countries. We plan to continue investing in our sales organization to
support both the growth of our channel partners and our direct sales organization.

Marketing

Our marketing strategy is focused on building our brand strength, communicating the benefits of our solutions,
developing leads and increasing sales to existing customers. We market our software as a solution to stop cyber threats
before they have the chance to stop business. We execute our strategy by leveraging a combination of internal
marketing professionals and a network of channel partners to communicate the value proposition and differentiation
for our products, generating qualified leads for our sales force and channel partners. Our marketing efforts also
include public relations in multiple regions and extensive content development available through our website. We are
focused on an ongoing thought-leadership campaign to further establish ourselves as a leader in the cybersecurity
market. Our marketing team is expanding its efforts by investing in analytics-driven lead development, stronger global
coordination, quick response to current events and proactive and consistent communication with market analysts.

Research and Development

Continued investment in research and development is critical to our business. Our research and development efforts
are focused primarily on improving and continuing to enhance existing products and services, as well as developing
new products, features and functionality. We believe the timely development of new products is essential to
maintaining our competitive position. We regularly release new versions of our software which incorporate new
features and enhancements to existing ones. We also maintain a dedicated team that researches reported advanced
cyber attacks, the attackers' techniques and methods that lead to new security development initiatives for our products
and provide thought-leadership on targeted attack mitigation.

As of December 31, 2016, we had 205 employees focused on research and development. We conduct our research and
development activities in Israel and we believe this provides us with access to world class engineering talent. Our
research and development expenses were $14.4 million, $21.7 million and $34.6 million in 2014, 2015 and 2016,
respectively.

Intellectual Property

We rely on a combination of patent, trademark, copyright and trade secret laws, confidentiality procedures and
contractual provisions to protect our technology and the related intellectual property.

As of December 31, 2016, we had 5 issued patents in the United States, 2 provisional U.S. patent applications and 15
pending U.S. patent applications. We also had 3 International PCT applications as well as 3 issued patents and 14
applications pending for examination in non-U.S. jurisdictions, all of which are counterparts of our U.S. patent
applications.

The claims for which we have sought patent protection relate to current and future elements of our products and
technology, including the Digital Vault, Discovery & Audit tool, Privileged Threat Analytics, Privileged Session
Manager, Endpoint Privilege Manager and Application Identity Manager.

We generally enter into confidentiality agreements with our employees, consultants, service providers, resellers and
customers and generally limit internal and external access to, and distribution of, our proprietary information and
proprietary technology through certain procedural safeguards. These agreements may not effectively prevent
unauthorized use or disclosure of our intellectual property or technology and may not provide an adequate remedy in
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the event of unauthorized use or disclosure of our intellectual property or technology.
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Our industry is characterized by the existence of a large number of relevant patents and frequent claims and related
litigation regarding patent and other intellectual property rights. In particular, leading companies in the security
industry have extensive patent portfolios. If we become more successful, we believe that competitors will be more
likely to try to develop products that are similar to ours and that may infringe our proprietary rights. It may also be
more likely that competitors or third parties will claim that our products infringe their proprietary rights. From time to
time, third parties have asserted and may assert their patent, copyright, trademark and other intellectual property rights
against us, our channel partners, users or customers, whom our standard license and other agreements obligate us to
indemnify against such claims under certain circumstances. Successful claims of infringement or misappropriation by
a third party could prevent us from distributing certain products or performing certain services or could require us to
pay substantial damages (including, for example, treble damages if we are found to have willfully infringed patents
and increased statutory damages if we are found to have willfully infringed copyrights), royalties or other fees. Such
claims also could require us to cease making, licensing or using solutions that are alleged to infringe or misappropriate
the intellectual property of others, or to expend additional development resources to attempt to redesign our products
or services or otherwise to develop non-infringing technology; enter into potentially unfavorable royalty or license
agreements in order to obtain the right to use necessary technologies or intellectual property rights; and to indemnify
our customers and partners (and parties associated with them). Even if third parties may offer a license to their
technology, the terms of any offered license may not be acceptable, and the failure to obtain a license or the costs
associated with any license could cause our business, results of operations or financial condition to be materially and
adversely affected.

Competition

The IT security market in which we operate is characterized by intense competition, constant change and innovation.
We believe that none of our competitors offer a fully comprehensive and integrated privileged account security
solution; however, we do compete with companies that offer a broad array of IT security products. Our current and
potential future competitors include CA, Inc., Quest Software Inc. International Business Machines Corporation,
Microsoft Corporation and Oracle Corporation, in the access and identity management market. Further, we compete
with smaller companies that offer solutions at lower price points often with a more limited range of functionality than
our own offerings. We may face competition in the future due to changes in the manner that organizations utilize IT
assets and the security solutions applied to them, such as the provision of privileged account security functionalities as
part of public cloud providers' infrastructure offerings, or cloud-based identity management solutions. Limited IT
budgets may also result in competition with providers of other advanced threat protection solutions such as
Hewlett-Packard Enterprise Company, EMC Corporation (which was acquired by Dell Inc.), International Business
Machines Corporation, FireEye, Inc., Splunk Inc., Check Point Software Technologies Ltd. and Palo Alto Networks,
Inc.

The principal competitive factors in our market include:

☐the breadth and completeness of a security solution;

☐reliability and effectiveness in protecting, detecting and responding to cyber attacks;

☐analytics and accountability at an individual user level;

☐ability of customers to achieve and maintain compliance with compliance standards and audit requirements;

☐strength of sale and marketing efforts, including distribution and channel relationships;

☐global reach and customer base;

☐scalability and ease of integration with an organization's existing IT infrastructure and security investments;
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☐brand awareness and reputation;

☐innovation and thought leadership;

☐quality of customer support;

☐speed at which a solution can be deployed; and

☐price of a solution and cost of maintenance and professional services.
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We believe we compete favorably with our competitors on the basis of these factors. However, some of our current
and potential future competitors may enjoy potential competitive advantages, such as greater name recognition, longer
operating history, larger market share, larger existing user base and greater financial, technical and other resources.

Properties

Our corporate headquarters are located in Petach Tikva, Israel in an office consisting of approximately 64,000 square
feet. In February 2015, we signed a new lease with our current landlord for different premises in Petach Tikva, which
was expanded in April 2016, consisting of up to approximately 140,000 square feet. We expect to move to the new
premises during the second half of 2017. The new lease expires in June 2022. Our U.S. headquarters are located in
Newton, Massachusetts in an office consisting of approximately 22,000 square feet. The lease for this office expires in
April 2022 with the option to extend for two successive five-year periods. We maintain additional sales offices in
England, France, Germany, Singapore, Australia, Japan, Italy, Netherlands and Turkey. We believe that our facilities
are sufficient to meet our current needs and that if we require additional space to accommodate our growth we will be
able to obtain additional facilities on commercially reasonable terms.

Legal Proceedings

See "Item 8.A. Financial Information—Consolidated Financial Statements and Other Financial Information—Legal
proceedings."

C.Organizational Structure

The legal name of our company is CyberArk Software Ltd. and we are organized under the laws of the State of Israel.
We have five wholly-owned subsidiaries: CyberArk Software, Inc., Cyber-Ark Software (UK) Limited, CyberArk
Software (Singapore) PTE. LTD., CyberArk Software (Japan) K.K. (established in 2017), and Viewfinity Ltd. (which
became a wholly owned subsidiary following the acquisition conducted in 2015 and is expected to be liquidated in
2018). Our wholly-owned United Kingdom subsidiary, Cyber-Ark Software (UK) Limited, has four wholly-owned
subsidiaries, which are incorporated in Germany, Italy, France and Netherlands, respectively: CyberArk Software
(DACH) GmbH, CyberArk Software Italy S.r.l., CyberArk Software (France) SARL and CyberArk Software
(Netherlands) B.V. Our wholly-owned subsidiary in Singapore, CyberArk Software (Singapore) PTE. LTD., has one
wholly-owned subsidiary which is incorporated in Australia: CyberArk Software (Australia) Pty Ltd. Our
wholly-owned subsidiary in the United States, CyberArk Software, Inc., has one wholly-owned subsidiary which is
incorporated in Canada: CyberArk Software Canada Inc. (established in 2017).

D. Property, Plants and Equipment

See "Item 4.B.—Business Overview—Property" for a discussion of property, plants and equipment.

ITEM 4A.           UNRESOLVED STAFF COMMENTS

Not applicable.

ITEM 5.OPERATING AND FINANCIAL REVIEW AND PROSPECTS

Company Overview

We are a global leader and pioneer of a critical layer of IT security solutions that protects organizations from cyber
attacks that have made their way inside the network perimeter to strike at the heart of the enterprise. Our software
solutions are focused on protecting privileged accounts, which have become a critical target in the lifecycle of today's
cyber attacks. Privileged accounts act as the "keys to the IT kingdom," providing complete access to, and control of,
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all parts of IT infrastructure (whether located on premise or in the cloud), industrial control systems and critical
business data. In the hands of an external attacker or malicious insider, privileged accounts allow attackers to take
control of and disrupt an organization's IT and industrial control infrastructures, steal confidential information and
commit financial fraud. Our comprehensive solutions proactively protect privileged accounts, monitor privileged
activity, detect malicious privileged behavior and enforce privilege security on the endpoint. Our customers use our
innovative solutions to introduce this critical security layer to protect against, detect and respond to cyber attacks
before they strike vital systems and compromise sensitive data.
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We have a history of innovation. We started operations in 1999 with the vision of protecting high-value business data
and pioneered our Digital Vault technology, which is the foundation of our platform. That same year, we began
offering our first product, the Sensitive Information Management Solution (previously called the Sensitive Document
Vault), which provides a secure platform through which our customers' employees can share sensitive files. We
believe our early innovation in vaulting technology enabled us to evolve into a company that provides comprehensive
security solutions built for privileged accounts. In 2005, we introduced our Privileged Account Security Solution,
which has become our leading offering and reflects our emphasis on protecting privileged accounts across an
organization. Our Privileged Account Security Solution leverages a shared technology platform and consists of several
products: Enterprise Password Vault, SSH Key Manager, Privileged Session Manager, Privileged Threat Analytics,
Application Identity Manager, Endpoint Privilege Manager and On-Demand Privileges Manager.

We derive our revenues from licensing our cybersecurity software, selling maintenance and support contracts, and
providing professional services to the extent requested by customers. Our license revenues consist primarily of
revenues from sales of our Privileged Account Security Solution. Our customers typically purchase one year and, to a
lesser extent, three years, of maintenance and support in conjunction with their initial purchase of perpetual licenses
for our products. Thereafter, they can renew such maintenance and support for additional one or three-year periods.

We seek to foster long-term relationships with our customers. We have a significant opportunity to generate additional
revenues from our existing customers by helping them identify and address gaps in their current privileged account
security strategy. Our platform provides our customers flexibility to initially deploy one or more of our products for a
single use case and then expand usage over time to address more use cases, to add incremental licenses for more users
or systems or to license additional products from our comprehensive platform. We measure the perpetual license
maintenance renewal rate for our customers over a 12-month period, based on a dollar renewal rate of contracts
expiring during that time period. Our renewal rate for each of the years ended December 31, 2014, 2015 and 2016 was
over 90%. Our key strategies to maintain our renewal rate include focusing on the quality and reliability of our
product updates and our technical support services.

We sell our products directly and through a global network of channel partners, including distributors and resellers,
who then sell to their end customers. In 2016, we generated approximately 65% of our revenues through sales made
by our global network of channel partners, with the balance being generated through our direct sales force. When
analyzing our business, we refer to end customers as our customers throughout this annual report. We believe that our
hybrid sales model, which combines the leverage of channel sales with the account control of direct sales, will
continue to play an important role in the growth of our customer base. Our hybrid sales model has aided our global
growth by allowing us to partner with local distributors while being able to use our direct sales team in locations
where that approach is advantageous to our business.

We market and sell our solutions to organizations in a variety of industries and geographies. As of
December 31, 2016, we had approximately 3,100 customers, including approximately 50% of the Fortune 100
companies and more than 25% of the Global 2000 companies. We define a customer to include a distinct entity,
division or business unit of a company. The growth of our business and our future success depend on our ability to
expand our customer base and increase our sales to existing customers, which depend on many factors, including our
ability to expand our sales force, introduce new products and grow our relationships with channel partners. While each
of these areas presents significant opportunities for us, they also pose important challenges and risks that we must
successfully address in order to sustain the growth of our business and improve our results of operations. Additionally,
the IT security market in which we operate is characterized by intense competition, constant innovation and evolving
security needs, each of which may impact our ability to grow our business.

We have experienced strong growth over the last several years, as evidenced by a compound annual growth rate in
revenues of 45.0% from 2014 to 2016. We have also increased our number of employees and subcontractors from 430
as of December 31, 2014 to 823 as of December 31, 2016. We intend to continue to execute on our strategy of
growing our business to meet the needs of our customers and to pursue opportunities in new and to pursue
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opportunities in new and existing verticals, geographies and products. We intend to continue to invest in the
development of our sales and marketing teams, with a particular focus on expanding our channel partnerships,
targeting new customers, creating technology partnerships and solidifying relationships with existing customers. We
also plan to continue to invest in research and development in order to continue to develop technology for both
existing and new on-premise and cloud-based products and services.
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During the years ended December 31, 2014, 2015 and 2016, our revenues were $103.0 million, $160.8 million and
$216.6 million, respectively, representing year-over-year growth of 56.1% and 34.7% in 2015 and 2016, respectively,
and with maintenance and professional services comprising 37.7% and 39.3% of our revenues in 2015 and 2016,
respectively. Our net income for the years ended December 31, 2014, 2015 and 2016 was $10.0 million, $25.8 million
and $28.1 million, respectively.

Key Financial Metrics

We monitor several key financial metrics to help us evaluate growth trends, establish budgets, measure the
effectiveness of our sales and marketing efforts and assess operational efficiencies. The key financial metrics that we
monitor are as follows:

Year ended December 31,
2014 2015 2016
(in thousands)

Revenues $102,999 $160,812 $216,613
Non-GAAP operating income(1) 22,027 43,641 58,014
Non-GAAP net income(1) 15,836 35,262 45,245
Net cash provided by operating activities 23,195 59,160 56,310
Total deferred revenues (as of period-end) 32,160 54,389 73,506

(1)For a reconciliation of non-GAAP operating income to operating income and of non-GAAP net income to net
income, the nearest comparable GAAP measures, see "Item 3.A. Selected Financial Data."

Revenues. We derive our revenues from licensing our cybersecurity software, selling maintenance and support
contracts, and providing professional services to the extent requested by customers. We review our revenues generally
to assess the overall health of our business and our license revenues in particular to assess the adoption of our software
and our growth in the markets we serve.

We consider our license revenues to be particularly important in assessing our results of operations because license
fees impact both our short-term and long-term revenues. License purchases, whether by new customers or due to
usage expansion by existing customers, impact our revenues favorably in the short-term because we recognize
substantially all license fees immediately upon delivery. License purchases further contribute significantly to our
revenues in the long term because the size of our maintenance and support contracts is directly related to our licenses
revenues but revenues from maintenance and support contracts are recognized on a straight-line basis over the term of
the related contract. This fact, coupled with the high renewal rate for our maintenance and support contracts, means
that a meaningful portion of the revenues we report each period are recognized from deferred revenues generated by
maintenance and support contracts entered into during previous quarters.

The amount that a customer pays for a license can vary from a few thousand dollars to many millions of dollars
depending on its scope. We generally license our products on a price per user or price per server basis; however, our
license agreements with a small number of our largest customers do not contain any limit on the number of users or
servers in recognition of the size of the overall agreement. We also license certain of our products based on the
number of concurrent sessions monitored or endpoints secured. As a result, we do not track, and are unable to track,
the amount of license revenues we generate on a per user or per server basis. We do, however, maintain internal price
guidelines for different size transactions and, since our cost of license revenues is negligible, we generate incremental
profit from every license. Although we are focused on growing our customer base, we also do not focus on the exact
number of customers that we add in a given period because our revenues are also a function of the size of initial sales
to new customers and the size of upsells to existing customers. We seek to increase the number of large transactions
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that we enter into because they better leverage our operating expense base, and particularly our sales and marketing
expenses, and also generate larger maintenance and support contracts to drive future revenues and margins.
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Because the size of our maintenance and support contracts is directly related to our licenses revenues and because the
rates that we charge for professional services fluctuate very little, the drivers of changes in these sources of revenues
have to date been volume-based. Historically, there has been little fluctuation in price when we renew a contract for
maintenance and support or for professional services. While the demand for professional services is expected to
increase as our customers and license base grow, we expect that our channel partners will increase the amount of such
services that they provide. Therefore, while we expect an increase in the dollar amount of our professional services
revenue, we do not expect our professional services revenues to increase materially as a percentage of total revenues.

See "—Components of Statements of Operations—Revenues" for more information.

Non-GAAP Operating Income and Non-GAAP Net Income. Non-GAAP operating income and non-GAAP net
income are non-GAAP financial measures. We define non-GAAP operating income and non-GAAP net income as
operating income and net income, respectively, which each exclude (i) share-based compensation expense, (ii)
expenses related to the March 2015 public offering of ordinary shares by certain of our shareholders and to the June
2015 public offering of ordinary shares by us and certain of our shareholders, (iii) expenses related to acquisitions and
(iv) amortization of intangible assets related to acquisitions. Non-GAAP net income also excludes (i) financial
expenses resulting from the revaluation of warrants to purchase preferred shares and (ii) tax effects related to the
non-GAAP adjustments set forth above.

Because of varying available valuation methodologies, subjective assumptions and the variety of equity instruments
that can impact a company's non-cash expense, we believe that providing non-GAAP operating income and
non-GAAP net income that exclude, as appropriate, share-based compensation expenses, expenses relating to public
offerings of our ordinary shares, financial expenses resulting from the revaluation of warrants to purchase preferred
shares, expenses related to acquisitions, amortization of intangible assets related to acquisitions and the tax effects
related to these non-GAAP adjustments allows for more meaningful comparisons between our operating results from
period to period. Share-based compensation expense has been, and will continue to be for the foreseeable future, a
significant recurring expense in our business and an important part of the compensation we provide to employees.
Additionally, excluding financial expenses with respect to revaluation of warrants to purchase preferred shares allows
for more meaningful comparison between our net income from period to period. As these warrants were exercised in
connection with our initial public offering, they are no longer revalued at each balance sheet date. We also believe that
expenses related to the public offerings of our ordinary shares in March 2015 and June 2015, expenses related to our
acquisitions and amortization of intangible assets related to acquisitions, do not reflect the performance of our core
business and would impact period-to-period comparability. Each of our non-GAAP financial measures is an important
tool for financial and operational decision making and for evaluating our own operating results over different periods
of time. In particular, these financial measures reflect our operating expenses, the largest of which is currently sales
and marketing. Accordingly, we assess the effectiveness of our sales and marketing efforts in part by considering
whether increases in such expenditures are reflected in increased revenues and increased non-GAAP operating income
and non-GAAP net income. The material factors driving changes in these financial measures are discussed under the
subheading "Revenues" within "—Comparison of Period to Period Results of Operations."

Net Cash Provided by Operating Activities. We monitor net cash provided by operating activities as a measure of our
overall business performance. Our net cash provided by operating activities is driven in large part by net income and
from up-front payments for maintenance and support contracts and professional services. Monitoring net cash
provided by operating activities enables us to analyze our financial performance as it includes our deferred revenues
and removes the non-cash effects of certain items such as depreciation, amortization and share-based compensation
expense, thereby allowing us to better understand and manage the cash needs of our business. The material factors
driving changes in our net cash provided by operating activities are discussed under "—Comparison of Period to Period
Results of Operations."

Total Deferred Revenues. Our total deferred revenues consist of amounts that have been collected but that have not
yet been recognized as revenues because they do not meet the applicable criteria. The substantial majority of our
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deferred revenues consists of the unrecognized portion of upfront payments associated with maintenance and support
contracts. The remaining balance of our deferred revenues consists of payments for licenses, and, to a lesser extent,
professional services that could not yet be recognized. We monitor our total deferred revenues because it represents a
significant portion of revenues to be recognized in future periods. Substantially all of the increase in our total deferred
revenues has been from growth in our maintenance and support contracts which, in turn, is driven by growth of our
license revenues. The material factors driving changes in our license revenues are discussed under "—Comparison of
Period to Period Results of Operations."
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A.Operating Results

The following discussion and analysis should be read in conjunction with the section titled "Item 3.A. Selected
Financial Data" of this annual report and our consolidated financial statements and the related notes contained
elsewhere in this annual report. This discussion and analysis may contain forward-looking statements based upon
current expectations that involve risks and uncertainties. Our actual results may differ materially from those
anticipated in these forward-looking statements as a result of various factors, including those set forth in "Item 3.D.
Risk Factors" of this annual report. Our financial statements have been prepared in accordance with U.S. GAAP.

Components of Statements of Operations

Revenues

Our revenues consist of the following:

☐License Revenues. License revenues are generated primarily from sales of licenses for our cybersecurity software:
Privileged Account Security Solution and Sensitive Information Management Solution.

○

Privileged Account Security Solution – the substantial majority of our license revenues has been from sales of our
Privileged Account Security Solution. Customers can purchase Enterprise Password Vault, SSH Key Manager,
Privileged Session Manager, Privileged Threat Analytics, Application Identity Manager, Endpoint Privilege Manager
and On-Demand Privileges Manager. We license our Enterprise Password Vault to our customers based on the
number of privileged account users. We offer customers the choice of licensing our Privileged Session Manager based
on the number of devices secured or the number of concurrent sessions it monitors. We license our SSH Key
Manager, Application Identity Manager and On-Demand Privileges Manager to our customers based on the number of
servers that each such product protects. We license our Privileged Threat Analytics to customers based on the number
of protected endpoints, such as servers, desktops, databases or mobile devices. We license our Endpoint Privilege
Manager to our customers based on the number of protected endpoints such as servers and desktops.

○
Sensitive Information Management Solution–we generate additional license revenues through sales of our Sensitive
Information Management Solution, our first product to market. Customers license the Sensitive Information
Management Solution based on the permitted number of users of the software.

☐

Maintenance and Professional Services Revenues. Maintenance revenues are generated from maintenance and support
contracts purchased by our customers in order to gain access to the latest software enhancements and updates on an 'if
and when available' basis and to telephone and email technical support. We also offer professional services focused on
both deployment and training our customers to fully leverage the use of our products.

Geographic Breakdown of Revenues

The United States is our biggest market, with the balance of our revenues generated from the EMEA region and the
rest of the world, including North and South America (excluding the United States) as well as countries in the Asia
Pacific and Japan region. The following table sets forth the geographic breakdown of our revenues by region for the
periods indicated:

Year ended December 31,
2014 2015 2016
(in thousands)

United States $60,761 59.0 % $92,034 57.2 % $125,749 58.1 %
EMEA 33,198 32.2 % 50,644 31.5 % 68,094 31.4 %
Rest of World 9,040 8.8 % 18,134 11.3 % 22,770 10.5 %

Edgar Filing: CyberArk Software Ltd. - Form 20-F

74



Total revenues $102,999 100.0% $160,812 100.0% $216,613 100.0%
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Cost of Revenues

Our total cost of revenues consists of the following:

☐
Cost of License Revenues. Cost of license revenues consists primarily of shipping costs associated with delivery of
our software, amortization of intangible assets and license payments to third-party software vendors. We expect the
absolute cost of license revenues to increase as our license revenues increase.

☐

Cost of Maintenance and Professional Services Revenues. Cost of maintenance and professional services revenues
primarily consists of personnel costs for our global customer support and professional services organization. Such
costs consist of salaries, benefits, bonuses, share-based compensation and subcontractors' fees. We expect the absolute
cost of maintenance and professional services revenues to increase as our customer base grows and as we hire
additional professional services and technical support personnel.

Gross Profit and Gross Margin

Gross profit is total revenues less total cost of revenues. Gross margin is gross profit expressed as a percentage of total
revenues. Our gross margin has historically fluctuated slightly from period to period as a result of changes in the mix
of license revenues and maintenance and professional services revenues and we expect this pattern to continue.

Operating Expenses

Our operating expenses are classified into three categories: research and development, sales and marketing and
general and administrative. For each category, the largest component is personnel costs, which consists of salaries,
employee benefits (including commissions and bonuses) and share-based compensation expense. Operating expenses
also include allocated overhead costs for facilities and foreign currency hedging contracts gains and losses. Allocated
costs for facilities primarily consist of rent and office maintenance and utilities. Operating expenses are generally
recognized as incurred. We expect personnel and all allocated costs to continue to increase in absolute dollars as we
hire new employees and add facilities to continue to grow our business. We expect operating margins to decline in the
near term compared to prior periods as we further increase our headcount to support the future growth of our business.

Research and Development. Research and development expenses consist primarily of personnel costs attributable to
our research and development personnel and consultants as well as allocated overhead costs and amortization of
intangibles assets. We expense research and development expenses as incurred. We expect that our research and
development expenses will continue to increase in absolute dollars as we continue to grow our research and
development headcount to further strengthen our technology platform and invest in the development of both existing
and new products.

Sales and Marketing. Sales and marketing expenses are the largest component of our operating expenses and consist
primarily of personnel costs, including variable compensation, as well as marketing and business development costs,
product certifications, travel expenses, allocated overhead costs and amortization of intangibles assets. We expect that
sales and marketing expenses will continue to increase in absolute dollars and, in the near term, as a percentage of our
revenues as we plan to expand our sales and marketing efforts globally. We expect sales and marketing expenses will
remain our largest category of operating expenses.

General and Administrative. General and administrative expenses consist primarily of personnel costs for our
executive, finance, human resources, legal and administrative personnel. General and administrative expenses also
include external legal, accounting and other professional service fees. We expect that general and administrative
expense will increase in absolute dollars as we grow and expand our operations and operate as a public company,
including higher legal, corporate insurance, investor relations and accounting expenses, and the additional costs
relating to our ongoing regulatory compliance efforts.
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Financial Income (Expenses), Net

Financial income (expenses), net consists of interest income, foreign currency exchange gains or losses, foreign
exchange forward transactions and warrant liability expenses. Interest income consists of interest earned on our cash,
cash equivalents, short-term bank deposits and marketable securities. We expect interest income to vary depending on
our average investment balances and market interest rates during each reporting period. Foreign currency exchange
changes reflect gains or losses related to transactions denominated in currencies other than the U.S. dollar. Warrant
liability changes relate to our preferred share warrants. Our preferred share warrants were classified as a liability on
our consolidated balance sheets and, as such, were remeasured to fair value each period with a corresponding expense
from the adjustment recorded as financial income (expenses), net. Immediately prior to the completion of our initial
public offering, all of our preferred share warrants were exercised and, accordingly, we no longer record any financial
expenses in respect of them on our statement of operations. As of the most recent reporting period, we did not have
any indebtedness for borrowed amounts.

Taxes on Income

The standard corporate tax rate in Israel is currently 24.0%, and was 25.0% for 2016 and 26.5% for 2015. As of 2018,
the corporate tax rate will be 23%.

As discussed in greater detail below under "Israeli Tax Consideration and Government Programs", we have received
various tax benefits under the Investment Law. Under the Investment Law, our effective tax rate to be paid with
respect to our Israeli taxable income under these benefits programs is 16.0%.

Under the Investment Law and other Israeli legislation, we are entitled to certain additional tax benefits, including
accelerated depreciation and amortization rates for tax purposes on certain assets and deduction of public offering
expenses in three equal annual installments. 

Our non-Israeli subsidiaries are taxed according to the tax laws in their respective jurisdictions of organization. Due to
our multi-jurisdictional operations, we apply significant judgment to determine our consolidated income tax position.

Comparison of Period to Period Results of Operations

The following table sets forth our results of operations in dollars and as a percentage of revenues for the periods
indicated:

Year ended December 31,
2014 2015 2016

Amount
% of
Revenues Amount

% of
Revenues Amount

% of
Revenues

(in thousands, except for %)
Revenues:
License $61,320 59.5 % $100,113 62.3 % $131,530 60.7 %
Maintenance and professional services 41,679 40.5 60,699 37.7 85,083 39.3

Total revenues 102,999 100.0 160,812 100.0 216,613 100.0

Cost of revenues:
License 2,654 2.6 5,088 3.2 4,726 2.2
Maintenance and professional services 12,053 11.7 17,572 10.9 25,425 11.7

Total cost of revenues 14,707 14.3 22,660 14.1 30,151 13.9
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Gross profit 88,292 85.7 138,152 85.9 186,462 86.1

Operating expenses:
Research and development 14,400 14.0 21,734 13.5 34,614 16.0
Sales and marketing 44,943 43.6 66,206 41.2 93,775 43.3
General and administrative 8,495 8.2 16,990 10.6 22,117 10.2

Total operating expenses 67,838 65.8 104,930 65.3 150,506 69.5

Operating income 20,454 19.9 33,222 20.6 35,956 16.6
Financial income (expenses), net (5,988 ) (5.8 ) (1,479 ) (0.9 ) 245 0.1

Income before taxes on income 14,466 14.1 31,743 19.7 36,201 16.7
Taxes on income (4,512 ) (4.4 ) (5,949 ) (3.7 ) (8,077 ) (3.7 )

Net income $9,954 9.7 % $25,794 16.0 % $28,124 13.0 %
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Year Ended December 31, 2015 Compared to Year Ended December 31, 2016

Revenues

Year ended December 31,
2015 2016 Change

Amount
% of
Revenues Amount

% of
Revenues Amount %

($ in thousands)
Revenues:
License $100,113 62.3 % $131,530 60.7 % $31,417 31.4%
Maintenance and professional services 60,699 37.7 85,083 39.3 24,384 40.2

Total revenues $160,812 100.0 % $216,613 100.0 % $55,801 34.7%

Revenues increased by $55.8 million, or 34.7%, from $160.8 million in 2015 to $216.6 million in 2016. This increase
was due to increased sales of our solutions. This increase was also driven by growth in both our license revenues and
our maintenance and professional services revenues. This growth was most pronounced in the United States, where
revenues increased by $33.7 million compared to increases of $17.5 million in EMEA and $4.6 million in the rest of
the world. The significant increase in revenues from the United States primarily resulted from a higher volume of
deals including large transactions of greater than $1.0 million each that together accounted for $21.6 million. Multiple
large transactions or even a single large transaction in a specific period could materially impact relative growth rates
among our different regions for a particular period. We increased our number of customers from approximately 2,500
as of December 31, 2015 to approximately 3,100 as of December 31, 2016.

License revenues increased by $31.4 million, or 31.4%, from $100.1 million in 2015 to $131.5 million in 2016. In
2016, approximately 60.0% of license revenues were generated from sales to customers from whom we had generated
revenues before this period. Substantially all of the license revenue growth resulted from increased sales of our
Privileged Account Security Solution, driven by increased demand for our Enterprise Password Vault and Privileged
Session Manager.

Maintenance and professional services revenues increased by $24.4 million, or 40.2%, from $60.7 million in 2015 to
$85.1 million in 2016. Maintenance revenues increased by $21.3 million from $48.1 million in 2015 to $69.4 million
in 2016, with renewals accounting for approximately $11.9 million and initial maintenance contracts for
approximately $9.4 million, respectively, of this increase. Professional services revenues increased by $3.1 million
from $12.6 million in 2015 to $15.7 million in 2016 primarily due to the provision of more services to customers.
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Cost of Revenues and Gross Profit

Year ended December 31,
2015 2016 Change
Amount % of Revenues Amount % of Revenues Amount %
($ in thousands)

Cost of revenues:
License $5,088 3.2 % $4,726 2.2 % $(362 ) (7.1 )%
Maintenance and professional
services 17,572 10.9 25,425 11.7 7,853 44.7

Total cost of revenues $22,660 14.1 % $30,151 13.9 % $7,491 33.1%

Gross profit $138,152 85.9 % $186,462 86.1 % $48,310 35.0%

Cost of license revenues decreased by $0.4 million, or 7.1%, from $5.1 million in 2015 to $4.7 million in 2016. The
decrease in cost of license revenues was driven primarily by the contribution of our in-house Endpoint Privilege
Manager product compared to the third-party product resold in 2015.

Cost of maintenance and professional services revenues increased by $7.8 million, or 44.7%, from $17.6 million in
2015 to $25.4 million in 2016. The increase in cost of maintenance and professional services revenues was driven
primarily by a $6.2 million increase in personnel costs and related expenses as our technical support and professional
services headcount grew from 118 at the end of 2015 to 166 at the end of 2016.

Gross profit increased by $48.3 million, or 35.0%, from $138.2 million in 2015 to $186.5 million in 2016. Gross
margins increased from 85.9% in 2015 to 86.1% in 2016. This increase was driven by our revenue growth outpacing
the growth of our cost of revenue as well as higher margin contribution of our in-house Endpoint Privilege Manager
product compared to the third-party product resold in 2015.

Operating Expenses

Year ended December 31,
2015 2016 Change

Amount
% of
Revenues Amount

% of
Revenues Amount %

($ in thousands)
Operating expenses:
Research and development $21,734 13.5 % $34,614 16.0 % $12,880 59.3%
Sales and marketing 66,206 41.2 93,775 43.3 27,569 41.6
General and administrative 16,990 10.6 22,117 10.2 5,127 30.2

Total operating expenses $104,930 65.3 % $150,506 69.5 % $45,576 43.4%
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Research and Development. Research and development expenses increased by $12.9 million, or 59.3%, from
$21.7 million in 2015 to $34.6 million in 2016. This increase was primarily attributable to a $10.3 million increase in
personnel costs and related expenses as we increased our research and development team headcount from 176 at the
end of 2015 (including approximately 30 employees who joined us following the acquisitions of Cybertinel and
Viewfinity which occurred in the second half of 2015) to 205 at the end of 2016 to support continued investment in
our future product and service offerings. The increase was also attributable to a $1.2 million increase related to
amortization of intangible assets from our acquisitions.

Sales and Marketing. Sales and marketing expenses increased by $27.6 million, or 41.6%, from $66.2 million in 2015
to $93.8 million in 2016. This increase was primarily attributable to a $19.6 million increase in personnel costs and
related expenses due to increased headcount in all regions to expand our sales and marketing organization coupled
with a $3.1 million increase in expenses related to our marketing programs and a $1.6 million increase in travel and
related expenses. The increase was also attributable to a $1.2 million increase related to amortization of intangible
assets from our acquisitions. Our sales and marketing headcount grew from 294 at the end of 2015 to 377 at the end of
2016.

General and Administrative. General and administrative expenses increased by $5.1 million, or 30.2%, from
$17.0 million in 2015 to $22.1 million in 2016. This increase was primarily attributable to an increase of $4.3 million
in personnel costs and related expenses due to increased headcount.

Financial Income (Expenses), Net. Financial income (expenses), net changed by $1.7 million from $1.5 million of
expenses in 2015 to $0.2 million of income in 2016. This change resulted primarily from an increase of $1.4 million in
interest income from investments in marketable securities and short and long term deposits.

Taxes on Income. Taxes on income increased from $5.9 million in 2015 to $8.1 million in 2016. This increase was
attributable to the increase in pre-tax income coupled with certain tax benefits we were able to recognize in 2015
resulting from acquisitions.

Year Ended December 31, 2014 Compared to Year Ended December 31, 2015

Revenues

Year ended December 31,
2014 2015 Change

Amount
% of
Revenues Amount

% of
Revenues Amount %

($ in thousands)
Revenues:
License $61,320 59.5 % $100,113 62.3 % $38,793 63.3%
Maintenance and professional services 41,679 40.5 60,699 37.7 19,020 45.6

Total revenues $102,999 100.0 % $160,812 100.0 % $57,813 56.1%

Revenues increased by $57.8 million, or 56.1%, from $103.0 million in 2014 to $160.8 million in 2015. This increase
was due to increased sales of our solutions. This increase was also driven by growth in both our license revenues and
our maintenance and professional services revenue. This growth was most pronounced in the United States where
revenues increased by $31.3 million compared to increases of $17.4 million in EMEA and $9.1 million in the rest of
the world. The significant increase in revenues from the United States primarily resulted from a higher volume of
deals including large transactions of greater than $1.0 million each that together accounted for $11.7 million. Multiple
large transactions or even a single large transaction in a specific period could materially impact relative growth rates
among our different regions for a particular period. We increased our number of customers from approximately 1,800
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as of December 31, 2014 to approximately 2,500 as of December 31, 2015.

License revenues increased by $38.8 million, or 63.3%, from $61.3 million in 2014 to $100.1 million in 2015. In
2015, approximately 50% of license revenues were generated from sales to customers from whom we had generated
revenues before this period. Substantially all of the license revenue growth resulted from increased sales of our
Privileged Account Security Solution, driven by increased demand for our Enterprise Password Vault and Privileged
Session Manager.
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Maintenance and professional services revenues increased by $19.0 million, or 45.6%, from $41.7 million in 2014 to
$60.7 million in 2015. Maintenance revenues increased by $15.0 million from $33.1 million in 2014 to $48.1 million
in 2015, with renewals accounting for approximately $4.7 million and initial maintenance contracts for approximately
$10.3 million, respectively, of this increase. Professional services revenues increased by $4.0 million from $8.6
million in 2014 to $12.6 million in 2015 due to the provision of more services to customers.

Cost of Revenues and Gross Profit

Year ended December 31,
2014 2015 Change

Amount
% of
Revenues Amount

% of
Revenues Amount %

($ in thousands)
Cost of revenues:
License $2,654 2.6 % $5,088 3.2 % $2,434 91.7%
Maintenance and
professional services 12,053 11.7 17,572 10.9 5,519 45.8

Total cost of revenues $14,707 14.3 % $22,660 14.1 % $7,953 54.1%

Gross profit $88,292 85.7 % $138,152 85.9 % $49,860 56.5%

Cost of license revenues increased by $2.4 million, or 91.7%, from $2.7 million in 2014 to $5.1 million in 2015. The
increase in cost of license revenues was driven primarily by an increase in license revenue and amortization of
intangible assets from our recent acquisitions.

Cost of maintenance and professional services revenues increased by $5.5 million, or 45.8%, from $12.1 million in
2014 to $17.6 million in 2015. The increase in cost of maintenance and professional services revenues was driven
primarily by a $3.5 million increase in personnel costs and related expenses as our technical support and professional
services headcount grew from 76 at the end of 2014 to 118 at the end of 2015.

Gross profit increased by $49.9 million, or 56.5%, from $88.3 million in 2014 to $138.2 million in 2015. Gross
margins increased from 85.7% in 2014 to 85.9% in 2015. This increase was driven by our revenue growth outpacing
the growth of our cost of revenue.
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Operating Expenses

Year ended December 31,
2014 2015 Change

Amount
% of
Revenues Amount

% of
Revenues Amount %

($ in thousands)
Operating expenses:
Research and development $14,400 14.0 % $21,734 13.5 % $7,334 50.9 %
Sales and marketing 44,943 43.6 66,206 41.2 21,263 47.3
General and administrative 8,495 8.2 16,990 10.6 8,495 100.0

Total operating expenses $67,838 65.8 % $104,930 65.3 % $37,092 54.7 %

Research and Development. Research and development expenses increased by $7.3 million, or 50.9%, from
$14.4 million in 2014 to $21.7 million in 2015. This increase was primarily attributable to a $5.7 million increase in
personnel costs and related expenses as we increased our research and development team headcount from 119 at the
end of 2014 to 176 at the end of 2015 to support continued investment in our future product and service offerings. The
increase was also attributable to a $0.7 million increase related to amortization of intangible assets from our recent
acquisitions.

Sales and Marketing. Sales and marketing expenses increased by $21.3 million, or 47.3%, from $44.9 million in 2014
to $66.2 million in 2015. This increase was primarily attributable to a $17.5 million increase in expenses for salaries
and related expenses due to increased headcount in all regions to expand our sales and marketing organization coupled
with a $1.6 million increase in expenses related to our marketing programs and a $0.7 million increase in travel and
related expenses. Our sales and marketing headcount grew from 202 at the end of 2014 to 294 at the end of 2015.

General and Administrative. General and administrative expenses increased by $8.5 million, or 100.0%, from
$8.5 million in 2014 to $17.0 million in 2015. This increase was primarily attributable to an increase of $4.0 million in
payroll expenses, including variable compensation to executive management, due to increased headcount coupled with
a $3.5 million increase in legal and accounting fees of which $2.2 million was expenses related to acquisitions and
expenses related to the public offerings of our ordinary shares in March 2015 and June 2015.

Financial Expenses, Net. Financial expenses decreased by $4.5 million from $6.0 million in 2014 to $1.5 million in
2015. This decrease resulted primarily from expenses associated with the revaluation of fair value of warrants to
purchase series B3 preferred shares of $4.3 million in 2014.

Taxes on Income. Taxes on income increased from $4.5 million in 2014 to $5.9 million in 2015. This increase was
attributable to the increase in pre-tax income partially offset by tax benefits we had from our recent acquisitions.

Application of Critical Accounting Policies and Estimates

Our accounting policies and their effect on our financial condition and results of operations are more fully described
in our consolidated financial statements included elsewhere in this annual report. We have prepared our financial
statements in conformity with U.S. GAAP, which requires management to make estimates and assumptions that in
certain circumstances affect the reported amounts of assets and liabilities, revenues and expenses and disclosure of
contingent assets and liabilities. These estimates are prepared using our best judgment, after considering past and
current events and economic conditions. While management believes the factors evaluated provide a meaningful basis
for establishing and applying sound accounting policies, management cannot guarantee that the estimates will always
be consistent with actual results. In addition, certain information relied upon by us in preparing such estimates
includes internally generated financial and operating information, external market information, when available, and
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when necessary, information obtained from consultations with third-parties. Actual results could differ from these
estimates and could have a material adverse effect on our reported results. See "Item 3.D. Risk Factors" for a
discussion of the possible risks which may affect these estimates.

We believe that the accounting policies discussed below are critical to our financial results and to the understanding of
our past and future performance, as these policies relate to the more significant areas involving management's
estimates and assumptions. We consider an accounting estimate to be critical if: (1) it requires us to make assumptions
because information was not available at the time or it included matters that were highly uncertain at the time we were
making our estimate; and (2) changes in the estimate could have a material impact on our financial condition or results
of operations.

46

Edgar Filing: CyberArk Software Ltd. - Form 20-F

86



Revenue Recognition

We account for our software licensing sales in accordance with the Financial Accounting Standards Board, or FASB,
Accounting Standards Codification, or ASC, 985-605, "Software Revenue Recognition." ASC 985-605 generally
requires revenues earned on software arrangements involving multiple elements to be allocated to each element based
on the relative fair value of the elements when Vendor Specific Objective Evidence, or VSOE, of fair value exists for
all elements and to be allocated to the different elements in the arrangement under the "residual method" when VSOE
of fair value exists for all undelivered elements and no VSOE exists for the delivered elements.

Maintenance and professional services are sold separately and therefore the selling price (VSOE) is based on
stand-alone transactions.

Under the residual method, at the outset of the arrangement with the customer, we defer revenues for the fair value of
our undelivered elements and recognize revenues for the remainder of the arrangement fee attributable to the elements
initially delivered in the arrangement (software product) when all other criteria in ASC 985-605 have been met. Any
discount in the arrangement is allocated to the delivered element.

We recognize software license revenues when persuasive evidence of an arrangement exists, the software license has
been delivered, there are no uncertainties surrounding product acceptance, there are no significant future performance
obligations, the license fees are fixed or determinable and collection of the license fee is considered probable. Fees for
arrangements with payment terms extending beyond customary payment terms are considered not to be fixed or
determinable, in which case revenues are deferred and recognized when payments become due from the customer
provided that all other revenue recognition criteria have been met.

Revenues from maintenance and support contracts are recognized ratably on a straight-line basis over the term of the
related contract which is typically one year and, to a lesser extent, three years, and revenues from professional services
which consist mostly of time and material services are recognized as the services are performed. Our agreements with
resellers are non-exchangeable, non-refundable, non-returnable and carry no rights of price protection. Accordingly,
we consider resellers as customers.

We do not grant a right of return to our customers.  In transactions where a customer's contractual terms include a
substantive provision for customer acceptance, revenues are recognized when such acceptance has been obtained or
when the acceptance provision has lapsed.

Deferred revenues include unearned amounts received under maintenance and support contracts, professional services
and amounts received from customers for licenses that do not meet the revenue recognition criteria as of the balance
sheet date.

Derivative instruments

ASC No. 815, "Derivative and Hedging", requires companies to recognize all of their derivative instruments as either
assets or liabilities in the statement of financial position at fair value. For those derivative instruments that are
designated and qualify as hedging instruments, a company must designate the hedging instrument, based upon the
exposure being hedged, as a fair value hedge, cash flow hedge or a hedge of a net investment in a foreign operation.

For derivative instruments that are designated and qualify as a cash flow hedge (i.e., hedging the exposure to
variability in expected future cash flows that is attributable to a particular risk), the effective portion of the gain or loss
on the derivative instrument is reported as a component of other comprehensive income and reclassified into earnings
in the same period or periods during which the hedged transaction affects earnings. The remaining gain or loss on the
derivative instrument in excess of the cumulative change in the present value of future cash flows of the hedged item,
if any, is recognized in current earnings during the period of change.
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To hedge against the risk of overall changes in cash flows resulting from foreign currency salary payments during the
year, we have instituted a foreign currency cash flow hedging program. We hedge a portion of our forecasted expenses
denominated in NIS. These forward and option contracts are designated as cash flow hedges, as defined by ASC 815,
and are all effective, as their critical terms match underlying transactions being hedged.

In addition to the derivatives that are designated as hedges as discussed above, we also enter into certain foreign
exchange forward transactions to economically hedge certain account receivables in Euro and GBP. Gains and losses
related to such derivative instruments are recorded in financial income (expenses), net.
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Share-Based Compensation

Option Valuations

Under U.S. GAAP, we account for share-based compensation for employees in accordance with the provisions of the
FASB's ASC Topic 718 "Compensation—Stock Based Compensation," or ASC 718, which requires us to measure the
cost of options based on the fair value of the award on the grant date.

We selected the Black-Scholes-Merton option pricing model as the most appropriate method for determining the
estimated fair value of options. The resulting cost of an equity incentive award is recognized as an expense over the
requisite service period of the award, which is usually the vesting period. We recognize compensation expense over
the vesting period using the straight-line method and classify these amounts in the consolidated financial statements
based on the department to which the related employee reports.

The determination of the grant date fair value of options using the Black-Scholes-Merton option pricing model is
affected by estimates and assumptions regarding a number of complex and subjective variables. These variables
include the expected volatility of our share price over the expected term of the options, share option exercise,
cancellation behaviors, risk-free interest rates and expected dividends, which are estimated as follows:

☐



Fair Value of our Ordinary Shares. Because our shares were not publicly traded before September 24, 2014, we
estimated the fair value of ordinary shares based on a number of objective and subjective factors consistent with the
methodologies outlined in the American Institute of Certified Public Accountants Practice Aid, Valuation of
Privately-Held-Companies Equity Securities Issued as Compensation, and based on independent third-party
valuations that we obtained on a periodic basis. Following our initial public offering on September 24, 2014, our
ordinary shares are publicly traded, and therefore we currently base the value of our ordinary shares on their market
price.

☐
Expected Term. The expected term of options granted represents the period of time that options granted are expected
to be outstanding, and is determined based on the simplified method in accordance with ASC No. 718-10-S99-1,
(SAB No. 110), as adequate historical experience is not available to provide a reasonable estimate.

☐Volatility. The expected share price volatility was based on the historical equity volatility of the ordinary shares of
comparable companies that are publicly traded.

☐Risk-free Rate. The risk-free interest rate is based on the yield from U.S. Treasury zero-coupon bonds with a term
equivalent to the contractual life of the options.

☐Dividend Yield. We have never declared or paid any cash dividends and do not presently plan to pay cash dividends
in the foreseeable future. Consequently, we used an expected dividend yield of zero.

Warrants to Purchase Preferred Shares

Prior to our initial public offering, we accounted for freestanding warrants to purchase our preferred shares as a
liability on our balance sheet at fair value. We recorded warrants to purchase preferred shares as a liability because the
underlying preferred shares were contingently redeemable (upon a deemed liquidation event) and, therefore, could
have required us to transfer assets. The warrants were subject to re-measurement to fair value at each balance sheet
date and any change in fair value was recognized as a component of financial income (expense), net, on the
consolidated statements of comprehensive income.

We recorded the warrants at their estimated fair value utilizing the option pricing model with changes in the fair value
of the warrant liability reflected in financial income (expense), net. Upon the completion of our initial public offering,

Edgar Filing: CyberArk Software Ltd. - Form 20-F

89



the warrants were exercised to Series B3 preferred shares and later converted to ordinary shares. We re-measured the
warrants as of the conversion date using the intrinsic value based on the initial public offering price.
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During the year ended December 31, 2014, we recognized financial expenses in the amount of $4.3 million from the
re-measurement of the fair value of the warrants.

Goodwill and other Intangible Assets

Goodwill and certain other purchased intangible assets have been recorded in our financial statements as a result of
acquisitions. Goodwill represents excess of the costs over the net tangible and intangible assets acquired of businesses
acquired under ASC No. 350, "Intangible - Goodwill and other," ("ASC 350") according to which goodwill is not
amortized. In addition, the costs of intangible assets that were purchased from others for use in research and
development activities were recorded as assets to the extent that they have alternative future use.

ASC 350 requires goodwill to be tested for impairment at least annually or between annual tests in certain
circumstances, and written down when impaired. We operate as one reporting unit. Therefore, goodwill is tested for
impairment by comparing the fair value of the reporting unit with its carrying value. We elect to perform an annual
impairment test of goodwill as of October 1 of each year, or more frequently if impairment indicators are present.

Purchased intangible assets with finite lives are carried at cost, less accumulated amortization. Amortization is
computed over the estimated useful lives of the respective assets which range from one to 13 years. Acquired
customer relationship and backlog are amortized over their estimated useful lives in proportion to the economic
benefits realized. Other intangible assets consist primarily of technology are amortized over their estimated useful
lives on a straight-line basis.

For the years ended December 31, 2015 and 2016, no impairment losses were identified.

Income Taxes

As part of the process of preparing our consolidated financial statements we are required to estimate our taxes in each
of the jurisdictions in which we operate. We account for income taxes in accordance with ASC Topic 740, "Income
Taxes," or ASC Topic 740. ASC Topic 740 prescribes the use of an asset and liability method whereby deferred tax
asset and liability account balances are determined based on the temporary difference between book value and tax
bases of assets and liabilities and carryforward tax losses. Deferred taxes are measured using the enacted tax rates and
laws that will be in effect when the differences are expected to reverse. We exercise judgment and provide a valuation
allowance, if necessary, to reduce deferred tax assets to their estimated realizable value if it is more likely than not that
some portion or all of the deferred tax asset will not be realized.

We established reserves for uncertain tax positions based on the evaluation of whether or not the Company's uncertain
tax position is "more likely than not" to be sustained upon examination. The Company records interest and penalties
pertaining to its uncertain tax positions in the financial statements as income tax expense.

Israeli Tax Considerations and Government Programs

The following is a brief summary of the material Israeli tax laws applicable to us, and certain Israeli Government
programs that benefit us. To the extent that the discussion is based on new tax legislation that has not yet been subject
to judicial or administrative interpretation, we cannot assure you that the appropriate tax authorities or the courts will
accept the views expressed in this discussion. The discussion below is subject to change, including due to amendments
under Israeli law or changes to the applicable judicial or administrative interpretations of Israeli law, which change
could affect the tax consequences described below.

General Corporate Tax Structure in Israel
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Israeli companies are generally subject to corporate tax on their taxable income. In 2017, the corporate tax rate is
24.0% (in 2015 and 2016, the corporate tax rate was 26.5% and 25.0%, respectively). In 2018, the corporate tax rate
will be 23%. However, the effective tax rate payable by a company that derives income from an Approved Enterprise,
a Benefited Enterprise or a Preferred Enterprise (as discussed below) may be considerably less. Capital gains derived
by an Israeli company are generally subject to tax at the prevailing regular corporate tax rate.
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Tax Benefits and Grants for Research and Development

Israeli tax law allows, under certain conditions, a tax deduction for research and development expenditures, including
capital expenditures, for the year in which they are incurred if:

☐the expenditures are approved by the relevant Israeli government ministry, determined by the field of research;

☐the research and development is for the promotion or development of the company; and

☐the research and development is carried out by or on behalf of the company seeking the deduction.

However, the amount of such deductible expenses shall be reduced by the sum of any funds received through
government grants for the finance of such scientific research and development projects. Expenditures not so approved
are deductible over a three-year period from the first year that the expenditures were made if the research or
development is for the promotion or development of the company.

Law for the Encouragement of Industry (Taxes), 5729-1969

The Law for the Encouragement of Industry (Taxes), 5729-1969, generally referred to as the Industry Encouragement
Law, provides several tax benefits for "Industrial Companies".

The Industry Encouragement Law defines an "Industrial Company" as an Israeli resident company which was
incorporated in Israel, of which 90% or more of its income in any tax year, other than income from certain
government loans, is derived from an "Industrial Enterprise" owned by it and located in Israel. An "Industrial
Enterprise" is defined as an enterprise whose principal activity in a given tax year is industrial production.

The following tax benefits, among others, are available to Industrial Companies:

☐ 
deduction of the cost of purchased know-how, patents and rights to use a patent and know-how which are
used for the development or promotion of the Industrial Enterprise, over an eight-year period commencing
on the year in which such rights were first exercised;

☐under limited conditions, an election to file consolidated tax returns together with Israeli Industrial Companies
controlled by it; and

☐expenses related to a public offering are deductible in equal amounts over three years commencing on the year of
offering.

Eligibility for benefits under the Industry Encouragement Law is not contingent upon the approval of any
governmental authority. We believe that we qualify as an Industrial Company within the meaning of the Industry
Encouragement Law. The Israel Tax Authority may determine that we do not qualify as an Industrial Company, which
could entail our loss of the benefits that relate to this status. There can be no assurance that we will continue to qualify
as an Industrial Company or that the benefits described above will be available in the future.

Law for the Encouragement of Capital Investments, 5719-1959

The Law for the Encouragement of Capital Investments, 5719-1959, generally referred to as the Investment Law,
provides certain incentives for capital investments in production facilities (or other eligible assets) by "Industrial
Enterprises" (as defined under the Investment Law).

Edgar Filing: CyberArk Software Ltd. - Form 20-F

93



The Investment Law was significantly amended effective April 1, 2005, or the 2005 Amendment, further amended as
of January 1, 2011, or the 2011 Amendment, and further amended as of January 1, 2017, or the 2017 Amendment.
Pursuant to the 2005 Amendment, tax benefits granted in accordance with the provisions of the Investment Law prior
to its revision by the 2005 Amendment remain in force but any benefits granted subsequently are subject to the
provisions of the 2005 Amendment. Similarly, the 2011 Amendment introduced new benefits to replace those granted
in accordance with the provisions of the Investment Law in effect prior to the 2011 Amendment. However, companies
entitled to benefits under the Investment Law as in effect prior to January 1, 2011 were entitled to choose to continue
to enjoy such benefits, provided that certain conditions are met, or elect instead, irrevocably, to forego such benefits
and have the benefits of the 2011 Amendment apply. The 2017 Amendment introduces new benefits for
Technological Enterprises, alongside the existing tax benefits.
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Tax Benefits Prior to the 2005 Amendment

An investment program that is implemented in accordance with the provisions of the Investment Law prior to the
2005 Amendment, referred to as an "Approved Enterprise", is entitled to certain benefits. A company that wished to
receive benefits as an Approved Enterprise must have received approval from the Israeli Authority for Investments
and Development of the Industry and Economy, or the Investment Center. Each certificate of approval for an
Approved Enterprise relates to a specific investment program, delineated both by the financial scope of the
investment, including sources of funds, and by the physical characteristics of the facility or other assets.

In general, an Approved Enterprise is entitled to receive a cash grant from the Government of Israel or an alternative
package of tax benefits, known as the alternative benefits track. The tax benefits available under any certificate of
approval relate only to taxable income attributable to the specific program and are contingent upon meeting the
criteria set out in such certificate. Income derived from activity that is not integral to the activity of the Approved
Enterprise will not enjoy tax benefits.

The tax benefits under the alternative benefits track include an exemption from corporate tax on undistributed income
which was generated from an Approved Enterprise for between two and ten years from the first year of taxable
income, depending on the geographic location of the Approved Enterprise facility within Israel, and the taxation of
income generated from an Approved Enterprise at a reduced corporate tax rate of between 10% to 25% for the
remainder of the benefits period, depending on the level of foreign investment in the company in each year, as detailed
below. The benefits commence on the date in which that taxable income is first earned. The benefits period under
Approved Enterprise status is limited to 12 years from the year in which the production commenced (as determined by
the Investment Center), or 14 years from the year of receipt of the approval as an Approved Enterprise, whichever
ends earlier. If a company has more than one Approved Enterprise program or if only a portion of its capital
investments are approved, its effective tax rates is the result of a weighted combination of the applicable tax rates. The
entitlement to the above benefits is subject to fulfillment of certain conditions, according to the law and related
regulations.

In addition, a company that has an Approved Enterprise program is eligible for further tax benefits if it qualifies as a
Foreign Investors' Company, or an FIC, which is a company with a level of foreign investment, as defined in the
Investment Law, of more than 25%. The level of foreign investment is measured as the percentage of rights in the
company (in terms of shares, rights to profits, voting and appointment of directors), and of combined share and loan
capital, that are owned, directly or indirectly, by persons who are not residents of Israel. The determination as to
whether a company qualifies as an FIC is made on an annual basis. A company that qualifies as an FIC and has an
Approved Enterprise program is eligible for an extension of the period during which it is to tax benefits under its
Approved Enterprise status (so that the benefits period may be up to ten years) and for further tax benefits if the level
of foreign investment is 49% or more. If a company that has an Approved Enterprise program is a wholly owned
subsidiary of another company, then the percentage of foreign investments is determined based on the percentage of
foreign investment in the parent company. As specified above, depending on the geographic location of the Approved
Enterprise within Israel, income derived from the Approved Enterprise program may be exempt from tax on its
undistributed income for a period of between two to ten years, and will be subject to a reduced corporate tax rate for
the remainder of the benefits period. The tax rate for the remainder of the benefits period will be 25%, unless the level
of foreign investment is at least 49% (20% if the foreign investment is 49% or more but less than 74%; 15% if 74% or
more but less than 90%; and 10% if 90% or more).

If a company elects the alternative benefits track and subsequently distributes a dividend out of income derived by its
Approved Enterprise during the tax exemption period it will be subject to corporate tax in respect of the amount of the
distributed dividend (grossed-up to reflect the pre-tax income that it would have had to earn in order to distribute the
dividend) at the corporate tax rate which would have been otherwise applicable if such income had not been
tax-exempted under the alternative benefits track. This rate generally ranges from 10% to 25%, depending on the level
of foreign investment in the company in each year, as explained above. In addition, dividends paid out of income
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attributed to an Approved Enterprise (or out of dividends received from a company whose income is attributed to an
Approved Enterprise) are generally subject to withholding tax at source at the rate of 15% or such lower rate as may
be provided in an applicable tax treaty (subject to the receipt in advance of a valid certificate from the Israel Tax
Authority allowing for a reduced tax rate). The 15% tax rate is limited to dividends and distributions out of income
derived during the benefits period and actually paid at any time up to 12 years thereafter. After this period, the
withholding tax is applied at a rate of up to 30%, or at the lower rate under an applicable tax treaty (subject to the
receipt in advance of a valid certificate from the Israel Tax Authority allowing for a reduced tax rate). In the case of an
FIC, the 12-year limitation on reduced withholding tax on dividends does not apply.
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The Investment Law also provides that an Approved Enterprise is entitled to accelerated depreciation on its property
and equipment that are included in an Approved Enterprise program during the first five years in which the equipment
is used. This benefit is an incentive granted by the Israeli government regardless of whether the alternative benefits
program is elected.

The benefits available to an Approved Enterprise are subject to the continued fulfillment of conditions stipulated in
the Investment Law and its regulations and the criteria in the specific certificate of approval, as described above. If a
company does not meet these conditions, it would be required to refund the amount of tax benefits, adjusted to the
Israeli consumer price index, and interest, or other monetary penalties.

Until 2013 tax year, we had Approved Enterprise programs under the Investment Law, which, we believe, entitled us
to certain tax benefits.

Tax Benefits Subsequent to the 2005 Amendment

The 2005 Amendment applies to new investment programs commencing after 2004, but does not apply to investment
programs approved prior to April 1, 2005. The 2005 Amendment provides that terms and benefits included in any
certificate of approval that was granted before the 2005 Amendment became effective (April 1, 2005) will remain
subject to the provisions of the Investment Law as in effect on the date of such approval. Pursuant to the 2005
Amendment, the Investment Center will continue to grant Approved Enterprise status to qualifying investments. The
2005 Amendment, however, limits the scope of enterprises that may be approved by the Investment Center by setting
criteria for the approval of a facility as an Approved Enterprise.

An enterprise that qualifies under the new provisions is referred to as a "Benefited Enterprise", rather than "Approved
Enterprise". The 2005 Amendment provides that a certificate of approval from the Investment Center will only be
necessary for receiving cash grants. As a result, it was no longer necessary for a company to obtain the advance
approval of the Investment Center in order to receive the tax benefits previously available under the alternative
benefits track. Rather, a company may claim the tax benefits offered by the Investment Law directly in its tax returns,
provided that its facilities meet the criteria for tax benefits set forth in the 2005 Amendment. A company that has a
Benefited Enterprise may, at its discretion, approach the Israel Tax Authority for a pre-ruling confirming that it is in
compliance with the provisions of the Investment Law.

Tax benefits are available under the 2005 Amendment to production facilities (or other eligible facilities) which are
generally required to derive more than 25% of their business income from export to specific markets with a population
of at least 14 million in 2012 (such export criteria will further be increased in the future by 1.4% per annum). In order
to receive the tax benefits, the 2005 Amendment states that a company must make an investment which meets certain
conditions set forth in the amendment for tax benefits, including exceeding a minimum investment amount specified
in the Investment Law. Such investment entitles a company to receive a "Benefited Enterprise" status with respect to
the investment, and may be made over a period of no more than three years from the end of the year in which the
company chose to have the tax benefits apply to its Benefited Enterprise. Where a company requests to have the tax
benefits apply to an expansion of existing facilities, only the expansion will be considered to be a Benefited Enterprise
and the company's effective tax rate will be the weighted average of the applicable rates. In such case, the minimum
investment required in order to qualify as a Benefited Enterprise must exceed a certain percentage of the value of the
company's production assets before the expansion.

The extent of the tax benefits available under the 2005 Amendment to qualifying income of a Benefited Enterprise
depends on, among other things, the geographic location in Israel of the Benefited Enterprise. The location will also
determine the period for which tax benefits are available. Such tax benefits include an exemption from corporate tax
on undistributed income generated by the Benefited Enterprise for a period of between two to ten years, depending on
the geographic location of the Benefited Enterprise in Israel, and a reduced corporate tax rate of between 10% to 25%
for the remainder of the benefits period, depending on the level of foreign investment in the company in each year, as
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explained above. The benefits period is limited to 12 or 14 years from the year the company first chose to have the tax
benefits apply, depending on the location of the company.
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A company qualifying for tax benefits under the 2005 Amendment which pays a dividend out of income derived by its
Benefited Enterprise during the tax exemption period will be subject to corporate tax in respect of the amount of the
dividend distributed (grossed-up to reflect the pre-tax income that it would have had to earn in order to distribute the
dividend) at the corporate tax rate which would have otherwise been applicable. Dividends paid out of income
attributed to a Benefited Enterprise (or out of dividends received from a company whose income is attributed to a
Benefited Enterprise) are generally subject to withholding tax at source at the rate of 15% or at a lower rate as may be
provided in an applicable tax treaty (subject to the receipt in advance of a valid certificate from the Israel Tax
Authority allowing for a reduced tax rate). The reduced rate of 15% is limited to dividends and distributions out of
income attributed to a Beneficiary Enterprise during the benefits period and actually paid at any time up to 12 years
thereafter except with respect to an FIC, in which case the 12-year limit does not apply.

The benefits available to a Benefited Enterprise are subject to the continued fulfillment of conditions stipulated in the
Investment Law and its regulations. If a company does not meet these conditions, it would be required to refund the
amount of tax benefits, adjusted to the Israeli consumer price index, and interest, or other monetary penalties.

Until the 2013 tax year, we had Approved Enterprise programs under the Investment Law, which, we believe, entitled
us to certain tax benefits.

Tax Benefits Under the 2011 Amendment

The 2011 Amendment canceled the availability of the benefits granted to companies in accordance with the provisions
of the Investment Law prior to 2011 and, instead, introduced new benefits for income generated by a "Preferred
Company" through its "Preferred Enterprise" (as such terms are defined in the Investment Law) as of January 1, 2011.
The definition of a Preferred Company includes a company incorporated in Israel that is not wholly-owned by a
governmental entity, and that has, among other things, Preferred Enterprise status and is controlled and managed from
Israel. Pursuant to the 2011 Amendment, a Preferred Company is entitled to a reduced corporate tax rate of 15% with
respect to its preferred income derived by its Preferred Enterprise in 2011 and 2012, unless the Preferred Enterprise is
located in a specified development zone, in which case the rate will be 10%. Such corporate tax rate was reduced from
15% and 10%, respectively, to 12.5% and 7%, respectively in 2013, and then increased to 16% and 9%, respectively,
in 2014 until 2016. Pursuant to the 2017 Amendment, in 2017 and thereafter, the corporate tax rate for Preferred
Enterprise which is located in a specified development zone was decreased to 7.5%, while the reduced corporate tax
rate for other development zones remains 16%.

Dividends paid out of preferred income attributed to a Preferred Enterprise are generally subject to withholding tax at
the rate of 20% or such lower rate as may be provided in an applicable tax treaty (subject to the receipt in advance of a
valid certificate from the Israel Tax Authority allowing for a reduced tax rate). However, if such dividends are paid to
an Israeli company, no tax is required to be withheld (although, if such dividends are subsequently distributed to
individuals or a non-Israeli company, withholding tax at a rate of 20% or such lower rate as may be provided in an
applicable tax treaty will apply).

The 2011 Amendment also provided transitional provisions to address companies already enjoying existing tax
benefits under the Investment Law. These transitional provisions provide, among other things, that unless an
irrevocable request is made to apply the provisions of the Investment Law as amended in 2011 with respect to income
to be derived as of January 1, 2011: (i) the terms and benefits included in any certificate of approval that was granted
to an Approved Enterprise which chose to receive grants before the 2011 Amendment became effective will remain
subject to the provisions of the Investment Law as in effect on the date of such approval, and subject to certain other
conditions; (ii) the terms and benefits included in any certificate of approval that was granted to an Approved
Enterprise which had participated in an alternative benefits track before the 2011 Amendment became effective will
remain subject to the provisions of the Investment Law as in effect on the date of such approval, provided that certain
conditions are met; and (iii) a Benefited Enterprise can elect to continue to benefit from the benefits provided to it
before the 2011 Amendment became effective, provided that certain conditions are met.
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From time to time, the Israeli Government has discussed reducing the benefits available to companies under the
Investment Law. The termination or substantial reduction of any of the benefits available under the Investment Law
could materially increase our tax liabilities.

We have examined the possible effect, if any, of the provisions of the 2011 Amendment on our financial statements
and have decided to apply the new benefits under the 2011 Amendment instead of the benefits provided to our
Approved Enterprise and Benefited Enterprise as of 2013 tax year.
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New Tax Benefits under the 2017 Amendment.

The 2017 Amendment was enacted as part of the Economic Efficiency Law that was published on December 29,
2016, and is effective as of January 1, 2017, subject to the publication of regulations expected to be released before
March 31, 2017. The 2017 Amendment provides new tax benefits for two types of "Technology Enterprises", as
described below, and is in addition to the other existing tax beneficial programs under the Investment Law.

The 2017 Amendment provides that a technology company satisfying certain conditions will qualify as a "Preferred
Technology Enterprise" and will thereby enjoy a reduced corporate tax rate of 12% on income that qualifies as
"Preferred Technology Income", as defined in the Investment Law. The tax rate is further reduced to 7.5% for a
Preferred Technology Enterprise located in development zone A. In addition, a Preferred Technology Enterprise will
enjoy a reduced corporate tax rate of 12% on capital gain derived from the sale of certain "Benefitted Intangible
Assets" (as defined in the Investment Law) to a related foreign company if the Benefitted Intangible Assets were
acquired from a foreign company on or after January 1, 2017 for at least NIS 200 million, and the sale receives prior
approval from the National Authority for Technological Innovation, or NATI.

The 2017 Amendment further provides that a technology company satisfying certain conditions will qualify as a
"Special Preferred Technology Enterprise" and will thereby enjoy a reduced corporate tax rate of 6% on "Preferred
Technology Income" regardless of the company's geographic location within Israel. In addition, a Special Preferred
Technology Enterprise will enjoy a reduced corporate tax rate of 6% on capital gain derived from the sale of certain
"Benefitted Intangible Assets" to a related foreign company if the Benefitted Intangible Assets were either developed
by an Israeli company or acquired from a foreign company on or after January 1, 2017, and the sale received prior
approval from NATI. A Special Preferred Technology Enterprise that acquires Benefitted Intangible Assets from a
foreign company for more than NIS 500 million will be eligible for these benefits for at least ten years, subject to
certain approvals as specified in the Investment Law.

Dividends distributed by a Preferred Technology Enterprise or a Special Preferred Technology Enterprise, paid out of
Preferred Technology Income, are subject to withholding tax at source at the rate of 20%, and if distributed to a
foreign company and other conditions are met, the withholding tax rate will be 4%.

We are examining the impact of the 2017 Amendment and the degree to which we will qualify as a Preferred
Technology Enterprise and the amount of Preferred Technology Income that we may have, or other benefits that we
may receive from the 2017 Amendment.

Recently Issued Accounting Pronouncements

In May 2014, the Financial Accounting Standards Board ("FASB") issued Accounting Standards Update ("ASU")
2014-09, Revenue Recognition – Revenue from Contracts with Customers (Topic 606), which will replace substantially
all current revenue recognition guidance once it becomes effective. In August 2015, the FASB issued ASU No.
2015-14, Revenue from Contracts with Customers: Deferral of the Effective Date, which deferred the effective date of
the new revenue standard for periods beginning after December 15, 2016 to December 15, 2017, with early adoption
permitted but not earlier than the original effective date. The Company does not currently intend to adopt the
provisions of the new standard early. The FASB issued subsequent amendments to the initial guidance in March 2016,
April 2016, May 2016 and December 2016 within ASU 2016-08, 2016-10, 2016-12, 2016-20, respectively. The new
standard provides accounting guidance for all revenue arising from contracts with customers and affects all entities
that enter into contracts to provide goods or services to their customers unless the contracts are in the scope of other
standards. The new standard is less prescriptive and may require software entities to use more judgment and estimates
in the revenue recognition process than are required under existing revenue guidance. The new standard allows the
option of modified retrospective adoption with certain reliefs according to which the new standard will be applied to
existing contracts from the initial period of adoption and thereafter with no restatement of comparative data. Under
this option, we will recognize the cumulative effect of the initial adoption of the new standard as an adjustment to the
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opening balance of retained earnings (or another component of equity, as applicable) as of the date of initial
application. Alternatively, the new standard permits full retrospective adoption with certain reliefs. We expect to
adopt the standard under the modified retrospective method. However, we are continuing to evaluate the impact of the
standard, and its adoption method is subject to change. We are in the process of analyzing our contracts to quantify the
impact that the adoption of the standard will have on revenue. We are also continuing to evaluate the impact of the
standard on our costs related to obtaining customer contracts (mainly sales commissions).

54

Edgar Filing: CyberArk Software Ltd. - Form 20-F

102



In February 2016, the FASB issued ASU 2016-02. ASU 2016-02 changes the current lease accounting standard by
requiring the recognition of lease assets and lease liabilities for all leases, including those currently classified as
operating leases. This new guidance is to be applied under a modified retrospective application to the earliest
reporting period presented for reporting periods beginning after December 15, 2018. Early adoption is permitted. We
are currently evaluating the potential impact of this new guidance on our financial statements.

In March 2016, the FASB issued ASU 2016-09 Compensation-Stock Compensation (Topic 718): Improvements to
Employee Share-Based Payment Accounting. This standard simplifies various aspects related to how share-based
payments are accounted for and presented in the financial statements, including income taxes, forfeitures and statutory
tax withholding requirements. The guidance is effective for the Company beginning in the first quarter of 2017. We
will adopt the updated standard in the first quarter of fiscal year 2017. As a result, our deferred taxes and retained
earnings increased by approximately $12.2 million.

In June 2016, the FASB Issued ASU 2016-13, Financial Instruments—Credit Losses (Topic 326): Measurement of
Credit Losses on Financial Instruments. The new standard requires financial assets measured at amortized cost be
presented at the net amount expected to be collected, through an allowance for credit losses that is deducted from the
amortized cost basis. The standard will be effective beginning January 1, 2020, with early application permitted. We
are evaluating the impact of adopting this new accounting guidance on our consolidated financial statements.

In August 2016, the FASB issued ASU 2016-15, Statement of Cash Flows (Topic 230): Classification of Certain Cash
Receipts and Cash Payments. The new standard will address eight specific cash flow issues with the objective of
reducing the existing diversity in practice in how certain transactions are presented and classified in the statement of
cash flows. The standard will be effective for the Company beginning January 1, 2018, with early application
permitted. The standard will require adoption on a retrospective basis unless it is impracticable to apply, in which case
the Company would be required to apply the amendments prospectively as of the earliest date practicable. We are
evaluating the impact of adopting this new accounting guidance on our consolidated financial statements.

In October 2016, the FASB issued ASU 2016-16, Income Taxes (Topic 740); Intra-Entity Transfers of Assets Other
than Inventory. This guidance was issued to improve the accounting for income tax consequences of intra-entity
transfers of assets other than inventory. Under the amendment an entity should recognize the income tax consequences
of an intra-entity transfer of an asset other than inventory when the transfer occurs. The update is effective for annual
periods beginning after December 15, 2017, and interim periods thereafter. Early adoption is permitted. We are
currently evaluating the effect of the ASU on our consolidated financial statements.

In January 2017, FASB issued ASU 2017-01, Business Combinations (Topic 805) Clarifying the Definition of
Business. ASU No. 2017-01 clarifies the definition of a business with the objective of adding guidance to assist
entities with evaluating whether transactions should be accounted for as acquisitions (or disposals) of assets or
businesses. The update to the standard is effective for interim and annual periods beginning after December 15, 2017,
and applied prospectively. We are currently evaluating the impact of the adoption of ASU 2017-01 on our
consolidated financial statements.

In January 2017, the FASB issued ASU 2017-04, simplifying the Test for Goodwill Impairment (Topic 350). This
standard eliminates Step 2 from the goodwill impairment test, instead requiring an entity to recognize a goodwill
impairment charge for the amount by which the goodwill carrying amount exceeds the reporting unit's fair value. This
guidance is effective for interim and annual goodwill impairment tests in fiscal years beginning after December 15,
2019 with early adoption permitted. This guidance must be applied on a prospective basis. We are currently
evaluating the potential effect of the guidance on our consolidated financial statements.

B.            Liquidity and Capital Resources
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We fund our operations with cash generated from operating activities. We have also raised capital through the sale of
equity securities in public offerings and to a lesser extent, through exercised options. Our primary current uses of our
cash are ongoing operating expenses and capital expenditures.

As of December 31, 2016, we had $295.5 million of cash, cash equivalents, short-term bank deposits and marketable
securities. This compared with cash, cash equivalents and short-term bank deposits of $238.3 million and $177.2
million as of December 31, 2015 and 2014, respectively. We believe that our existing cash, cash equivalents and
short-term bank deposits will be sufficient to fund our operations and capital expenditures for at least the next 12
months. Our future capital requirements will depend on many factors, including our rate of revenue growth, the
expansion of our sales and marketing activities, the timing and extent of spending to support product development
efforts and expansion into new geographic locations, the timing of introductions of new software products and
enhancements to existing software products and the continuing market acceptance of our software offerings.
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The following table presents the major components of net cash flows for the periods presented:

Year Ended December 31,
2014 2015 2016
(in thousands)

Net cash provided by operating activities $23,195 $59,160 $56,310
Net cash used in investing activities (51,445) (7,012 ) (121,861)
Net cash provided by financing activities 90,055 58,207 3,969

A substantial source of our net cash provided by operating activities is our deferred revenues, which is included on our
consolidated balance sheet as a liability. The majority of our deferred revenues consist of the unrecognized portion of
upfront payments associated with maintenance and professional services, with the remainder consisting of payments
for licenses that could not yet be recognized. We assess our liquidity, in part, through an analysis of our short and long
term deferred revenues that have not yet been recognized as revenues together with our other sources of liquidity.
Deferred revenues for licenses are recognized when all applicable revenue criteria are met. Revenues from
maintenance and support contracts are recognized ratably on a straight line basis over the term of the related contract
which is typically one year and, to a lesser extent, three years, and from professional services as services are
performed. Thus, since we frequently recognize revenues in subsequent periods to when certain payments may be
received, an increase in deferred revenues adds to the liquidity of our operations.

Net Cash Provided by Operating Activities

Our cash flows historically have reflected our net income coupled with changes in our non-cash working capital.
During the year ended December 31, 2016, operating activities provided $56.3 million in cash as a result of $28.1
million net income , adjusted by $17.5 million of non-cash charges related to share-based compensation expenses and
$6.5 million related to depreciation and amortization expenses coupled with $6.1 million increase in long term
deferred revenues and $0.5 million net increase from other long-term assets and liabilities and offset by both an
increase of $1.1 million in deferred tax assets and by an increase of $1.3 million in our non-cash working capital.

The increase of $1.3 million in our non-cash working capital was due to a $13.0 million increase in short-term
deferred revenues, a $2.4 million decrease in accrued expenses and other current liabilities, an increase of $2.6 million
in employees and payroll accruals and an increase of $14.5 million in other current assets. Our days' sales outstanding,
or DSO, was 56 days for the year ended December 31, 2016.

During the year ended December 31, 2015, operating activities provided $59.2 million in cash as a result of $25.8
million net income combined with a decrease of $21.2 million in our non-cash working capital, adjusted by $9.3
million of non-cash charges related to share-based compensation expenses of $7.0 million and depreciation and
amortization of $2.3 million coupled with an approximately $7.0 million increase in other long-term assets and
liabilities and long-term deferred revenues from three-year maintenance contracts for which we collected payment up
front which were partially offset by an increase of $4.1 million in deferred tax assets. The decrease of $21.2 million in
our non-cash working capital was due to a $14.5 million increase in short-term deferred revenues, a $2.5 million
increase in accrued expenses and other current liabilities, and an increase of $5.0 million in employees and payroll
accruals which were partially offset by an increase of $0.8 million in other current assets. Our days' sales outstanding,
or DSO, was 46 days for the year ended December 31, 2015.

During the year ended December 31, 2014, operating activities provided $23.2 million in cash as a result of $10.0
million net income combined with a decrease of $3.1 million in our non-cash working capital, adjusted by $6.6
million of non-cash charges related to a $4.3 million change in the fair value of warrants to purchase preferred shares,
share-based compensation expenses of $1.6 million and depreciation of $0.7 million coupled with a $3.3 million
increase in long-term deferred revenues from three-year maintenance contracts for which we collected payment up
front and a $0.2 million increase in long-term liabilities. The decrease of $3.1 million in our non-cash working capital
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was due to a $4.4 million increase in short-term deferred revenues and a $5.5 million increase in employees and
payroll accruals and other current liabilities, which were partially offset by a $6.5 million increase in trade receivables
and an increase of $0.3 million in trade payables and prepaid expenses and other current assets. Our DSO was 68 days
for the year ended December 31, 2014.
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Net Cash Used in Investing Activities

Net cash used in investing activities was $51.4 million, $7.0 million and $121.9 million for the years ended December
31, 2014, 2015 and 2016 respectively. Investing activities have consisted primarily of investment in and proceeds
from short-term and long-term deposits, investment in marketable securities, acquisitions and purchase of property
and equipment.

Net Cash Provided by Financing Activities

Our financing activities have primarily consisted of proceeds from the issuance and sale of our securities, excess tax
benefit from stock-based compensation and proceeds from the exercise of share options. Net cash provided by
financing activities was $90.1 million, $58.2 million and $4.0 million for the years ended December 31, 2014, 2015
and 2016, respectively.

C.            Research and Development, Patents and Licenses, etc.

We conduct our research and development activities in Israel. As of December 31, 2016, our research and
development department included 205 employees and contractors. In 2016, research and development costs accounted
for 16.0% of our total revenues

We employ a strategy of seeking patent protection for some of our technologies. As of December 31, 2016, we have
obtained 8 issued patents for certain of our technologies in various jurisdictions, including the United States and have
34 pending patent applications that were filed in various jurisdictions, including the United States. No patent
application is material to the overall conduct of our business.

For a description of our research and development policies, see "Item 4.B. Business Overview—Research and
development."

D.            Trend Information

Other than as disclosed elsewhere in this annual report, we are not aware of any trends, uncertainties, demands,
commitments or events for the period from January 1, 2016 to December 31, 2016 that are reasonably likely to have a
material adverse effect on our net revenue, income, profitability, liquidity or capital resources, or that caused the
disclosed financial information to be not necessarily indicative of future operating results or financial condition.

E.             Off-Balance Sheet Arrangements

We do not currently engage in off-balance sheet financing arrangements. In addition, we do not have any interest in
entities referred to as variable interest entities, which includes special purposes entities and other structured finance
entities.
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F.             Contractual Obligations

The following summarizes our contractual obligations as of December 31, 2016:

Payments Due by Period
Total 2017 2018 2019 2020 2021 2022 and thereafter
(in thousands)

Operating lease obligations(1) $23,207 $4,208 $4,113 $4,147 $4,050 $4,057 $ 2,632
Uncertain tax obligations(2) 474 — — — — — —
Severance pay(3) 5,035 — — — — — —

Total $28,716 $4,208 $4,113 $4,147 $4,050 $4,057 $ 2,632

(1)Operating lease obligations consist of our contractual rental expenses under operating leases of facilities and
certain motor vehicles.

(2)

Consists of accruals for certain income tax positions under ASC 740 that are paid upon settlement, and for which
we are unable to reasonably estimate the ultimate amount and timing of settlement. See Note 11(j) to our
consolidated financial statements included elsewhere in this annual report for further information regarding our
liability under ASC 740. Payment of these obligations would result from settlements with tax authorities. Due to
the difficulty in determining the timing of resolution of audits, these obligations are only presented in their total
amount.

(3)

Severance pay relates to accrued severance obligations to our Israeli employees as required under Israeli labor
laws. These obligations are payable only upon the termination, retirement or death of the respective employee and
may be reduced if the employee's termination is voluntary. These obligations are partially funded through accounts
maintained with financial institutions and recognized as an asset on our balance sheet. Of this amount, $1.7 million
is unfunded. See Note 2(l) to our consolidated financial statement included elsewhere in this report for further
information.
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ITEM 6. DIRECTORS, SENIOR MANAGEMENT AND EMPLOYEES

A.            Directors and Senior Management

The following table sets forth the name, age and position of each of our executive officers and directors as of March
15, 2017:

Name Age Position
Executive Officers
Ehud (Udi) Mokady 48 Chairman of the Board and Chief Executive Officer and Founder
Chen Bitan 47 General Manager, EMEA, Asia Pacific and Japan
Joshua Siegel 53 Chief Financial Officer
Ronen (Ron) Zoran 42 Vice President, Americas Sales
Nick Baglin 42 Vice President, EMEA Sales
Vincent Goh 45 Vice President, Asia Pacific and Japan Sales
Roy Adar 45 Senior Vice President, Product Management
Directors
Gadi Tirosh(1)(3)(4) 50 Lead Independent Director
Ron Gutler(1)(2)(3)(4) 59 Director
Raphael (Raffi) Kesten(4) 63 Director
Kim Perdikou(1)(2)(3)(4) 59 Director
David Schaeffer(4) 60 Director
Amnon Shoshani(2)(4) 53 Director

(1) Member of our compensation committee.

(2) Member of our audit committee.

(3) Member of our nominating and governance committee.

(4) Independent director under the rules of the NASDAQ Stock Market.

John Worrall served as our Chief Marketing Officer until March 15, 2017, following his notification to us earlier in
the year that he would be leaving the Company. 

Executive Officers

Ehud (Udi) Mokady is one of our founders and serves as our Chief Executive Officer since 2005 and as chairman of
the board since June 2016. He previously served as our President from 2005 to 2016 and as our Chief Operating
Officer from 1999 to 2005. Mr. Mokady has also served as a member of our board since November 2004. From 1997
to 1999, Mr. Mokady served as general counsel at Tadiran Spectralink Ltd., a producer of secure wireless
communication systems. From 1986 to 1989, Mr. Mokady served in a military intelligence unit in the Israel Defense
Forces. Mr. Mokady was honored by a panel of independent judges with the New England EY Entrepreneur Of The
Year™ 2014 Award in the Technology Security category. Mr. Mokady holds a Bachelor of Laws (LL.B.) from Hebrew
University in Jerusalem, Israel and a Master of Science Management (MSM) from Boston University in
Massachusetts.

Chen Bitan has served as our General Manager of EMEA, Asia Pacific and Japan since 2005 and as Head of
Research & Development since 1999. From March 1998 to April 1999, Mr. Bitan worked as Project Manager for
Amdocs Software Ltd., leading the development of billing and customer care systems for telecommunications
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providers. From 1995 to 1998, he worked for Magic Software Enterprises Ltd. as Research and Development Group
Manager leading the development of their 4GL products for the Asia Pacific market. From 1988 to 1995, Mr. Bitan
served in a software engineering unit in the Israel Defense Forces (IDF) in various research and development roles,
finally leading the programming education department as Department Manager at the Computer Studies Academy
(Mamram). Mr. Bitan holds a Bachelor of Science in computer science and political science from Bar-Ilan University
in Ramat-Gan, Israel.
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Joshua Siegel has served as our Chief Financial Officer since May 2011. Prior to joining CyberArk, Mr. Siegel served
as Chief Financial Officer for Voltaire Ltd., a provider of InfiniBand and Ethernet connectivity solutions, from
December 2005 to February 2011, and as Director of Finance and then Vice President of Finance from April 2002 to
December 2005. Voltaire completed an initial public offering and listing on NASDAQ in 2007 and was acquired by
Mellanox Technologies, Ltd. in 2011. From 2000 to 2002, he was Vice President of Finance at KereniX Networks
Ltd., a terabit routing and transport system company. From 1995 to 2000, Mr. Siegel served in various positions at
Lucent Technologies Networks Ltd. (formerly Lannet Ltd.). From 1990 to 1995, he served in various positions at
SLM Corporation (Sallie Mae—Student Loan Marketing Association). Mr. Siegel holds a Bachelor of Arts in economics
and an MBA with a concentration in finance from the University of Michigan in Ann Arbor.

Ronen (Ron) Zoran has served as our Vice President of Americas Sales since January 2015 and has worked at
CyberArk since our founding in 1999. Mr. Zoran has held several sales leadership positions at the Company,
including Vice President of North America Sales from July 2013 to December 2014, Regional Director and Senior
Director of Channels from January 2005 to June 2013, as well as research and development positions, such as R&D
Group Manager and Director of Technical Services. From 1993 to 1999, Mr. Zoran served as an Officer and R&D
Group Manager at the Technological Computer Center of the Israeli Defense Forces. He holds an MBA from
Northeastern University and a Bachelor of Arts in computer science from Bar-Ilan University, Israel.

Nick Baglin has served as our Vice President of EMEA Sales since May 2012. Prior to joining CyberArk, Mr. Baglin
worked for HP Enterprise Security Services, as EMEA General Manager and Global Sales Director from May 2011 to
May 2012 and as Global Sales Director from December 2010 to May 2011. From January 2001 to December 2010, he
worked for Vistorm Ltd., a provider of information assurance and managed security services, in various positions,
including Director of Sales. Mr. Baglin holds a Bachelor of Science from the Manchester Metropolitan University in
the United Kingdom.

Vincent Goh has served as our Vice President of Asia Pacific and Japan Sales since January 2016. Prior to joining
CyberArk, Mr. Goh worked for RSA, The Security Division of EMC, as Vice President, Asia Pacific and Japan from
July 2010 to October 2015 and Managing Director, South East Asia from February 2008 to June 2010. From May
2001 to January 2008, Mr. Goh worked for EMC Corporation in various positions. Mr. Goh holds a Bachelor of
Science in information technology from the National University of Ireland in Dublin and an executive certificate in
Management and Leadership from the M.I.T. Sloan School of Management in Cambridge, Massachusetts.

Roy Adar has served as our Senior Vice President of Product Management since 2015 and previously served as our
Vice President of Product Management from 2006 to 2015. Prior to joining CyberArk, Mr. Adar held the position of
Product Manager at NICE Systems Ltd., an Israeli software company, from 2002 through 2005. From 1997 to 2001,
he worked at Integrity Systems, Inc., an Israeli IT integrator, in several roles, including development group manager,
technical consultant and product manager. Mr. Adar holds an MBA from the Kellogg School of Management at
Northwestern University in Illinois and a Bachelor of Arts in computer science from Open University in Tel Aviv,
Israel.

Directors

Gadi Tirosh has served as a member of our board of directors since June 2011, as chairman of the board between July
2013 and June 2016 and as lead independent director since July 2016. Since 2005, Mr. Tirosh has served as Managing
Partner at Jerusalem Venture Partners, an Israeli venture capital firm that focuses, among other things, on
cyber-security companies and operates the JVP Cyber Labs incubator. From 1999 to 2005, he served as Corporate
Vice President of Product Marketing and as a member of the executive committee for NDS Group Ltd.
((NASDAQ:NNDS) later acquired by Cisco Systems, Inc. a provider of end-to-end software solutions to the
pay-television industry, including content protection and video security. Mr. Tirosh holds a Bachelor of Science in
computer science and mathematics and an Executive MBA from the Hebrew University in Jerusalem, Israel.
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Ron Gutler has served as a member of our board of directors since July 2014 and served as an external director under
the Companies Law between July 2014 and May 2016. From May 2002 through February 2013, Mr. Gutler served as
the Chairman of NICE Systems Ltd., a public company specializing in voice recording, data security, and
surveillance. Between 2000 and 2011, Mr. Gutler served as the Chairman of G.J.E. 121 Promoting Investment Ltd., a
real estate company. Between 2000 and 2002, Mr. Gutler managed the Blue Border Horizon Fund, a global macro
fund. Mr. Gutler is a former Managing Director and a Partner of Bankers Trust Company, which is currently part of
Deutsche Bank. He also established and headed the Israeli office of Bankers Trust. Mr. Gutler is currently a director of
Wix.com Ltd. (NASDAQ: WIX), Psagot Investment House, Psagot Securities and Hapoalim Securities USA (HSU),
and serves as chairman of the board of the College of Management Academic Studies in Israel. Mr. Gutler holds a
Bachelor of Arts in economics and international relations and an MBA, both from the Hebrew University in
Jerusalem, Israel.

Raphael (Raffi) Kesten has served as a member of our board of directors since April 2014. Since February 2015, Mr.
Kesten has served as Managing Partner at Jerusalem Venture Partners as well as executive adviser to the Chairman
and CEO of Cisco Systems, Inc. and to the Service Provider Video Security, Software & Solutions Group at Cisco
Systems, Inc. He served as the Vice President of Service Provider Video Security, Software & Solutions Group at
Cisco Systems, Inc. from 2012 to 2014. From 2000 to February 2015, Mr. Kesten served as a Venture Partner for
Jerusalem Venture Partners. He served as Senior Vice President and Chief Operating Officer at NDS Group Holdings
Ltd. (later acquired by Cisco Systems, Inc.) from 2006 to 2012. From 1996 to 2006, Mr. Kesten worked as Vice
President and General Manager of NDS Technologies Israel Limited. From 1991 to 1995, he served as Vice President
of Operations and Production of Imaging Products at Indigo N.V. (later acquired by Hewlett-Packard Company).
Between 1982 and 1991, Mr. Kesten held several engineering and managerial positions with Intel, Inc. Mr. Kesten
holds a Bachelor of Science in chemical engineering from Ben-Gurion University of the Negev in Beer-Sheva, Israel
and he completed the certificate program in Senior Business Management at the Hebrew University in Jerusalem,
Israel.

Kim Perdikou has served as a member of our board of directors since July 2014 and served as an external director
under the Companies Law between July 2014 and May 2016 Ms. Perdikou serves as Chairman of REBBL Inc., which
she joined in June 2014, a private beverage company delivering taste, function and nutrition. Ms. Perdikou served as
the Juniper Networks, Inc. board observer on two of Juniper's portfolio companies from January 2013 to July 2014.
From 2010 to August 2013, Ms. Perdikou served as the Executive Vice President for the Office of the Chief Executive
Officer at Juniper Networks, Inc. Before that she served as the Executive Vice President and General Manager of
Infrastructure Products Group and as Chief Information Officer at Juniper Networks, Inc. from 2006 to 2010 and from
August 2000 to January 2006, respectively. Ms. Perdikou served on the board of directors and audit committee of Lam
Research Corporation, a major provider of wafer fabrication equipment and services, from May 2011 to November
2012. Ms. Perdikou served in leadership positions at Women.com, Readers Digest, Knight Ridder, and Dun &
Bradstreet. Ms. Perdikou holds a Bachelor of Science degree in computing science with operational research from
Paisley University in Paisley, Scotland, a Post-Graduate degree in education from Jordanhill College in Glasgow,
Scotland and a Master's of Science in information systems from Pace University in New York, the United States.

David Schaeffer has served as a member of our board of directors since May 2014. Mr. Schaeffer has served as the
Chairman, Chief Executive Officer and President of Cogent Communications, Inc. (NASDAQ: CCOI), an internet
service provider based in the United States that is listed on NASDAQ, since he founded the company in August 1999.
Mr. Schaeffer was the founder of Pathnet, Inc., a broadband telecommunications provider, where he served as Chief
Executive Officer from 1995 until 1997 and as Chairman from 1997 until 1999. Mr. Schaeffer holds a Bachelor of
Science in physics from the University of Maryland, the United States.

Amnon Shoshani has served as a member of our board of directors since November 2009. Since February 1995, Mr.
Shoshani has served as the Founder and Managing Partner of Cabaret Holdings Ltd. and, since March 1999, he has
also served as Managing Partner of Cabaret Security Ltd., Cabaret Holdings Ltd. and ArbaOne Inc. ventures activities
where he had a lead role in managing the group's portfolio companies. Within that role, since June 2005 Mr. Shoshani
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has served as the CEO and Chairman of TIP-The Industry Pivot Ltd., a company that provides game changing
technologies to the industrial world. From 1994 to April 2005, Mr. Shoshani owned a Tel-Aviv boutique law firm
engaged in entrepreneurship, traditional industries and high tech, which he founded. Mr. Shoshani holds an LL.B.
from Tel Aviv University, Israel.

61

Edgar Filing: CyberArk Software Ltd. - Form 20-F

114



B.            Compensation

Compensation of Directors and Executive Officers

The aggregate compensation expensed, including share-based compensation and other compensation expensed by us
and our subsidiaries, to our directors and executive officers with respect to the year ended December 31, 2016 was
$11.5 million. This amount includes approximately $0.6 million set aside or accrued to provide pension, severance,
retirement, or similar benefits.

The table below sets forth the compensation paid to our five most highly compensated office holders (as defined in the
Companies Law and described under "Board Practices—- Disclosure of Compensation of Executive Officers" below)
during or with respect to the year ended December 31, 2016, in the disclosure format of Regulation 21 of the Israeli
Securities Regulations (Periodic and Immediate Reports), 1970. We refer to the five individuals for whom disclosure
is provided herein as our "Covered Executives."

For purposes of the table and the summary below, and in accordance with the above mentioned securities regulations,
"compensation" includes base salary, bonuses, equity-based compensation, retirement or termination payments,
benefits and perquisites such as car, phone and social benefits and any undertaking to provide such compensation.

Summary Compensation Table

Information Regarding the Covered Executive(1)

Name and Principal Position(2)
Base
Salary

Benefits
and
Perquisites
(3)

Variable
Compensation
(4)

Equity-Based
Compensation
(5) Total

Ehud (Udi) Mokady, Chairman of the Board &
CEO $375,000 $ 130,963 $ 475,082 $ 2,602,917 $3,583,962
Joshua Siegel, Chief Financial Officer 273,707 117,263 245,143 1,104,198 1,740,311
Ronen (Ron) Zoran, Vice President Sales,
Americas 250,000 46,403 275,485 608,037 1,179,925
Chen Bitan, General Manager, EMEA, Asia
Pacific and Japan 226,370 145,012 142,522 456,583 970,487
John Worrall, Chief Marketing Officer 250,000 41,493 137,916 413,395 842,804

(1)All amounts reported in the table are in terms of cost to our company, as recorded in our financial statements.

(2)
All current executive officers listed in the table are full-time employees. Cash compensation amounts denominated
in currencies other than the U.S. dollar were converted into U.S. dollars at the average conversion rate for the year
ended December 31, 2016.
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(3)

Amounts reported in this column include benefits and perquisites, including those mandated by applicable law.
Such benefits and perquisites may include, to the extent applicable to each executive, payments, contributions
and/or allocations for savings funds, pension, severance, vacation, car or car allowance, medical insurances and
benefits, risk insurances (such as life, disability and accident insurances), convalescence pay, payments for social
security, tax gross-up payments and other benefits and perquisites consistent with our guidelines.

(4)Amounts reported in this column refer to Variable Compensation such as commission, incentive and bonus
payments as recorded in our financial statements for the year ended December 31, 2016.

(5)

Amounts reported in this column represent the expense recorded in our financial statements for the year ended
December 31, 2016 with respect to equity-based compensation. Assumptions and key variables used in the
calculation of such amounts are described in paragraph c of Note 10 to our audited consolidated financial
statements, which are included in this annual report.

Employment Agreements with Executive Officers

We have entered into written employment agreements with all of our executive officers. Most of these agreements
contain provisions regarding non-competition and all of these agreements contain provisions regarding confidentiality
of information and ownership of inventions. The non-competition provision applies for a period that is generally 12
months following termination of employment. The enforceability of covenants not to compete in Israel, the United
States and the United Kingdom is subject to limitations. In addition, we are required to provide one to six months'
notice prior to terminating the employment of our executive officers, other than in the case of a termination for cause.

Directors' Service Contracts

Other than with respect to Ehud (Udi) Mokady, the Chairman of our Board who is also an executive officer, there are
no arrangements or understandings between us, on the one hand, and any of our directors, on the other hand, providing
for benefits upon termination of their service as directors of our company, except that directors are permitted to
exercise vested options for one year following the termination of their service.

Equity Incentive Plans

2014 Share Incentive Plan

The 2014 Share Incentive Plan, or the 2014 SIP, was adopted by our board of directors and became effective on June
10, 2014. The 2014 SIP was approved by our shareholders on July 10, 2014. The 2014 SIP provides for the grant of
options, restricted shares, restricted share units and other share-based awards to our employees, directors, officers,
consultants, advisors and any other person providing services to us or our affiliates, under varying tax regimes. The
maximum aggregate number of shares that may be issued pursuant to awards under this 2014 SIP is the sum of
(a) 422,000 shares plus (b) an increase of 1,220,054 shares as of January 1, 2015 plus (c) on January 1 of each
calendar year commencing in 2016, a number of shares equal to the lesser of: (i) an amount determined by our board
of directors, if so determined prior to the January 1 of the calendar year in which the increase will occur, (ii) 4% of the
total number of shares outstanding on December 31 of the immediately preceding calendar year, and (iii) 4,000,000
shares. Additionally, any share underlying an award that is cancelled or terminated or forfeited for any reason without
having been exercised will automatically be available for grant under the 2014 SIP. As of December 31, 2016,
2,129,436 ordinary shares underlying share-based awards were outstanding under the 2014 SIP and 725,620 ordinary
shares were reserved for future grant under the 2014 SIP. On January 1, 2017, the aggregate number of ordinary
shares reserved for issuance under the 2014 SIP was increased by 1,370,024 shares.

Either our board or a committee established by our board administers the 2014 SIP. Such administrator may
determine, among other things and subject to applicable law, the grants of awards and the terms and provisions of

Edgar Filing: CyberArk Software Ltd. - Form 20-F

116



such awards, as well as policies, guidelines, rules and regulations relating to and for carrying out the 2014 SIP, and
any amendment, supplement or rescission thereof, as it may deem appropriate. The board may, at any time, suspend,
terminate, modify, or amend the 2014 SIP, whether retroactively or prospectively.
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The board or the committee may grant awards intended to qualify as an incentive stock option, non-qualified stock
option, Section 102 award, Section 3(9) award, or other designations under other regimes. Other than with respect to
incentive stock options which are governed by the specific exercise price provisions of the 2014 SIP, the exercise
price of any award will be determined by the committee or the board (as applicable). Unless otherwise stated in the
applicable award agreement, awards under the 2014 SIP vest and become exercisable as follows: 25% of the shares
covered by the awards vest on the first anniversary of the vesting commencement date, and 6.25% of the shares
covered by the award vest at the end of each subsequent three-month period over the course of the following three
years; provided that the grantee remains continuously as our or our affiliates service provider throughout such vesting
dates. The exercise period of an award will be ten years from the date of grant of the award unless otherwise
determined by the committee, subject to the vesting and the early termination provisions. In the event of termination
of the employment or service of a grantee, any unvested awards will be forfeited on the date of such termination. In
the event of termination by reason of death, disability or retirement, all of the grantee's vested awards may be
exercised at any time within one year after such death or disability or within three months following retirement. In the
event of termination for cause (as defined in the 2014 SIP), all awards granted to such grantee (whether vested or not)
will be forfeited on the date of termination. In the event of termination for any other reason all vested and exercisable
awards at the time of termination may, unless earlier terminated in accordance with their terms, be exercised within up
to three months after the date of termination (or such different period as the committee will prescribe).

The committee and the board may grant restricted shares under the 2014 SIP. The award agreement for any restricted
shares granted will set forth the vesting schedule and purchase price, if any, for the restricted shares. If a grantee's
employment or services to the company or any affiliate thereof terminates for any reason prior to the vesting of such
grantee's restricted shares, any shares that remain subject to vesting will be forfeited by such grantee. The committee
and the board may grant restricted share units, or RSUs, under the 2014 SIP, which is an award covering a number of
shares that is settled, if vested, by issuance of those shares. No payment of exercise price (subject to applicable law
and the terms of the relevant award agreement) will be required as consideration for RSUs. The committee and the
board may grant other awards under the 2014 SIP, including shares (which may, but need not, be restricted shares),
cash, a combination of cash and shares, awards denominated in share units, share appreciation rights, and/or the
opportunity to purchase our shares in connection with any public offerings of our securities.

Awards granted to Israeli employees under the 2014 SIP may be granted pursuant to the provisions of Section 102 of
the Israeli Income Tax Ordinance, or the Ordinance. In order to comply with the provisions of Section 102, all awards
must be registered in the name of a trustee selected by the board and held in trust for the benefit of the relevant grantee
for the requisite period prescribed by the Ordinance or such longer period as set by the committee or the board.

In the event of  a "Change in Control" event (as defined in the 2014 SIP), any award then outstanding will be assumed
or will be substituted by us or by the successor corporation in such Change in Control or by any affiliate thereof, as
determined by the committee in its discretion, under terms as determined by the committee or the terms of the 2014
SIP applied by the successor corporation to such assumed or substituted award, unless otherwise determined by the
sole and absolute discretion of the Committee. Regardless of whether or not awards are assumed or substituted the
committee may (but will not be obligated to), in its sole discretion: (1) provide for grantees to have the right to
exercise their awards or otherwise for the acceleration of vesting of award in respect of all or part of the shares
covered by the awards which would not otherwise be exercisable or vested, under such terms and conditions as the
committee will determine, including the cancellation of all unexercised awards (whether vested or unvested) upon or
immediately prior to the closing of the Change in Control; and/or (2) provide for the cancellation of each outstanding
and unexercised award at or immediately prior to the closing of the Change in Control, and payment to the grantees of
an amount in cash, our shares, the acquirer or of a corporation or other business entity which is a party to the Change
in Control or other property, as determined by the committee to be fair in the circumstances, and subject to such terms
and conditions as determined by the committee. Notwithstanding the foregoing, in the event of a Change in Control,
the committee may determine, in its sole discretion, that upon completion of such Change in Control, the terms of any
award be otherwise amended, modified or terminated, as the committee deems in good faith to be appropriate.
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Awards under the 2014 SIP are not transferable other than by will or by the laws of descent and distribution or to a
grantee's designated beneficiary, unless, in the case of awards other than incentive stock options, otherwise
determined by our committee or under the 2014 SIP. Awards may be granted from time to time pursuant to the 2014
SIP, within a period of ten years from the effective date of the 2014 SIP, which period may be extended from time to
time by our board.
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2011 Share Incentive Plan

The 2011 Share Incentive Plan, or the 2011 SIP, was adopted by our board of directors and became effective on
July 14, 2011. The 2011 SIP was approved by our shareholders on December 20, 2011. The 2011 SIP provides for the
grant of options, restricted shares and other share-based awards to our employees, directors, officers, consultants,
advisors and any other person whose services are considered valuable to us or our affiliates, under varying tax
regimes. The 2011 SIP provides that the number of shares reserved for the grant of awards under the 2011 SIP will be
such number as may be reserved for such purposes by the board from time to time. Any share underlying an award
that is cancelled or terminated or forfeited for any reason without having been exercised will automatically be
available for grant under the 2014 SIP. As of December 31, 2016, 1,286,406 options to purchase ordinary shares
remained outstanding under the 2011 SIP. No new awards may be granted under the 2011 SIP.

Either our board or a committee established by our board administers the 2011 SIP.

Option awards to purchase our ordinary shares that were granted under the 2011 SIP are designated in the applicable
award agreement as an incentive stock option, non-qualified stock option, Section 102 award (with such designation
to include the relevant tax track), Section 3(i) award, or other designations under other regimes.  Unless otherwise
stated in the applicable award agreement, options under the 2011 SIP vest and become exercisable as follows: 25% of
the shares covered by an option vest on the first anniversary of the date on which such option was granted, and 6.25%
of the shares covered by the option vest at the end of each subsequent quarter over the course of the following three
years, subject to continued employment by or service to us or any subsidiary or affiliate of ours. The exercise period
of an option is ten years from the date of grant of the option unless otherwise determined by the committee. In the
event of termination of employment or service of a grantee, any unvested options are forfeited on the date of
termination. In the event of termination by reason of death, disability or retirement, all of the grantee's vested options
may be exercised at any time within one year after such death or disability or within three months following
retirement. In the event of termination for cause (as defined in the 2011 SIP), all options granted to such grantee
(whether vested or not) are forfeited on the date of termination. In the event of termination for any other reason all
vested and exercisable options at the time of termination may, unless earlier terminated in accordance with their terms,
be exercised within up to 90 days after the date of termination

Awards granted to Israeli employees under the 2011 SIP may be granted pursuant to the provisions of Section 102 of
the Ordinance. In order to comply with the provisions of Section 102, all awards must be registered in the name of a
trustee selected by the board and held in trust for the benefit of the relevant grantee for the requisite period prescribed
by the Ordinance or such longer period as set by the committee or the board.

In the event of certain merger or sale events (as specified in the 2011 SIP), any award then outstanding will be
assumed or an equivalent award will be substituted by such successor corporation under substantially the same terms
as such award. If such awards are not assumed or substituted by an equivalent award, then the committee may
(i) provide for grantees to have the right to exercise their awards or otherwise for the acceleration of vesting of such
awards, under such terms and conditions as the committee will determine; and/or (ii) provide for the cancellation of
each outstanding award at the closing of such transaction, and payment to the grantees of an amount in cash as
determined by the committee to be fair in the circumstances, and subject to such terms and conditions as determined
by the committee.

Awards under the 2011 SIP are not transferable other than by will or by the laws of descent and distribution, unless
otherwise determined by the board or under the 2011 SIP, and generally expire ten years following the grant date. The
2011 SIP will terminate on the tenth anniversary of the effective date, other than with respect to those awards
outstanding under the 2011 SIP at the time of such termination.
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2001 Stock Option Plan and 2001 Section 102 Stock Option Plan

The 2001 Stock Option Plan, or the 2001 SOP, and the 2001 Section 102 Stock Option Plan, as amended March 5,
2003, or the 2001 Section 102 SOP were adopted by our board of directors and became effective on March 27, 2001.
The 2001 SOP and the 2001 Section 102 SOP were approved by our shareholders on March 22, 2002. The 2001 SOP
and the 2001 Section 102 SOP provides for the grant of options to our employees, officers, directors, consultants and
advisors of us or our affiliates. If an option granted under the 2001 SOP expires or terminates for any reason without
having been exercised in full, the unpurchased shares subject to such option will be available for subsequent grants
under the 2014 SIP. In the event an employee's rights in any options under the 2001 Section 102 SOP do not vest,
such options may be reissued under the 2014 SIP. As of December 31, 2016, a total of 352,220 options to purchase
ordinary shares remained outstanding under the 2001 SOP and the 2001 Section 102 SOP. No new awards may be
granted under the 2001 SOP or the 2001 Section 102 SOP.

The 2001 SOP and the 2001 Section 102 SOP are administered by a committee appointed by the board.
With the consent of the affected grantee, the board or the committee may amend outstanding option agreements in a
manner not inconsistent with the 2001 SOP. The 2001 SOP provides for grants of incentive stock options and
non-qualified stock options. The 2001 Section 102 SOP provides for grants of options only to employees, officers and
directors. Each option award agreement sets forth the tax track elected by the company. Pursuant to the May 30, 2013
board resolution, the respective term of the options that were granted by us to certain employees of the company and
of our UK subsidiary was extended from 10 years to 15 years.

The terms of the options granted under the 2001 SOP and the 2001 Section 102 SOP are generally set forth in the
applicable award agreement, however an incentive stock option may be exercised for at least three months following
termination of a grantee's employment (or for one year following a termination due to the grantee's death or
disability). In the event of certain acquisition and similar events (as specified in the 2001 SOP and the 2001
Section 102 SOP), the board will take any one or more of the following actions with respect of the then outstanding
options: (i) provide that such options shall be assumed, or equivalent options will be substituted, by the acquiring or
succeeding corporation (or an affiliate thereof), (ii) upon written notice to the grantees, provide that all the
then-unexercised options will become exercisable in full as of a specified time prior to the acquisition event and will
terminate immediately prior to the consummation of such acquisition event, (iii) in the event of a merger under the
terms of which holders of our outstanding ordinary shares will receive upon consummation thereof a cash payment for
each share surrendered in the merger, make or provide for a cash payment to the grantees equal to the difference
between (A) the merger price times the number of ordinary shares subject to such outstanding options and (B) the
aggregate exercise price of all such outstanding options in exchange for the termination of such options, or (iv) upon
written notice to the grantees, provide that all the then vested and unvested outstanding options will terminate
immediately prior to the consummation of such acquisition event, and to the extent the vested options will have not
been exercised prior to the acquisition event, all such options will become null and void at the consummation of such
acquisition event.

Awards under the 2001 SOP and 2001 Section 102 SOP are generally not transferable other than by will or by the
laws of descent and distribution, unless otherwise determined by the board. Only the grantee may exercise options
granted under the 2001 Section 102 SOP during his or her lifetime. The 2001 SOP and the 2001 Section 102 SOP
terminated on March 27, 2011, other than with respect to those awards outstanding under the 2001 SOP and the 2001
Section 102 SOP at the time of such termination.

C.            Board Practices

Board of Directors

Under the Companies Law, the management of our business is vested in our board of directors. Our board of directors
may exercise all powers and may take all actions that are not specifically granted to our shareholders or to
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management. Our executive officers are responsible for our day-to-day management and have individual
responsibilities established by our board of directors. Our Chief Executive Officer is appointed by, and serves at the
discretion of, our board of directors, subject to the employment agreement that we have entered into with him. All
other executive officers are also appointed by our board of directors, and are subject to the terms of any applicable
employment agreements that we may enter into with them.

We comply with the rule of the NASDAQ Stock Market that a majority of our directors be independent. Our board of
directors has determined that all of our directors, other than our Chief Executive Officer, are independent under such
rules. Directors serve for a period of three years pursuant to the staggered board provisions of our articles of
association. Under our articles of association, our board of directors must consist of at least four and not more than 11
directors. Our board of directors currently consists of seven directors. Previously, two of our directors presided as
"external directors", as such term is defined in the Companies Law. See "Item 6.C. Board Practices—External Directors"
for a description of the exemption from the requirements under the Companies Law to appoint such directors.

66
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Our directors are divided into three classes with staggered three-year terms. Each class of directors consists, as nearly
as possible, of one-third of the total number of directors constituting the entire board of directors. At each annual
general meeting of our shareholders, the election or re-election of directors following the expiration of the term of
office of the directors of that class of directors is for a term of office that expires on the third annual general meeting
fol
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